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Abstract of the contribution: 
Discussion
A 3GPP UE that is compliant with the HS2.0 specification can receive a Subscription Management Object (Subscription MO) from a WLAN network. This Subcription MO can be received by the UE with procedures outside the scope of 3GPP, e.g. during the online signup procedure specified by HS2.0. This online signup enables users to securely establish online subscriptions with WLAN service providers of their choise. Annex A provides some details about how the Subscription MO is provisioned to UE during online signup. This Annex is provided for information only.
The structure of the Subscription MO is shown in Figure 1. The figure focuses on the Policy information that can be used for WLAN access selection and skips other parts of MO, such as subscription parameters, access credentials, etc.
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Figure 1: The Subscription MO provided to UE by a WLAN service provider.

From Figure 1, it can be noted that

1. The Policy node is optional thus a WLAN service provider may or may not provide access selection policies to the UE. This can be important for 3GPP operators that want to serve also as WLAN service providers (i.e. offer also WLAN subscriptions). Such operators may choose to provide access selection policies to UE via the ANDSF only and skip the provision of the optional HS2.0 policies. In this case, the operators will not need to address any policy misalignment issues since policies are provided to UE from a single source.

2. With the acticipated extensions to the ANDSF policy selection, the ANDSF policy is expected to become a superset of the corresponding HS2.0 policy shown in Figure 1. Several ANDSF extensions are already documented in the TR (see e.g. clause 6.1 on “ANDSF policies with extended selection preferences”) and are being proposed (e.g. policies based on BSS Load, WAN bandwidth, Connection Capabilities, etc.).  
Given the above, a 3GPP UE may be provisioned with multiple HS2.0 policies (from one or more WLAN service providers) and ANDSF policies from the HPLMN and/or from a VPLMN, as shown in Figure 2. In this case, the question arises as to which of those policies the UE should use for WLAN network selection and how potential conflicts can be resolved.
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Figure 2: HS2.0 and ANDSF access selection policies in a 3GPP UE.

Note 1: The UE can maintain multiple Subscription MOs, one for each WLAN subscription, but it can only maintain one ANDSF MO even when roaming and it receives ANDSF MOs from the VPLMN and HPLMN (according to current stage-3 specifications the ANDSF MO from HPLMN is ignored).

A simple answer to the above question can be provided by specifying that:
· When a 3GPP UE is provisioned with an ANDSF MO (by its home and/or by a visited 3GPP operator) and the ANDSF MO contains valid WLAN selection policies, the UE shall use these policies for WLAN network selection (when applicable) and avoid considering policies provisioned by WLAN service providers.

This requirement enables 3GPP UEs to give preference to 3GPP specific policies and eliminate potential conflicts between 3GPP and HS2.0 policies. By using only ANDSF policies, no limitations are expected in the definition of access selection policies because, as noted above, the ANDSF policies are expected to become a superset of the corresponding HS2.0 policies. Indeed, the ANDSF policies, as expected to be extended by the WLAN_NS WID, will take into account the capabilities offered by HS2.0 compliant WLAN networks (some of these capabilities are part of the Subscription MO already; see Figure 1) and will support more enhanced selection policies compared to HS2.0 policies (e.g. policies based on application ids, on required QoS, etc.). 

Proposal
It is proposed to capture the above solution in TR 23.865 with the following changes:
Start of changes

6
Solutions 
Editor’s Note: This clause will describe the solution(s) for WLAN network selection for 3GPP terminals.

6.x
Solution for Policy Coexistence and Consistency
6.x.1
Functional Description
As acknowledged in key issue #2 (“Delivery of consistent information for WLAN network selection”), a 3GPP UE may be provisioned with ANDSF policies and with H2.0 policies from one or more WLAN service providers. So, the UE may have multiple policies that can be used for WLAN network selection, possibly with conflicting preferences since they come from different sources.
In order to avoid potential policy conflicts and to clearly specify which policies a 3GPP UE shall use for WLAN network selection, the following solution is proposed:
· When a 3GPP UE is provisioned with an ANDSF MO (by its home and/or by a visited 3GPP operator) and the ANDSF MO contains valid WLAN selection policies, the UE shall use these policies for WLAN network selection (when applicable) and shall not consider the corresponding HS2.0 policies.
Editor’s note: The above statement considers only the ANDSF MO but it could be extended to apply to any kind of 3GPP specific access selection policies, including e.g. the I-WLAN MO.
This simple solution enables 3GPP UEs to give preference to 3GPP specific policies and eliminate potential conflicts between 3GPP and HS2.0 policies. By using only ANDSF policies, no limitations are expected in defining policies because the ANDSF enhancements proposed in this TR are expected to render ANDSF policies a superset of the corresponding HS2.0 policies.
End of changes

Annex A: Policy Provisioning during Online Signup

Note: This annex is provided for information only.

As shown in Figure A-1 below, all HS2.0 compliant WLANs support the advertizement of one or more Online SignUp (OSU) providers, i.e. of WLAN service providers that support online signup. Such providers enable users to create new WLAN subscriptions online in a secure and standardized manner. The detailed procedures for such subscription creation (online signup) are defined in the HS2.0 specification. The UE can discover the OSU providers supported by each WLAN by using the applicable discovery procedures (e.g. with ANQP signaling).

When the UE discovers several WLANs but has no credentials to access any of them, it may prompt the user to signup with a selected WLAN service provider and thus receive access credentials and policy information.
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Figure A-1: UE discovers that available WLANs provide online signup to 3 service providers.
After the user manually selects a WLAN service provider to sign up with, the UE connects to the associated WLAN with open authentication and creates a secure TLS connection with an online signup server (OSUS), as shown in Figure A-2. The UE initiates then an OMA DM session and is directed by the online signup server to launch a browser application and visit a specific URL, which allows the user to select a subscription plan and pay for it. Note that the HS2.0 specification supports both OMA DM and SOAP-XML protocols for online signup, but in this example OMA DM is assumed. After a subscription is selected and payed for, the online signup server sends a Subscription MO to UE which contains the necessary access credentials, subscription parameters, policy information, etc.
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Figure A-2: User chooses to signup with SSP-3 and receives policies.
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