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Abstract of the contribution:

This contribution is to clarify the considerations on different routed-RG modes in alternative 3 and to propose clarification text for clause 5.1.1.3.1 in TR 23.896
Discussion
In TR 23.896, clause 5.1.1.3.1, there are descriptions for the considerations on different routed-RG modes in alternative 3. There are two fundamental concepts that need to be clarified and corrected. 
1) The routed mode RG scenario with respect to the fixed device and the 3GPP UE is discussed in alternative 3, however, the impact descriptions of the Routed mode RG with or without NAT is not clear. In reality, the routed mode RG with or without NAT is most applicable to the 3GPP UE with the 3GPP-based authentication. Therefore, the following clarification is proposed to the overall descriptions for alternative 3.
2) There’s a editor’s note that how the IP Edge can identify flow belonging to the NSWO UE in NATed RG.  In reality, IP Edge does not care for which flow belonging to the NSWO UE in NATed RG. According to current PCC, IP Edge/PCEF enforces the policy by matching the packet filter in the PCC rule with the service data flow. So it is the PCRF’s responsibility to identify which QoS authorization request belonging to the NSWO UE and then make the policy decision based the corresponding subscriptions.  
In the Routed mode with NAT, in case that the RG is able to reserve the port set and report association of the 3GPP UE and RG’s port set to the IP Edge for the 3GPP UE which performs the 3GPP-based authentication. The PCRF can perform session binding based on the IP address and RG’s port set even the user id is not included in the QoS authorization request from the AF. Hence, the editor’s note should be removed.
Proposals
It is proposed to adopt the text below in the TR 21.896v0.3.0.
********************starts of the change***********************
5.1.1.3.1
General


The Routed mode RG obtains a public IPv4 address or IPv6 prefix from the IP Edge after the RG powers on and performs the authentication. When the fixed device and the 3GPP UE attach to the RG,  they either obtain the private IPv4 address assigned by the RG, or construct the IPv6 address based on the IPv6 prefix advertised by the RG. 
For the case when the 3GPP UE performs the 3GPP-based authentication, there are two additional considerations with respect to the Routed mode RG with or without NAT:

· Routed mode RG with NAT 
RG with NAT is operating withIPv4 addressing. The RG obtains a public IPv4 address from the IP Edge after the RG powers on and performs the authentication. Additionally, the RG will assign its port set to the 3GPP  UE which performs the 3GPP based access authentication. The RG will then inform the IP Edge for the association between the 3GPP UE and the corresponding RG’s port set.
Editor’s note:
Need to confirm with the BBF or IETF for the standardized mechanism in Rel-12 time frame to enable the RG to provide the IP Edge the association between the 3GPP UE and the NATed RG’s port set. 
· Routed mode RG without NAT 
RG without NAT is operating in either IPv6 or/and IPv4. In the case of RG operating in IPv6, the RG obtains an IPv6 prefix from the IP Edge after the RG powers on and performs the authentication. The IP Edge is able to acquire the association of the 3GPP UE with IPv6 address that the 3GPP UE derives from the prefix once the UE performs the 3GPP-based authentication. 
In the case of RG operating inIPv4, the RG obtains a public IPv4 address from the IP Edge after the RG powers on and performs the authentication. The RG or IP Edge assigns another public IPv4 address to the 3GPP UE once the UE performs 3GPP-based authentication. When the IPv4 addresses are allocated to the RG, there shouldn’t be any overlapping between the address pools of the RGs connecting to the same IP Edge.
Editor’s note:
Need to confirm with the BBF or IETF for the standardized mechanism in Rel-12 time frame to enable the RG to provide the IP Edge the association between the 3GPP UE and the IPv6  address. 
The PCEF located in the IP Edge binds the Fixed Subscriber Session with the IP-CAN session on Gxd reference point

For Routed mode RG, an IP-CAN session shall be established for the fixed subscriber session. The IP-CAN session is established by the IP Edge when the RG attaches to the fixed broadband network. The IP Edge provides the IP address of RG to the PCRF, as well as the access line ID as identification information of the RG. In this case, there is a single fixed subscriber session and IP-CAN session for the RG and all the fixed devices and 3GPP UEs attached to the RG which do not perform the 3GPP-based authentication.
For Routed mode RG with NAT, the IP Edge establishes the IP-CAN session and sends the IPv4 address of RG, assigned port set and the IMSI of the 3GPP UE, which performs 3GPP-based authentication, to the PCRF.  PCRF will then perform session binding based on the IP address, port set, NSWO-APN and, if available, IMSI.
For Routed mode RG without NAT, the IP Edge establishes the IP-CAN session and sends the public IPv4 or IPv6 address and the IMSI of the 3GPP UE, which performs 3GPP-based authentication, to the PCRF. PCRF will perform session binding based on the IP address, NSWO-APN and, if available, IMSI.
It is assumed that IP Edge is the AAA proxy or AAA client for EAP-based authentication support as defined in BBF WT-146 



Editor’s note: How the IP-CAN session for 3GPP UE relates to the IP-CAN session for fixed subscriber session is FFS

Editor’s note: Whether the IP-CAN session definition needs to be enhanced for this scenario  is FFS,
For Bridge mode RG, there is one IP-CAN session for each single IP session, i.e. one per fixed subscriber session and one per each 3GPP UE performing NSWO. Fixed devices and 3GPP UEs behind the RG can be recognized and allocated an IP address by the IP Edge. The IP Edge establishes IP-CAN session when a fixed device/3GPP UE accesses to the fixed broadband network. The IP address information sent to PCRF is the IP address allocated by the IP Edge. The identification information for 3GPP UE is IMSI. The multiple IP-CAN sessions are independent from each other. 
Editor’s note: it is FFS what kind of identification information is used for fixed subscriber session,
NOTE:
In the case of a routed mode RG behind a bridge RG, it’s the same as Routed RG case in the perspective of QoS control over Gxd.

********************Ends of the change***********************
