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Abstract of the contribution:

This contribution is to clarify the subscriber profile of the fixed subscriber session..
Discussion

An editor’s note in clause 5.1.1.3.2 in TR 23.896 depicts that “Enhancement to the subscriber profile in SPR/UDR for fixed subscriber session is FFS.” 
In P4C_F, both the broadband network and the mobile network belong to the same operator. PCC is applied to do convergence policy control to both 3GPP UE and fixed device. The SPR/UDR is enhanced to store the subscriber profile of the fixed subscriber session. This paper hereinafter discusses whether needs to enhance the subscriber profile for the fixed subscriber session.
1) For the bridge mode RG, both the fixed device and 3GPP UE behind the RG can be recognized by the IP Edge. The IP Edge establishes one IP-CAN session for each single IP session, i.e. one per fixed device and one per 3GPP UE. Under such RG mode, the fixed subscriber session is per fixed device. Therefore, the subscriber profile of fixed UE is the profile of the fixed subscriber session.

2) For the Routed mode RG with/without NAT, there is a single Fixed subscriber session for all fixed devices connected to the RG. The fixed subscriber session exists when the RG accesses to the fixed broadband network and an IP-CAN Session for the fixed subscriber session is established by the IP Edge.
Therefore, in Routed mode RG with/without NAT, the fixed subscriber session is per RG, i.e. the subscriber profile of RG is the subscriber profile of the fixed subscriber session.

Based on 1) and 2), the subscriber profile of fixed subscriber session can refer to the subscriber profile for the fixed device or the RG which is defined in BBF. There is no other enhancement information in the subscriber profile for the fixed subscriber session.
Proposals
It is proposed to delete the related editor’s note below in the TR 21.896 v0.3.0., in addition, some clarification text are also provided to the procedures. 
********************starts of the change***********************
5.1.1.3.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP‑CAN Session establishment over Gxd. The session is initiated after the fixed subscriber session is established and the IP address has been assigned as defined in BBF specifications for BBF defined network. The procedure for authentication of fixed subscriber session is out of 3GPP scope.

The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.

Bridged RG with fixed device or 3GPP UE attachment 
This section describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG acting as bridge mode. The session is initiated after the N3GPP device or 3GPP UE has been authenticated and assigned a Local IP Address. The authentication procedure for the N3GPP device is based on BBF specifications that out of scope in 3GPP.
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Figure 5.1.1.3.2-1: IP-CAN session establishment procedure for RG operating in Bridge mode
1.
The Fixed Device (e.g. PC, IPTV) or the 3GPP UE accesses to the network.

1a.
The Fixed Device accesses to the network and performs authentication. The access authentication is performed as specified by BBF. As part of this step, the BBF AAA may provide Default QoS of the fixed subscriber session to the IP Edge. The IP Edge assigns a Local IP address to the N3GPP Device. This step is BBF specific and as such out of scope of this specification.
1b.
the 3GPP UE accesses to the network and performs authentication. The default QoS of the 3GPP UE is returned during the authentication. The IP Edge assigns a Local IP address to the 3GPP UE. 

2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session or for the NSWO traffic of the 3GPP UE with the PCRF. The message includes the Subscriber-ID (e.g. the Fixed device ID, 3GPP UE IMSI, circuit ID), the Local IP address, default QoS of the fixed subscriber session or the 3GPP UE, the IP-CAN type.

3.
The PCRF obtains the subscriber's profile related to the fixed subscriber session and 3GPP UE from the SPR/UDR. The subscriber profile for the fixed subscriber session can refer to the BBF definition about subscriber profile of fixed device.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the fixed subscriber session or of 3GPP UE which is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules to the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
7.
The IP Edge/PCEF performs admission control and resource allocation based on PCC rules. The IP Edge may also communicate with other network elements in the BBF access network per BBF specifications and is out of scope of 3GPP.

Editor's note: Whether additional parameters are required for BBF access session is FFS.
Routed RG

This section describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG operating as routed mode. The session is initiated when RG attaches to the network. The authentication procedure for fixed subscriber session is based on BBF specifications that out of scope in 3GPP.
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Figure 5.1.1.3.2-2: IP-CAN session establishment procedure for RG operating in Routed mode
1.
The Routed RG accesses to the network and performs BBF access authentication. The BBF AAA returns the default QoS for the Fixed Subscriber Session of the Routed-RG to the IP Edge. The IP Edge assigns a Local IP address to the RG. This step is BBF specific and as such out of scope of this specification.
2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session of the Routed-RG with the PCRF. The message includes Subscriber-ID (e.g. Circuit ID), the RG Local IP address, default QoS for the fixed subscriber session.

Editor's note:  The specific Subscriber ID information used is FFS.

3.
The PCRF obtains the subscriber's profile related to the fixed subscriber session from the SPR/UDR. The subscriber profile for the fixed subscriber session can refer to the BBF definition about subscriber profile of the RG.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the fixed subscriber session which is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
7.
The IP Edge/PCEF performs admission control and resource allocation based on thePCC rules.

Editor's note: Whether additional parameters are required for BBF access session is FFS.
Routed RG with 3GPP UE performs 3GPP-based authentication

This clause describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG acting as routed mode and 3GPP UE performs 3GPP-based authentication. The session is initiated when RG and 3GPP UE accesses to the network. 
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Figure 5.1.1.3.2-3: IP-CAN session establishment procedure RG operating in routed with 3GPP UE perfoming authentication 
1.
The Routed RG accesses to the network and performs access authentication. The BBF AAA returns the default QoS for the Fixed Subscriber Session of the Routed-RG to the IP Edge. The IP Edge assigns a Local IP address to the RG. This step is BBF specific and as such out of scope of this specification.
2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session of the Routed-RG with the PCRF. The message includes Subscriber-ID(e.g. the RG ID, Circuit ID), the RG Local IP address, default QoS for the fixed access session.

3.
The PCRF obtains the subscriber's profile related to the fixed subscriber session from the SPR/UDR. The subscriber profile for the fixed subscriber session can refer to the BBF definition about subscriber profile of the RG.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the fixed subscriber session which is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session for the fixed subscriber session towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS of the fixed subscriber session, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
The following step 8-16 is IP-CAN session establishment for the 3GPP UE in case that RG acts as Routed mode and the BBF device supports 3GPP-based authentication.

7.
When 3GPP UE access to the network via the Routed-RG, if the RG supports 3GPP-based authentication, the authentication procedure is performed in 3GPP UE, RG, IP Edge, BBF AAA and 3GPP AAA.. After successful authentication, default QoS for the 3GPP UE is returned to the IP Edge.

8.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the the NSWO traffic of the 3GPP UE with the PCRF. The message includes the Subscriber-ID (e.g. 3GPP UE IMSI, Circuit ID) , the UE Local IP address, the UDP  port for RG in routed mode with NAT, default QoS of the 3GPP UE, the IP-CAN type.

9.
The PCRF obtains the subscriber's profile related to the 3GPP UE from the SPR/UDR.

1.
The PCRF makes policy decision and derives PCC rules for the NSWO traffic based on the subscription of the 3GPP UE. The PCRF may change the default QoS of the 3GPP UE which is received from the IP Edge/PCEF. 
11.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session for the 3GPP UE towards PCRF and provides ADC rules to the TDF.

12.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS of the 3GPP UE, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
13.
The IP Edge shall bind the IP-CAN session for the NSWO traffic of 3GPP UE to the Subscriber Session of Routed-RG based on the UE Local IP address. The IP Edge/PCEF performs admission control and resource allocation based on the default QoS of RG when PCRF provides the PCC rules for the Fixed Devices and/or NSWO traffic of 3GPP UE to the IP Edge/PCEF. The IP Edge may also communicate with other network elements in the BBF access network per BBF specifications and is out of scope of 3GPP.

Editor's note: Whether additional parameters are required for BBF access session is FFS.
NOTE 1: How the IP Edge performs QoS enforcement in fixed broadband network is out of the scope of 3GPP and in case of BBF defined network is specified by BBF.

NOTE 2: The IP Edge performs the mapping between the QoS rules and the parameters specific in BBF network.
********************End of the change***********************
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