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This paper lists out the potential UPCON requirements to TS 22.101 which are addressed in TR 22.805 and proposed in S1-124092 to SA1 #60, discusses the related key issues which should be taken into consideration by SA2.
1. Discussion

1.1 Potential General Requirements and Related Key Issues
The potential general requirements are:

a)
The network shall be able to detect RAN user plane congestion onset and abatement. Mechanisms to cope with RAN user plane congestions should be responsive to rapid changes in the level of congestion.

b)
The network shall be able to identify whether or not an active UE is in a RAN user plane congested cell.

c)
The network shall be able to configure or provision and enforce policy rules to best deal with RAN user plane congestion.

d)
The system shall be able to support different charging policies based on RAN user plane congestion status.
e)
The system should react in a timely manner to manage a RAN user plane congestion situation, i.e. that the measures taken become effective to promptly help resolve the RAN user plane congestion.

f)
The signalling overhead caused by RAN user plane congestion management solutions in the system shall be minimized.
g)
When making QoS policy decisions, the network shall be able to take into consideration the RAN user plane congestion level and the subscriber's profile when coping with traffic congestion.
Based on above requirements, following 6 key issues need to be considered.

1.1.1 Key Issue 1: UPCON related policies enforcement in network
UPCON related policies can be either pre-configured or dynamically provisioned and enforced via PCC mechanism in specific network element.
1.1.2 Key Issue 2: UPCON Policy Rule Granularity
Is the UPCON detection rule per operator policy or subscriber profile (per APN, per bearer or per service)?
1.1.3 Key Issue 3: UPCON Detection
Which network elements can be used for the UPCON detection?
1.1.4 Key Issue 4: UPCON Report
Which network elements will collect UPCON report from those detection points?

How to report UPCON status to the collecting network elements?
1.1.5 Key Issue 5: UPCON Mitigation in Network
Network should provide several alternative solutions to mitigate the UPCON situation.
1.1.6 Key Issue 6: Charging Policy Rules Adjustment based on UPCON Situation
Charging rules should be adjusted according to the UPCON situation, mechanisms to inform the application about the changes are needed.

1.2 Potential Requirements on Prioritizing Traffic and Related Key Issues
The potential requirements on prioritizing traffic are:
a)
The network shall be able to identify, differentiate and prioritize traffic from different applications in order to provide these applications with appropriate service quality based on RAN user plane congestion status, taking user related information and content type into account.
NOTE 1:
The applications may include social networking, OTT video, blogging, internet games, FTP, software patches and updates, non real time services, etc.

b)
According to operator policy, during RAN user plane congestion the operator shall be able to select the communications which require preferential treatment and allocate sufficient resources for such communications in order to provide these services with appropriate service quality.

c)
According to operator policy, the network shall be able to select specific users (e.g. heavy users, roaming users, etc.) and adjust the QoS of existing connections/flows and apply relevant policies to new connections/flows depending on the RAN user plane congestion status and the subscriber's profile.

NOTE 2:
Preferably, connections/flows should be adjusted such that the user experience is not negatively affected.

Based on above requirements, 1 key issue needs to be considered as following.
1.2.1 Key Issue 7: Traffic Prioritization
Traffic prioritization should be considered based on operator policy and subscriber profile according to these requirements.

Which network element is responsible for traffic prioritization?

1.3 Potential Requirements on Reducing Traffic and Related Key Issues
The potential requirements on reducing traffic are:

a)
Based on RAN congestion status and according to operator policy, the network shall be able to reduce the user plane traffic load (e.g. by compressing images or by adaptation for streaming applications) taking into account UE related information (e.g. UE capabilities, subscription).
b) 
The network shall be able to instruct the UE to renegotiate the communication media parameters of real-time communications so that they consume less bandwidth (e.g. a lower bit rate and/or a different codec).

c)
The system shall be able to distinguish between different media involved in the communication (e.g. media for voice and media for video portions) and in case of RAN user plane congestion (re-)negotiate each media separately to consume less bandwidth.

d)
According to operator policy, the network shall be able to select specific applications and control the data rate of the identified applications based on RAN user plane congestion status, at the same time taking into consideration user related information (e.g. a "platinum" subscription user should have good experience even if experiencing congestion) and content type (e.g., text vs. image).

NOTE:
Any use of application identification should consider the impact on Multi-Operator Core Network (MOCN) partner(s) gaining information on the use of the network by the other MOCN partner(s).
Based on above requirements, the mechanism of reducing traffic should be studied. It will fall into aforementioned key issue 5.

1.4 Potential Requirements on Limiting Traffic and Related Key Issues
The potential requirements on limiting traffic are:

a)
The network shall be able to limit traffic from operator-controlled and/or third-party services based on RAN user plane congestion status for a UE, e.g. to defer Push services based on the RAN congestion status and operator policy.

b)
The UE shall be able to inform the network when initiating a new, or reinitiating an existing, IP bearer service whether it is for Unattended Data Traffic or Attended Data Traffic.
c)
The network shall be able to prohibit or delay all or a particular selection of IP bearer service (re-)establishment requests for Unattended Data Traffic.

Based on above requirements, 2 key issues need to be addressed as following.

1.4.1 Key Issue 8: UPCON status notification to application
How to inform application (e.g. AS, UE, etc.) about the UPCON status?

Is application consent needed for better user experience?

Should this notification be based on operator policy, subscriber profile or business agreement between MNO and DAP?

OTT notification between UE and AS is out of 3GPP scope.
1.4.2 Key Issue 9: Network awareness of the Attended and Unattended Data Traffic and actions during bearer establishment/modification
How does UE inform network whether it’s Attended or Unattended Data Traffic?
How to prohibit or delay a specific bearer (re-)establishment in network?
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