Error! No text of specified style in document.
2
Error! No text of specified style in document.

SA WG2 Meeting #93
S2-124152
8 - 12 October 2012 - Sofia, Bulgaria
(revision of S2-124048)
Source:
Nokia Siemens Networks, Huawei, Hisilicon, Samsung
Title:
MBMS based Group Messaging solutions
Document for:
Approval

Agenda Item:
8.2.4
Work Item / Release:
MTCe-Group / Rel-12

Abstract of the contribution: Proposes architectural options for Group Messaging.

Discussion

This paper proposes different architectural options for group messaging feature. We are proposing 2 different architectural options for group messaging based on MBMS. Suitable architecture depends on the type of deployment (i.e. where the App. Server/SCS resides), size of the group message etc. For instance, if the message size is small and it can fit in a control plane, cell broadcasting can be considered. For instance, if the message size is big (e.g. software upgrade package), then an architecture that allows user plane broadcast is more suitable (e.g. MBMS).
General description and architecture figure is taken from S2-123874. Flows and impacts to nodes are taken from S2-123650. 
This paper proposes 2 different architectural options for MBMS.
Proposed changes

8
Group Based Feature (GROUP)
8.1
Key Issue - Group based Messaging

8.1.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based messaging can be used to efficiently distribute the same message (e.g. a trigger request) to those members of an MTC group that are located in a particular geographical area on request of the SCS. 
8.1.2
Architectural Requirements

The following group messaging related requirements shall be met:

-
The network shall provide a mechanism to distribute a group message from an SCS to those members of an MTC group located in a particular geographic area.
NOTE 1: The geographic area for the distribution may be a cell sector, a cell, a group of cells, or PLMN. Any members of the group who are outside the geographic area won't receive the message (e.g. the device is roaming on a different network or just in a different cell in the same network). This does not affect how those inside the designated geographic area respond to the message, nor is there an expectation that the 3GPP network do anything to try to send the message to those members of the MTC group who happen to be outside the designated geographic area.

-
The group based messaging feature shall not require additional new functionality for UEs that do not use this feature.
-
The system shall support a mechanism where a UE that uses the group based messaging feature can efficiently recognize distributed group messages addressed to the UE.
NOTE 2: The 3GPP system does not need to provide an acknowledgment of receipt of the group message by an MTC device.
-
The system shall provide an interface for the SCS to send a group message. This interface shall be able to carry the following information:
-
the application layer content of the group  message,

-
the group identification for which the group message is intended, and 

-
optionally, the location/area and RAT(s) in which the group message shall be distributed.

NOTE 3: The system maps between location/area information provided by the SCS and the geographic area for the distribution of the group message based on configuration in the operator domain.

NOTE 4: The reuse or extension of an existing interface is preferred.

-    The system shall be able to determine if a SCS is authorized for sending a group message.
-
The system shall be protected against overload resulting from devices responding to the distributed group message.

-
Group based messaging shall be supported in GERAN, UTRAN, and E-UTRAN access.

Editor’s Note: Support for non 3GPP access such as Wi-Fi is FFS
Editor’s Note: Charging requirements for the group message feature are FFS.
Editor's Note:
 Whether 3GPP system support is needed for security or whether an application layer security solution suffices with group based messaging is FFS.

8.1.3
Solutions
8.1.3.1
Solution : Group messaging using MBMS
8.1.3.1.1
 General
This solution proposes 2 options how to use MBMS for group messaging. These architectural options can be re-used for general group messaging purposes (not limited to MTC devices). Operator could treat the trigger/messaging as a normal MBMS user service and use the “service announcement” (SMS, WAP, HTTP) as defined in TS 23.246 to distribute the related service information to the devices of specific group. The BM-SC (Broadcast Multicast Service Centre) allocates TMGI (Temporary Mobile Group Identity) for specific MBMS user service.
NOTE 1: To allow for roaming, the Mz interface as defined in TS 23.246 need to be supported in eMBMS.

NOTE 2: eMBMS supports only broadcast mode.
8.1.3.1.1.1
MBMS option 1: MTC-IWF connected to BM-SC
In this option, the MTC-IWF is connected to the BM-SC. In the roaming case, this BM-SC is the H-BMSC located in HPLMN. Application server provides the content to be broadcasted and additional information to SCS which forwards the content over Tsp to IWF. In case IWF and BM-SC are not co-located, a new interface Tmb between them is required. Figure 8.1.3.1.1.1-1 shows the group messaging roaming architecture for MBMS option 1. As an optimization the message content can be delivered from H-BM-SC to V-BM-SC using the control plane interface Mz. If MTC-IWF and BM-SC are co-located, the interface between IWF/BM-SC and MBMS-GW is based on existing interfaces SGmb and SGi-mb.
Editor’s Note: It is FFS whether large amount of data can be provided from IWF to SCS over Tsp interface.
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Figure 8.1.3.1.1.1-1: MBMS based group messaging architecture option 1

MTC-IWF shall support the group messaging functionality including the following:

-  reception of a group messaging request from SCS;
-  ability to authorize control plane requests from an SCS;
-  report to the SCS the acceptance or non-acceptance of the group messaging request;

-
interrogation of the appropriate HSS, to:

-
determine if a SCS is allowed to send a group messaging request to a particular group.

-
protocol translation, and forwarding towards the BM-SC/MBMS-GW of a group messaging request;

-
generation of group messaging specific CDRs including group External Identifier and SCS Identifier and forwarding to CDF/CGF over instance of Rf/Ga.
-   trigger the session start procedure based on the registered service areas and the RAT(s).

Procedure flows
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1. The SCS send the group messaging request (External Group Identifier, SCS Identifier, application layer content of the group message, location/area information, RAT(s) information) message to the MTC-IWF. The SCS may determine the IP address(es)/port(s) of the MTC-IWF by performing a DNS query using the External Group Identifier or using a locally configured MTC-IWF identifier/address.
2. The MTC-IWF checks that the SCS is authorised to send a group messaging request. 
3. The MTC-IWF may send a Subscriber Information Request (External Group Identifier and SCS Identifier) message to the HSS/HLR to determine if SCS is authorized to send group messaging to the specific group, to retrieve group specific subscription data.

4. The HSS/HLR sends the Subscriber Information Response (Delivery Method, cause) message. HSS/HLR may indicate the group messaging delivery method e.g. MBMS, based on the subscription and/or policy. If the cause value indicates the SCS is not allowed to send a group messaging request to this group, or there is no valid subscription information, the MTC-IWF sends a group messaging Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise this flow continues with step 5.
5. The MTC-IWF selects delivery procedure based on the information received from HSS/HLR and local policy. 
6. If MBMS delivery method is selected, MTC-IWF send session start request (MBMS service Area) message to the BM-SC/MBMS-GW. MBMS-GW performs the session start procedure with MME/SGSN. 

NOTE 1: The IWF maps between location/area information provided by the SCS and the MBMS service area for the distribution of the group message based on configuration in the operator domain.
7. The MTC-IWF transfers the group messaging content to the BM-SC/MBMS-GW. As an optimization the session start request message in step 6 may include the group messaging content.

8. The MTC-IWF sends a Group Messaging Confirm message to the SCS to confirm that the Request has been accepted for delivery to the UE.
9. In response to the received message, the UE takes specific actions that take into consideration the content of payload. This response typically involves initiation of immediate or later communication with the SCS or an AS.

8.1.3.1.1.2
MBMS option 2: SCS connected to BM-SC
In this option SCS is directly connected to the BM-SC. Otherwise, this option mainly re-uses existing MBMS architecture. Figure 8.1.3.1.1.2-1 shows the architecture for this option. This option does not involve IWF for group message and Tsp interface from SCS to IWF, i.e. it is a standalone group messaging architecture. However, Tsp is supported at SCS towards IWF for sending unicast messages like point-to-point device trigger requests (e.g. SMS over T4 interface) to individual UEs. So, it assumes that SCS makes the distinction on whether broadcasting is performed or unicast messages are sent.
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Figure 8.1.3.1.1.2-1: MBMS based group messaging architecture option 2
Editor’s Note: Additional details are FFS.

8.1.3.1.2
Impacts on existing nodes and functionality
For option 1:

New interface between MTC-IWF and BM-SC/MBMS-GW.

IWF shall support the group messaging functionality including the following:

-  reception of a group messaging request from SCS;
-
ability to authorize control plane requests from an SCS;
-  report to the SCS the acceptance or non-acceptance of the group messaging request;

-
interrogation of the appropriate HSS, to:

-
determine if a SCS is allowed to send a group messaging request to a particular group.
Editor’s Note: It is FFS how the TMGI is allocated and how external group ID is mapped to TMGI in the UE and in the network.
-
protocol translation, and forwarding towards the BM-SC/MBMS-GW of a group messaging request;

-
generation of group specific messaging CDRs including group External Identifier and SCS Identifier and forwarding to CDF/CGF over instance of Rf/Ga.
-   trigger the session start procedure based on the registered service areas and the RAT(s).
8.1.3.1.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at the key issue level is done in a separate clause.
8.1.4
Overall Evaluation 

Editor's Note:
Use this section for evaluation of key issues.
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