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Abstract of the contribution: This document considers whether I-WLAN PLMN selection needs to be always executed when the UE attempts EPC access over WLAN and discusses scenarios where the I-WLAN PLMN selection can raise concerns. 
Background: EPC Attach over WLAN
Since the discussion below makes extended reference to I-WLAN PLMN selection procedure, this background section summarizes the steps conducted by the UE when this procedure is executed.

When the UE attempts to attach to EPC over WLAN access (e.g. after power on, after lack of coverage, after the user selects WLAN for EPC access, etc.) it performs the so-called “EPC network selection over WLAN” (aka I-WLAN PLMN Selection) optionally followed by a “Tunnel Establishment” procedure. These two procedures are further discussed below.
1. I-WLAN PLMN Selection
: The UE selects a PLMN and a specific WLAN access (SSID) to associate with based on the PLMN selection procedures in TS 24.234, clause 5.2. This procedure is composed of the following steps:
a. 
The UE discovers all available SSIDs. 
b. 
The UE puts discovered SSIDs in priority order: First
 the SSIDs in the “Home I-WLAN Specific Identifier list”, next the SSIDs in the “User Controlled WLAN Specific Identifier list”, next the SSIDs in the “Operator Controlled WLAN Specific Identifier list” and finally all other SSIDs. These lists are optional and may exist in USIM and/or in the ME memory when provisioned with an I-WLAN MO.
c. 
The UE starts with the highest priority SSID and determines if it supports connectivity with the HPLMN. This is done either (i) by sending an ANQP query requesting for “3GPP Cellular Network” info, or (ii) by associating with the SSID and then performing EAP-based network discovery (as per RFC 4284) or (iii) by associating with the SSID and attempting to establish a tunnel to the HPLMN. 

d. 
If the highest priority SSID supports connectivity with the HPLMN, the UE associates with this SSID (if not already associated) and initiates access authentication procedure. If the highest priority SSID does not support connectivity with the HPLMN, the UE moves to the next SSID (in the prioritized list) and determines again if connectivity to the HPLMN is supported.
e. 
If none SSID (in the prioritized list) supports connectivity with the HPLMN, then the UE selects and associates with an SSID that supports connectivity (in priority order) to the I-WLAN Last Registered PLMN (if known), or to a PLMN in the “User Controlled PLMN Selector for I-WLAN access” list, or to a PLMN in the “Operator Controlled PLMN Selector for I-WLAN access” list.
f. 
If connectivity with none of the above PLMNs can be found, the UE selects a PLMN randomly and associates with an SSID that supports connectivity with this PLMN.

As a result of the above PLMN selection procedure, the UE selects an SSID and a PLMN and starts the EAP-based authentication procedure over the selected SSID.

2. Tunnel Establishment: If the WLAN selected by the UE in the previous step is considered un-trusted, the UE must establish a secure tunnel to an ePDG or PGW/HA. The ePDG is selected according to the procedures in TS 24.302, clause 7 and the PGW/HA is selected according to the procedures in TS 24.303. Assuming the UE decides to select an ePDG, it performs the following steps (see also TS 23.402, clause 4.5.4):
a. 
If the UE is attached over 3GPP access to (say) PLMN-C, it attempts to discover an ePDG in PLMN-C.
b. 
If the UE is not attached over 3GPP access, it attempts to discover an ePDG in the selected PLMN (the one selected during the PLMN Selection procedure described above). 
c. 
The UE constructs a FQDN for the ePDG in the form epdg.epc.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org (see TS 23.003) and makes a DNS query to the WLAN DNS server. Since this FQDN is part of the “pub.3gppnetwork.org” domain, it should be resolvable over the public DNS system (Internet); see GSMA IR.67.
d. 
Based on the DNS response, the UE establishes an IPsec tunnel to the ePDG. This IPsec tunnel is authenticated with EAP-AKA. 
From the above discussion it is concluded that:

1. The PLMN selected during I-WLAN PLMN selection is used for WLAN access authentication. In case of trusted WLAN access, it is used also to terminate user-plane traffic.
2. The PLMN selected during Tunnel Establishment is used to terminate the IPsec tunnel and thus all user-plane traffic over un-trusted WLAN.

3. The PLMNs selected during I-WLAN PLMN selection and Tunnel Establishment are based on different procedures and could thus be different.
Discussion
In an effort to clarify the separation between I-WLAN PLMN selection and ANDSF procedures, TS 23.402 specifies that “when PLMN selection is applicable, it is performed before any access network discovery and selection procedures based on ANDSF”. However, this statement seems to have created confusion: Does it mean that “whenever the UE activates its WLAN interface, it has to perform the I-WLAN PLMN selection procedure (see Background section and TS 24.234) first and then perform any ANDSF procedure?” If yes, then wouldn’t the ANDSF policies become useless? Does the UE have to perform I-WLAN PLMN selection even if it has already selected a PLMN over 3GPP access? Is it mandated to perform PLMN selection on every interface used to access EPC?
This key issue aims at triggering the consideration of the above questions and, in particular, to specify when the PLMN procedure over WLAN (aka I-WLAN PLMN selection) is applicable.

Note that TS 24.234 and TS 24.302 specify that I-WLAN PLMN selection is triggered at WLAN UE switch on and following recovery from lack of WLAN radio coverage. Specifically:
· TS 24.234 clause 5.2.4 specifies: "If the WLAN UE loses coverage with the associated access point, a new I-WLAN is discovered automatically using the I-WLAN association procedure in subclause 5.2.1".

· TS 24.234 clause 3.1 defines switch-off and switch-on: "Switch on: Action of activating a WLAN UE client; Switch off: Action of deactivating a WLAN UE client.", then in clause 5.2.1, it specifies: " WLAN selection consists of two selection procedures: I-WLAN selection and PLMN selection. These procedures are applicable to initial network selection at WLAN UE switch on and following recovery from lack of WLAN radio coverage."
· TS 24.302 clause 5.2.2.2.1 specifies: "At switch-on or following recovery from lack of coverage, the UE shall select the EPC network according to the selected operating mode."
There are scenarios in which the I-WLAN PLMN selection seems unnecessary or even undesired. For example:

· When a UE is registered to HPLMN over 3GPP access and receives an ISMP policy indicating that EPC access is preferable over SSID-X, then why would the UE perform the I-WLAN PLMN selection? In this case, the home operator sends the ISMP policy to UE in an attempt to steer the UE to a specific WLAN network and offload the 3GPP radio network. So, why in this case would the UE scan to find all available SSIDs and attempt to select the most preferred SSID that provides connectivity to HPLMN (as per the I-WLAN selection procedure)?

· Similarly, when a UE is registered to HPLMN over 3GPP access and receives an ISRP policy indicating that certain IP flows should be offloaded to SSID-X, then why would the UE perform the I-WLAN PLMN selection? In this case, the home operator sends the ISRP policy to UE in an attempt to steer some traffic to a specific WLAN network. So, why in this case would the UE scan to find all available SSIDs and attempt to select the most preferred SSID that provides connectivity to HPLMN (as per the I-WLAN selection procedure)?

Based on the above scenarios, it may be argued that the I-WLAN PLMN selection may be undesired in several cases. So, it is necessary to clarify when the execution of I-WLAN PLMN selection may not be required after the UE activates its WLAN radio interface. For such cases, it should be clarified how the UE selects a WLAN access network.
Several other scenarios are relevant, such as the following:

Scenario 1- the UE switches-on under WLAN coverage without 3GPP access coverage (or the UE is attached to a 3GPP access without being associated to a WLAN access and a lack of 3GPP access coverage is detected by the UE): in this scenario, I-WLAN selection followed by I-WLAN PLMN selection applies per existing TS 24.234 clause 5.1.
Scenario 2- the UE is attached to a 3GPP access without being associated to a WLAN access and an ANDSF ISMP rule is triggered, requesting the UE to select WLAN. Considering TS 24.234 clauses 3.1 and 5.2.1, switch-on being the action of activating a WLAN UE client, the UE will trigger an I-WLAN PLMN selection. But this means that the ANDSF rule (which consists in a list of ordered AccessTechnology and AccessId couples) has only be satisfied with regards to AccessTechnology, and not with regards to AccessId. 

Scenario 3- the UE is attached to a 3GPP access without being associated to a WLAN access and an ANDSF ISRP rule is triggered, requesting the UE to prefer WiFi for a particular IP flow. The same issue as in scenario 2 exists: only the AccessTechnology part would be satisfied, not the AccessId part.
Also, in scenarios 2 and 3, if ANDSF rules are used, it is assumed that an UE following ANDSF rules has to select a WLAN access point which advertises desired PLMN(s) otherwise it would make the PLMN advertisement useless (existing ANDSF rules only provide an ordered list of SSIDs). This may be done either via ANDSF-based IWLAN network selection followed by the IWLAN PLMN selection procedure specified in TS 24.234, or via an enhanced ANDSF MO that would contain an ordered list of PLMNs for PLMN selection.
Moreover, if I-WLAN selection followed by IWLAN PLMN selection applies to scenario 1 and ANDSF ISMP rules apply for scenario 2, the presence of WLAN coverage without 3GPP access coverage may result in selecting different WLAN accesses, and this may be not desirable.
Proposal
The applicability of I-WLAN PLMN selection is not clearly specified at the moment so it is not clear when the UE must conduct this selection procedure and when not. To address this issue, the following text is proposed to be added to TR 23.865.
******************************* START OF CHANGES *******************************

5.x
Key Issue: Applicability of I-WLAN PLMN Selection
5.x.1
Description
In an effort to clarify the separation between I-WLAN PLMN selection and ANDSF procedures, TS 23.402 specifies that “when PLMN selection is applicable, it is performed before any access network discovery and selection procedures based on ANDSF”. However, this statement seems to have created confusion: Does it mean that “whenever the UE activates its WLAN interface, it has to perform the I-WLAN PLMN selection procedure (as per TS 24.234) first and then perform any ANDSF procedure?” If yes, then wouldn’t the ANDSF policies become useless? Does the UE have to perform I-WLAN PLMN selection even if it has already selected a PLMN over 3GPP access? Is it mandated to perform PLMN selection on every interface used to access EPC?
This key issue aims at triggering the consideration of the above questions and, in particular, to specify when the PLMN procedure over WLAN (aka I-WLAN PLMN selection) is applicable. 
There are scenarios in which the I-WLAN PLMN selection seems unnecessary or even undesired. For example:

· When a UE is registered to HPLMN over 3GPP access and receives an ISMP policy indicating that EPC access is preferable over SSID-X, then why would the UE perform the I-WLAN PLMN selection? In this case, the home operator sends the ISMP policy to UE in an attempt to steer the UE to a specific WLAN network and offload the 3GPP radio network. So, why in this case would the UE scan to find all available SSIDs and attempt to select the most preferred SSID that provides connectivity to HPLMN (as per the I-WLAN selection procedure)?
· Similarly, when a UE is registered to HPLMN over 3GPP access and receives an ISRP policy indicating that certain IP flows should be offloaded to SSID-X, then why would the UE perform the I-WLAN PLMN selection? In this case, the home operator sends the ISRP policy to UE in an attempt to steer some traffic to a specific WLAN network. So, why in this case would the UE scan to find all available SSIDs and attempt to select the most preferred SSID that provides connectivity to HPLMN (as per the I-WLAN selection procedure)?
5.x.2
Required Functionality
Based on the above discussion, it is concluded that the I-WLAN PLMN selection may be undesired in some scenarios. Therefore, it is necessary to clarify when the execution of I-WLAN PLMN selection may not be required after the UE activates its WLAN radio interface. For such cases, it should be clarified how the UE selects a WLAN access network.
******************************* END OF CHANGES *******************************
� We’re referring to “Automatic PLMN Selection”.


� For the sake of simplicity, it is assumed that the “I-WLAN HPLMN Priority Indication” is set and that the EHPLMN list is not present or is empty. If the “I-WLAN HPLMN Priority Indication” is not set the UE searches first for the “I-WLAN Last Registered PLMN” and then for the HPLMN. 
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