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Abstract of the contribution:  This contribution proposes a solution alternative for P4C BB2. The solution is based on providing QoS information to TWAN/BBF domain via GTP bearers. 

Discussion
3GPP has defined two types of solutions for connecting a 3GPP UE via non-3GPP accesses towards EPC. One type of solution is based on IP tunneling between UE and EPC and it is basically transparent to the underlying WLAN access network. We call it here “overlay solutions” and it has been introduced using the SWu/S2b and S2c reference points. The other type of solutions is based on tunneling between the non-3GPP access network and the EPC. We call it here “integration solutions” and it has been introduced using the S2a reference point. The two types of solutions are illustrated in Figure 1. 
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Figure 1: Solution types for connecting 3GPP UE to EPC via non-3GPP access

For the “overlay” solutions, 3GPP defined in rel-11 policy interworking between 3GPP and BBF domain using the S9a reference point. Such PCC interworking using an “off-path” S9a reference point is needed to provide QoS policies to the TWAN, partly since there is no existing protocol or reference point that is available. However, for the “integration” solutions, especially when the GTP protocol is used, “on-path” QoS signaling is readily available and could be utilized. 

In the TWAN architecture defined for rel-11, support for S2a bearers on GTP-based S2a was included. This allows the PCRF to provide QoS policies to the TWAN via the PDN GW and S2a bearers. This architecture is in line with how the GTP-based architecture for S5/S8 operates. There should be no need to create an “off-path” model when GTP is used.
Proposal

It is proposed to document the solution where QoS control information is provided via GTP-S2a as a solution alternative in TR 23.839. 

***** 1st change *****

8.3.1
Alternative 1 –GTP Based S2a Solution

8.3.1.1
General  principles

Editor's note: This clause will describe the general principles for alternative 1 for P4C Building Block 2, 
The architectural assumptions for this solution alternative are:
· The S2a interface terminates at the TWAG.

· The architecture is compatible with trusted WLAN Access Network as defined in TS 23.402, clause 16.
· For EPC-routed traffic the accounting is performed by PDN GW, (so no need to send charging rules to TWAG/IP edge).
· If the S2a reference point is an inter-operator interface then same security consideration applies as for the STa interface.

· According to TS 23.402 clause 16, the GTP-C protocol carries over S2a the QoS requirements associated with the IP flows carried by the S2a bearers. From this the BBF access may: 

· Determine the relevant BBF QoS policies that are to apply to the IP flows exchanged on this PDN connection

· Perform, where necessary, resource and admission control.

· Admission control is a function of the BBF defined network and is out of scope of 3GPP
· The BBF network shall be able to perform the appropriate mapping  between the EPS Bearer QoS parameters received via GTP based S2a interface and the QoS parameters used in Fixed Broadband access. 
· The details of the mapping from EPS Bearer QoS parameters on S2a to QoS parameters applicable in the BBF domain are out of scope of 3GPP.
Editor's note : 
When the BBF network cannot sustain the QoS requested over S2a, whether a report or notification mechanism initiated from BBF network is needed for GTP based S2a solution is FFS.
Editor’s notes: The above assumptions needs to be verified with BBF, where applicable
8.3.1.2
Reference architecture

Editor's note:
This clause will describe the reference architecture for Non-roaming and for roaming scenario for alternative 1 for P4C Building Block II

The Interworking network architecture for the BB2 solution based on GTP based S2a is shown in the following figures.

This architecture addresses the scenario where the 3GPP EPC and the BBF access network are operated by different administrative entities. Furthermore the architecture supports the roaming scenario between two PLMN operators.
Editor’s note: The same solution can also be applied to scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. See TR 23.839.
The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB2. 

Admission control is a function of the BBF defined network and may involve BBF entities not shown in the architecture figures below, e.g. BPCF.
The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.
NOTE: 
Both TWAN and IP Edge integrated and TWAN and IP Edge standalone cases are supported and are represented by the following architectures. 
Editor’s note: The TWAG and IPEdge standalone case needs further clarification depending on ongoing BBF work.
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Figure 8.3.1.2-1: Non-Roaming Architecture
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Figure 8.3.1.2-2: Roaming Architecture - Home Routed
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Figure 8.3.1.2-3: Roaming Architecture - Local Break Out
8.3.1.3
Reference points

Editor's note:
This clause will describe the reference points of architecture for roaming for alternative 1 for P4C Building Block II

S2a
For the purpose of Interworking between 3GPP and BBF networks it transfers QoS information from the PDN GW to the TWAG.
Editor's note:  It is FFS whether S2a needs enhancement or not.
8.3.1.4
Policy and QoS  

Editor's note:
This clause will identify the requirements and assumptions for Policy and QoS for P4C Building Block II.

8.3.1.4.1 General assumptions
This solution is based on the S2a bearer model described in TS 23.402, clause 16.1.6. An S2a bearer uniquely identifies traffic flows that receive a common QoS treatment. 
In case TWAG and IP Edge are not co-located, it is assumed that QoS parameters can be transferred from TWAG to IP Edge. How this is done is out of scope to 3GPP.
8.3.1.4.2
Location information provided over S2a-GTP to PGW,

In order to ensure proper Policy control and charging data collection at the PGW (for user charging/statistics purpose), when EPC services are accessed over a TWAN, following information needs to be transferred to the PGW: 
· The SSID used by the UE: an operator may allocate a SSID to a collection of AP supporting the access to its EPC services and wish to apply a specific tariff or QoS to an EPC session when this session is supported over such SSID.

· BSSID (MAC address of the AP) as an indication of the actual AP having been used:  this information may be collected to apply a specific tariff or the QoS depending on the actual AP or for statistical purposes.  It corresponds to the common situation where an operator may re-use the same SSID in different hotspots.

The solution shall allow the PGW to receive from the TWAN and then forward to the PCRF/OCS/OFCS the following information: 

· the SSID used by the UE to reach the EPC 

-
the BSSID (MAC address of the AP).

In addition, the solution, based on agreement between the 3GPP and the BBF/FBB networks,  may also allow the TWAN to send to the PGW, and the PDN GW to forward to the PCRF/OCS/OFCS, the following information:

-
More detailed geographical information such as geo-location of the AP being used.

Editor's Note:
Whether the TWAN can provide these information elements to the PGW is to be clarified by BBF.

Editor’s Note:
The geographical information for charging support is defined by SA5

8.3.1.5
Procedures 

Editor's note: This clause will identify the procedures for Policy and QoS in TS 23.402 and/or 23.203 style for P4C Building Block II.
The procedures described in this clause are based on the procedures defined in TS 23.402, clause 16. The only difference compared to the procedures described in TS 23.402 clause 16 is that the TWAN used in TS 23.402 is replaced by the BFF defined network. 
8.3.1.5.1
Initial Attach in WLAN on GTP S2a
This procedure is the same as in TS 23.402, clause 16.2.1 with the following clarifications:
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Figure 8.3.1.5.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The steps in this call flow are the same as in TS 23.402, clause 16.2.1 with the following clarifications:

Steps 6 and 13: This step includes the default S2a bearer EPS Bearer QoS. The BBF defined network uses this EPS bearer QoS to determine the relevant BBF QoS policies that are to apply to the IP flows exchanged on this S2a bearer,
8.3.1.5.2 
PDN GW initiated Resource Allocation Deactivation in WLAN on GTP S2a

This procedure can be used to deactivate an S2a dedicated bearer or deactivate all S2a bearers belonging to a PDN address, for e.g., due to IP‑CAN session modification requests from the PCRF. If the default S2a bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all S2a bearers belonging to the PDN connection.
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Figure 8.3.1.5.2-1: PDN GW Initiated Bearer Deactivation with GTP on S2a

This procedure applies to the Non-Roaming, Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the non-roaming and home routed roaming cases, the vPCRF is not involved at all.

The optional interaction steps between the PDN GW and the PCRF in the procedures in figure 8.3.1.5.3-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured within the PDN GW.

1.
This step is the same as step 1 in TS 23.402, clause 16.4.1
2.
The PDN GW sends a Delete Bearer Request message (EPS Bearer Identity, Cause) to the TWAG. This message can include an indication that all bearers belonging to that PDN connection shall be released.

3.
BBF specific resources may be released in the Fixed Broadband access. The details of this step are out of the scope of 3GPP.

4.
The TWAG deletes the bearer contexts related to the Delete Bearer Request, and acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer Identity) message.

5.
In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW informs the 3GPP AAA Server/HSS of the PDN disconnection.

6.
The PDN GW deletes the bearer context related to the deactivated S2a bearer. If the dedicated bearer deactivation procedure was triggered by receiving a PCC decision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision was successfully enforced by completing the PCRF-initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [19], proceeding after the completion of IP‑CAN bearer signalling.

8.3.1.5.3 
Dedicated bearer activation in WLAN on GTP S2a

This procedure is based on the dedicated bearer activation procedure for GTP based S2a is described in TS 23.402 clause 16.5.
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Figure 8.3.1.5.3-1: Dedicated S2a Bearer Activation Procedure with GTP on S2a

1.
This step is the same as step 1 in TS 23.402, cause 16.5.
2. 
The PDN GW uses this QoS policy to assign the S2a bearer QoS, i.e., it assigns the values to the bearer level QoS parameters QCI, ARP, GBR and MBR. The PDN GW sends a Create Bearer Request message (IMSI, EPS bearer QoS, TFT, PDN GW Address for the user plane, PDN GW TEID of the user plane, Charging Id, LBI) to the TWAG in the BBF domain. The Linked EPS bearer Identity (LBI) is the EPS bearer Identity of the default bearer.
3.
A BBF specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.

4.
The TWAG selects an EPS bearer Identity, which has not yet been assigned to the UE. The TWAG then stores the EPS bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked Bearer Identity (LBI). The TWAG uses the uplink packet filter (UL TFT) to determine the mapping of uplink traffic flows to the S2a bearer. The TWAG then acknowledges the S2a bearer activation to the PGW by sending a Create Bearer Response (EPS bearer Identity, TWAN Address for the user plane, TWAN TEID of the user plane) message.
5. 
This step is the same as step 5 in TS 23.402, cause 16.5.

8.3.1.5.4.
Network-initiated bearer modification in WLAN on GTP S2a

8.3.1.5.4.1
PDN GW Initiated Bearer Modification
The dedicated bearer activation procedure for GTP based S2a is based on PDN GW Initiated Bearer Modification procedure described in TS 23.402 clause 16.6.1
The PDN GW initiated bearer modification procedure for a GTP based S2a is depicted in the figure below. This procedure is used to update the TFT for an active default or dedicated S2a bearer, or in cases when one or several of the S2a bearer QoS parameters QCI, GBR, MBR or ARP are modified (including the QCI or the ARP of the default S2a bearer e.g. due to the HSS Initiated Subscribed QoS Modification procedure, as described in clause 8.3.1.5.2.2 ).
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Figure 8.3.1.5.4.1-1: PDN GW-initiated S2a Bearer Modification Procedure with GTP on S2a

1.
This step is the same as step 1 in TS 23.402, cause 16.6.1.

2.
The PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from an active S2a bearer or that the authorized QoS of a service data flow has changed. The PDN GW generates the TFT and updates the S2a bearer QoS to match the traffic flow aggregate. The PDN GW then sends the Update Bearer Request (EPS bearer Identity, EPS bearer QoS, TFT) message to the TWAG in the BBF domain.

3. 
A BBF specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.

4.
The TWAG uses the uplink packet filter (UL TFT) to determine the mapping of traffic flows to the S2a bearer and acknowledges the S2a bearer modification to the PGW by sending an Update Bearer Response (EPS bearer Identity) message.

5.
This step is the same as step 5 in TS 23.402, cause 16.6.1.

8.3.1.5.4.2  
HSS Initiated Bearer Modification

The dedicated bearer activation procedure for GTP based S2a is described in TS 23.402 clause 16.6.2.
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Figure 8.3.1.5.4.2-1: HSS Initiated Subscribed QoS Modification

1.
The HSS updates the User Profile as specified in TS 23.402 clause 12.2.1.
2. 
The BBF network provides the updated subscription data to the TWAG. The details of this step are out of the scope of 3GPP. 
3.
If the QCI and/or ARP and/or subscribed APN-AMBR has been modified and there is a related active PDN connection with the modified QoS Profile, the TWAG sends the Modify Bearer Command (EPS bearer Identity, EPS bearer QoS, APN AMBR) message to the PDN GW. The EPS bearer Identity identifies the default bearer of the affected PDN connection. The EPS bearer QoS contains the EPS subscribed QoS profile to be updated.

4.
This step is the same as step 3 in TS 23.402, clause 16.6.2
5.
The PDN GW modifies the default bearer of each PDN connection corresponding to the APN for which subscribed QoS has been modified. If the subscribed ARP parameter has been changed, the PDN GW shall also modify all dedicated S2a bearers having the previously subscribed ARP value unless superseded by PCRF decision. The PDN GW then sends the Update Bearer Request (EPS bearer Identity, EPS bearer QoS, TFT, APN AMBR) message to the TWAG.

6.
A BBF specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.

7.
The TWAG acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS bearer Identity) message. If the bearer modification fails the PDN GW deletes the concerned S2a Bearer.

8.
This step is the same as step 7 in TS 23.402, clause 16.6.2.

***** End of changes *****
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