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Abstract of the contribution: This contribution analysis and proposes definition of fixed access session based on the answer received by BBF.
1. Discussion
This contribution analyses BBF proposal to consider subscriber session instead of fixed session. The description of scenario of 3GPP UE connected to fixed broadband network performing NSWO is not extensively considered in this contribution and it is analysed in a different contribution. 
1.1 Fixed session aka Subscriber session

During the last SA2 meeting the definition of fixed device and fixed session have been defined and a LS has been sent to BBF. BBF answer is reported in the following: 
‘According to the description provided in 3GPP LS bbf2012.769.00, BBF understands that policy and charging control is provided for Subscriber Sessions.  A “Subscriber Session” in WT-146 is defined in the following way: 

A logical construct intended to represent a network connectivity service instance at a network node. Data and control plane policies are associated with Sessions. Sessions are initiated and configured dynamically or statically. A Session may have associated state. A Subscriber Session is a PPP Session, an IPoE Session, or a layer 2 ALA Session (Ethernet Session). 

Based on the paragraph cited as above, BBF suggests that a fixed access session is renamed to Subscriber Session. 

However, BBF has defined a number of session types in TR-134  that may be subject to different types of policies: “access session, subscriber session, application session and traffic rule session”.

The definitions in TR-134 are reported in the following for helping the reader:
· Access Session: this is where the access link comes up and is available for data transmission.  In the DSL case, this start when the DSL modem has trained up with the DSLAM, and with ANCP the DSLAM would then transmit a Port Up message to BNG

· Subscriber Session: Layer 2 ALA Sessions, PPP Sessions and IP Sessions as defined in WT-146.  

· Traffic rule session: this type is an abstraction of a set of policy rules. This would be used with an identifier to allow an operator to know if a particular “set of Traffic rules” is enabled or not without needing to know the underlying rule details. For example, an http redirect service would be a set of rules that allowed DNS traffic to be transmitted, redirected http traffic to a web portal, and dropped all other traffic.

· Application  Session:  for example a voice call, a VOD session, a gaming session or a P2P session.

The definition of subscriber session, as shown, refers to WT-146. The traffic rules session can be considered similar to the detection and matching of user traffic data with the TFT filters. The access session is related to physical layer and transport layer such as ATM or Ethernet.
In order to clarify the implication of subscriber session for fixed access scenario, firstly we need to consider more in details what is the session in case of routed and bridged mode configuration, and then to continue with these considerations.
1.2 Considerations on fixed device and fixed session
In the LS to BBF, SA2 asked clarification on configurations. Regarding routed mode configuration BBF replies:
Configuration#1: Fixed device behind a RG in routed mode with or without NAT

There are typically multiple fixed devices associated with a single Subscriber Session in the BBF network. The Subscriber Session is per RG in the BBF network. The relationship between Subscriber Session and RG is one-to-one, while the relationship between such Subscriber Session and fixed devices behind the RG is one-to-multiple. This is the case both with or without NAT.
The above description is shown in figure 1, where the Subscriber session is shown with a red line and the traffic from each devices connected to the same RG is shown in blue line. 
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Figure 1:  Fixed device behind a RG in routed mode with or without NAT
The answer for device behind a RG in bridge mode is the following:
Configuration#2: Fixed device behind a RG in bridge mode

For fixed devices behind a RG in bridged mode, the BBF network is aware of any fixed device connected through the bridged RG. The relationship between Subscriber Session and fixed device at the BBF network is then one-to-one. However in most cases, a bridged RG only connects to a single PC, or a customer provided routed RG.’
The above description is shown in Figure 2, where each devices is connected via a single subscriber session, but this scenario is considered rare in real deployment (see answer to Qn-2). While figure 3 shows the scenario of a RG configured in routed mode is installed by the user and it is connected behind the RG provided by the operator. 
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Figure 2:  Fixed device behind a RG in bridge mode with subscriber session for each device.
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Figure 3:  Fixed device behind a RG in bridge mode with subscriber session from a User RG configure din routed mode.
According to BBF specification TR-124issue 2 several combination and other variant are also possible according if RG is configured with DHCP server enabled, with NAT/NAPT enable or disabled. For example the RG configured in routed mode can have more than one subscriber session, this example is described in TR-124 Annex III.
[image: image4.emf]
Figure 4: Extract from BBF specification TR-124issue 2.

1.3 Conclusion

BBF suggests considering the Subscriber session that is established from a RG or from devices connected to the RG instead of the fixed session and/or fixed device. So in respect to 3GPP case where the traffic is originated from/terminated to a UE connected to the 3GPP radio network which is identify by IMSI, in fixed access network the end point of the IP session may be  a RG or a host according to the network configuration (routed/bridged).  Furthermore it shall point out that a RG can be simultaneously configured to support routed and bridge mode on different ports, for example LAN port #1 in bridge mode and WLAN and LAN ports #2 in routed mode.

2. Which kind of devices are we considering?

In the description above we mentioned the Residential Gateway and the device which is connected to the RG. The definition of RG functionalities are defined in TR-124, which also includes the definition below

RG: is a device that interfaces between the WAN and LAN IP environment (wired and wireless) for a consumer broadband customer. It may route or bridge traffic, depending on its configuration and supported specifications. The definition of RG functionalities is out of the scope of 3GPP and for BBF defined access network RG requirements are defined in TR-124 issues 2 [x]. 

So it is propose to consider the above definition for RG.

In case of device connected to the RG , within the scope of BB1 we can identify the device for example a PC, a WLAN AP, or any other kind of device which is enable to start a fixed subscriber session or which support LAN connectivity via WLAN AP or Ethernet ports or support fixed specific requirements such as for IPTV services. This devices are also commonly called  “hosts”. The common characteristic of this device is not to be 3GPP UE. So in order to identity them and to be able to avoid the generic term “device” or “host” which can create several misunderstanding, this contribution proposes to call them as “N3GPP User Equipment” with the following definition.
N3GPP user equipment: is a device capable to connect only to fixed access network and not capable of connecting to 3GPP EPC. The definition of functionalities of this device is out of the scope of 3GPP.
Now, what is a 3GPP UE in BB1?

The answer to this question is included in contribution S2-12XXXX. 
Now coming back to subscriber session, in TR 23.869 the terms “fixed access session” and “fixed device” are used to referring to devices and to sessions, however from BBF guidance and above considerations it is preferable to refer to “subscriber session” while the “fixed device” can be both the device where one endpoint of the subscriber session is  originated, e.g. a RG in routed mode or any other devices connected behind the RG in bridged mode. 
In order to avoid confusion between the mobile and fixed scenario when the subscriber session is mentioned, it is suggested to use the term “fixed subscriber session” when used in BB1 scenario to indicate a session that is not related to a 3GPP UE. Furthermore some rewording adaptation is proposed in the following:
Fixed Subscriber session. Within the scope of this TR a Fixed Subscriber Session is a logical construct intended to represent a network connectivity service instance at a network node in fixed access network. Data and control plane policies are associated with Sessions in fixed access network. Sessions are initiated and configured dynamically or statically. A Session may have associated state. A fixed subscriber Session is a PPP Session, an IPoE Session, or a layer 2 ALA Session (Ethernet Session) initiated from a N3GPP User Equipment or from a RG using credential valid in fixed broadband network (e.g.subscription ID, circuit ID). 

N3GPP User Equipment: Within the scope of this TR a N3GPP User Equipment is a device capable to connect only to fixed access network and not capable of connecting to 3GPP EPC. The definition of functionalities of this device is out of the scope of 3GPP. 
4 Proposal

Based on the above consideration it is proposed:
· To introduce the definition of fixed subscriber session as defined in BBF WT-146 .
· To add definition of RG.

· To replace “fixed access session” and “fixed device” in TR 23.839 with “fixed subscriber session” as appropriate

The BBF definition includes also the Layer 2 ALA session (Ethernet session) which is under the scope of P4C-L2 BB. but it is proposed to add complete definition in definition clause to cover also future BB5.

*********         Start of 1st change ***************
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

UE local IP address is defined as: either the public IP address assigned to the UE by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

Non-seamless WLAN offload (NSWO) is a capability of a UE supporting routing specific IP flows over the WLAN access without traversing the EPC as defined in clause 4.1.5 of TS 23.402 [3].
EPC-routed: User plane traffic that is routed via a PDN GW in EPC as part of a PDN Connection. EPC-routed applies to non-roaming, roaming with traffic home-routed and roaming with traffic local break-out cases.
Fixed Subscriber session. Within the scope of this TR a Fixed Subscriber Session is a logical construct intended to represent a network connectivity service instance at a network node in fixed access network. Data and control plane policies are associated with Sessions in fixed access network. The subscriber sessions are initiated and configured dynamically or statically. A Session may have associated state. A fixed subscriber Session is a PPP Session, an IPoE Session, or a layer 2 ALA Session (Ethernet Session) initiated from a N3GPP User Equipment or from a RG using credential valid in fixed broadband network (e.g.subscription ID, circuit ID). 

N3GPP User Equipment: Within the scope of this TR a N3GPP User Equipment is a device capable to connect only to fixed access network and not capable of connecting to 3GPP EPC. The definition of functionalities of this device is out of the scope of 3GPP. 
RG: is a device that interfaces between the WAN and LAN IP environment (wired and wireless) for a consumer broadband customer. It may route or bridge traffic, depending on its configuration and supported specifications. The definition of RG functionalities is out of the scope of 3GPP and for BBF defined access network RG requirements are defined in TR-124 issues 2 [x].
*********         End of 1st change ***************
*********         Start of 3rd change ***************
5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the Fixed Subscriber Session is out of scope of 3GPP.
-
The authentication procedure of the Fixed Subscriber Session in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged  as part of a Fixed Subscriber Session in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.
Editor’s note: Whether there is one IP-CAN session or multiple IP-CAN session per Fixed Subscriber Session is FFS.

-
More than one Fixed Subscriber Session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A User Equipment  connected to the RG (e.g. VoIP phones, PC, etc) may also initiate a Fixed Subscriber Session .

-
The architecture shall provide charging for traffic exchanged as part of Fixed Subscriber Session and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

NOTE 1:
The TDF-based charging solution will consider the case when TDF is the only charging reporting entity in the convergent network for fixed devices and for NSWO 3GPP UE traffic. The case when PCEF is capable of reporting to OCS/OFCS in the same network is FFS and depends on the result of the FS_ABC.

-
The subscription information included in the user profile shall enable the support of fFixed Subscriber Session (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements

-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Architectural assumptions for "Default QoS policy".

Editor’s note: It is FFS whether and how the Default QoS policy is applied for fixed access session.
*********         End of 3rd change ***************
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