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Abstract of the contribution: This paper proposes to provide a solution for achieve OPIIS functionalities by extend ISPR without creating a separated inter-APN routing container. 
1. Discussion
Currently there are two candidate solutions for OPIIS which all need to define a new inter-APN policy rules while using this rule differently.  Although introduction of a new separated inter-APN policy rules is a relatively neater solution, it inevitably has some drawbacks, such as
· Because APN is potential input to the Filter Rules of IFOM, MAPCON and Non-Seamless WLAN offload, which means those rules has dependence on APNs. Therefore if inter-APN routing is at the same level of those rules with the same priority level, it can cause priority conflicts
· Increasing the unnecessary overhead,  Per 24.312, existing flow distribution containers inside ISPR already have APN and its corresponding   routing and flow, although they serve for different purse.  Also the If flow filters can be shared for both APN mapping and ISPR because the final selected access interface and APN should associate with the same IP flow.   Therefore by duplicating those information within same ISPR will potentially create signalling overload in the network while provisioning  to the massive users during short period time. 
E.g, 
The interAPN routing policy from solution 2:


And the forflowbased rules:



· Lack of supporting on dynamic APN and IP interface selection. Because the APN and IP interface association may not always statistic and can be different by the routing criteria of different routing rules (PerFlowBased, ForServiceBased and ForNonSeamlessOffload), such as, UE will choose different interface depending on the current time and location, special the access interface it choose.   But by separating APN routing rules which is statistic out from those dynamic routing rules, UE may select the wrong APN and IP interface. For example,  per operator policy overload policy, for certain region, all video service through CSG cell and WiFi will be route to APN 1 during peak time (9am – 9 pm),  but during un-peak time, only the video service through WiFi will be route to APN1. Therefore the mapping relationship between APN, IP flow and interface may need to be linked to access interface selection policies.
 
In order to address those above issues,  this contribution tries to explore  a potential solution which tries to re-use existing ISRP rules as much as possible and adding APN filter capability into existing  three flow distribution container of ISPR. 

3. Proposed addition in TR 23.853

*****************  START OF CHANGES *******************
[bookmark: _Toc300057935]5	Solutions
[bookmark: _Toc300057936]5.x	Solution x: Integrating APN routing policy into existing ISRP filter rules
5.x.1	Description
This solution is similar to solution 2 with the following commonalities:
1. Introducing inter-APN routing policy into ISPR.
2. Using the two-round evaluation of policies.  
The difference with solution 2 is:
.  Solution 2 defines Inter-APN Routing at the same hierarchical level as the existing Filter Rules for IFOM, MAPCON and Non-seamless WLAN offload , 
. Because APN is potential input to the Filter Rules of IFOM, MAPCON and Non-Seamless WLAN offload( such as APN can optional restriction condition for rules), which means those rules has dependence on APNs. Therefore if inter-APN routing is at the same level of those rules with the same priority level, it can cause priority conflicts. Therefore,  this solution propose the inter-APN routing policy is integrated into existing filter rules for IFOM, MAPCON and Non-seamless.when UE handle a uplink traffic, it evaluate the active IFOM, MAPCON and Non-Seamless offload  filter rules  in the priority order and determine if any rulematch the IP flow , and obtain the rule result which not only contains the access interface information but also the APN after running the Inter-APN routing policy within.
Notes: It’s up to stage 3 to define how inter-APN routing policy are integrated into those filter rules for IFOM,               MPACON and Non-seamless, and make APN as one of the optional result of those rules.
Because currently for MAPCON, each Filter Rule identifies traffic based on APN, so this solution need to extend MAPCON filter rules to be able to identify traffic based on simple IP flow filter if the APN for that uplink flow is unknown before the evaluation, so UE can identify the APN first then its corresponding access interface basing with that APN. 
Since this feature is for routing of IP flows among a choice of available interfaces in both 3GPP and non-3GPP accesses, inter-APN policy is integrated into ISMP.  Therefore, for 3GPP routing, Or UE that is not capable of routing IP traffic simultaneously over multiple radio access interfaces (e.g. a non-IFOM or non-MAPCON capable UE, or a UE that has such a capability disabled, or a UE not capable of non-seamless WLAN offload), UE use ISMP to obtain the APN which match the uplink traffic.   
For the case which the routing validity condition contains APN restriction while there is no APN associate with the uplink traffic stream, UE can first evaluate the uplink traffic with the filter rules to obtain the potential matched APNs, then using this APN information to run a second evaluation with the distribution container to  obtain the routing result with the access interface and APN.
The general procedure is illustrated below:



 
5.x.2	Impact on existing nodes or functionality
This solution keeps the existing flow distribution contains without creating new container and rules, the main changes are introducing APN selection into the routinerules, which UE will not only obtain the selected access info but also the ipflow and IP interface mapping relationship.  The main procedure and functionality impacts are:
1, Extend IFOM, MAPCON and Non-seamless filter rules to consider inter-APN routing policy. And APN can be part of filter rule result. It’s up stage 3 to decide how the inter-APN routing policy be integrated.
2. Extend MAPCON be able identify traffic basing on  IP flow filter. .
3. Integrate inter-APN policy into ISMP for UE that is not capable of routing IP traffic simultaneously over multiple radio access interfaces.
3. Some procedure changes illustrated in the previous section. 
The advantage of this solution are:
1. Avoid the priority conflicts between IAPR rules with IFOM/MAPCON/NSWO if APN is needed as input for one of those IFOM/MAPCON/NSWO rules if those rules have higher priority than IAPR.

2. Give future flexibility for more intelligent APN selection by utilizing the intelligence rules and policies within IFOM/MAPCON/NSWO. 
3. Reduce ANSF policy size by sharing the same filter rules such as IP filters, validity conditions and other potential selection policies without duplication. 

The drawbacks of this solution are: 
1. It’s an optimized solution which potential bring complexity. 
2. It has potential bigger impact on existing ISRP.





  

*****************  END OF CHANGES *******************
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