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Abstract of the contribution: Proposes internal group based identifier.

Discussion

This paper aims to propose and modify the architectural requirements for groups based identifiers and propose a solution for internal group identifier. 
External group identifier is normally used in the Tsp interface just like the external identifier (i.e. NAI) defined in release 11. For GTP-C signalling and signalling within core network in general, we need an internal group identifier. This internal group identifier should be unique within the PLMN and also identify the PLMN so it should be globally unique to ensure it can also be used for roaming scenarios.

We also propose to delete the note in the external identifier section as it is not technically accurate i.e. it references to internal identifiers that are not really group identifiers that can identify the subscriptions that belong to the group. Thus it is making conclusions (i.e. to define multiple internal group identifiers depending on its usage) based on wrong assumptions.
· Message id defined for CBS is not really synonymous to internal group identifier. It is rather used to identify the message. Snippet from TS 23.041 below:

“9.4.1.2.2
Message Identifier

This parameter identifies the source and type of the CBS message. For example, "Automotive Association" (= source), "Traffic Reports" (= type) could correspond to one value. A number of CBS messages may originate from the same source and/or be of the same type. These will be distinguished by the Serial Number. The Message Identifier is coded in binary.”
· TMGI (Temporary Mobile Group Identity allocated to the MBMS bearer) defined for MBMS refers to MBMS bearer service and is allocated by the BMSC when the bearer is established and this is not a static identifier that identifies the subscriptions that belong to the group. 
· Furthermore, the mapping between internal group identifier, external group identifier and subscriptions can get really complicated if the internal group identifier is not unique. Also, the internal group identifier is not just meant to be introduced for group messaging but it is also needed for other features such as group based policing, group based charging. Thus, our proposal is to delete incorrect references and clarify that the internal group identifier should be unique.

Proposed changes

8
Group Based Feature (GROUP)
8.4
Key Issue - Group based Addressing and Identifiers

8.4.1
Description

Applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of devices.

Group based addressing and identifiers are essential to support group based features such as messaging, charging and policing.

8.4.2
Architectural Requirements

The following group addressing and identifiers related requirements shall be met:

-
The network shall support the ability to group subscriptions together.
-
It shall be possible for the network to decide whether a subscription is a member of a specific group or not (e.g. using the respective group identifier).

-
It shall be possible for the network to address the devices in a group.

-
The External Group Identifier should be able to identify that a specific trigger is a group trigger.
8.4.3
Solutions
8.4.3.1
Solution: External Group identifiers 
8.4.3.1.1
General

The same principles as for MTC identifiers defined in TS 23.682 [3] apply also the case of group identifier used for Group Messaging. Namely the External Group Identifier shall be based on a Domain Group Identifier and Local Identifier and have the form username@realm. External Group Identifier shall be globally unique. It should consist of the following components:

a.
Domain Group Identifier: identifies a domain that is under the control of a Mobile Network Operator (MNO) that controls this group. The Domain Identifier is used to identify where services provided by the operator network can be accessed (e.g. MTC-IWF provided services). An operator may use different domain identifiers to provide access to different services.

b.
Local Group Identifiers: Identifier that is used to derive or obtain an internal group identifier if needed. The Local Identifier is unique within the applicable domain. It is managed by the Mobile Network Operator. 

.
8.4.3.1.2
Impacts on existing nodes and functionality

8.4.3.1.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at the key issue level is done in a separate clause.
8.4.3.2
Solution: Internal Group identifiers 

8.4.3.2.1
General

In order to identify whether a particular subscription is within a specific group or not, an internal group identifier needs to be defined. External Group Identifier (defined in section 8.4.3) can be used on the Tsp interface but the size and structure of this identifier may be not feasible (i.e. it is several times long compared to other internal identifiers such as IMSI) to expose and use such an external identifier within the core network. An internal group identifier is needed in the subscription data for deriving the target group from external group identifier provided by SCS/AS on Tsp interface. An internal group identifier is also needed for features such as group messaging, group policing and group charging. For instance, entities that generate CDRs receive the internal group identifier from HSS (via MME/SGSN) and the charging function / charging gateway that receives the CDR can map the internal group identifier to external group identifier in order to correlate charging records. In order to select the same APN or a PCEF, MME needs to know the UE’s internal group identifier. Similarly, P-GW needs to have the internal group identifier to select a common PCRF. P-GW and PCRF also need to have an internal group identifier to perform group based policing (e.g. using Group APN-AMBR) and perform usage monitoring. 
Thus there is a need to define an internal group identifier and it shall be globally unique so groups can also be identified uniquely in roaming scenarios. This internal group identifier should be able to identify the PLMN and the group. 
8.4.3.2.2
Impacts on existing nodes and functionality
HSS:

· Mapping of external group identifier to internal group identifier and vice versa.
8.4.3.2.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at the key issue level is done in a separate clause.
8.4.4
Overall Evaluation 

Editor's Note:
Use this section for evaluation of key issues.
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