SA WG2 Temporary Document

Page 2

SA WG2 Meeting #93
S2-123822
Sofia, Bulgaria - 08 - 12 October 2012

Source:
Intel
Title:
Monitoring using Tsp and T5 
Document for:
Approval
Agenda Item:
8.2.2
Work Item / Release:
MTCe-MONTE/Rel-12
Abstract of the contribution: This contribution proposes T5 based procedure for monitoring. 
1 Introduction
In SA2#92, T5 based small data solution for Standalone Small Data Service with T5/Tsp and generic NAS transport was included in TR 23.887. In this paper it is proposed that same T5/Tsp can be used to provide monitoring service. 

2 Proposal

It is proposed to add the following solution to TR 23.887.

* * * Begin of Change * * * 
6.1.3.X
Solution – Monitoring using Tsp and T5
6.1.3.X.1
General 

This solution is based on the current architecture for Machine Type communication defined in TS 23.682 by enhancing Tsp reference point between SCS and MTC-IWF for Monitoring. In addiiton this utilizes T5 reference point for monitoring events configuration, activation, deactivation, reporting etc. 

Figure 6.1.3.X.1-1 provides monitoring call flow using Tsp and T5.
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Figure 6.1.3.X.1-1: Monitoring call flow using Tsp and T5
1.  The SCS sends a Monitoring Action Request message to the MTC-IWF with Action Type set to configure, activate, deactivate or trigger report delivery for a particular monitoring event. SCS will provide other monitoring data as part of Monitoring Action Request message to MTC-IWF over Tsp such as Monitoring Event ID and associated parameters, Monitoring Event Priority, Monitoring Destination node etc. 
2,3. The MTC-IWF checks that the SCS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests over Tsp. If this check fails the MTC-IWF sends a Monitoring Action Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the flow continues with step 4.
4-6. The MTC-IWF sends a Subscriber Information Request message to the HSS/HLR to authorize the Monitoring configuration details (e.g.: Monitoring Event ID). Monitoring events are configured in HSS as part of UE subscription data. The HSS verifies the monitoring event information and authorizes the MTC-IWF to configure the network element for monitoring. 

7.  Based on type of event action requested MTC-IWF determines the destination node for monitoring event based on the information received from SCS and HSS. For example in case of monitoring event configuration (or activation/deactivation) at MME, MTC-IWF sends a message over T5 to MME with the monitoring event data. MME on receiving submit request determines monitoring event data is intended for it based on destination node it configures (or activates/deactivate) monitoring event.
8.  If monitoring event data is intended for UE, MME sends it to UE using generic NAS transport for small data transmission defined in section 5.1.1.3.3. In response to the received trigger for monitoring event, the UE takes specific actions that take into consideration the content of the monitoring event data.
10, 11. The UE responds with the delivery status (cause). The MME sends an enhanced Delivery Report message to the MTC-IWF. Cause indicates whether the Trigger-Message was successfully delivered to the UE or if failed, the reason for the failure. The MTC-IWF sends a report to the SCS of the monitoring event by sending a Monitoring Action Answer message.

6.1.3.X.2
Impacts on existing nodes and functionality

· Tsp and T5 interface needs to be enhanced to support new messages and/or new IEs for Monitoring.
· Enhancements are needed at UE, SGSN/MME, MTC-IWF, and HSS for monitoring event configuration, activation, deactivation, detection and reporting. However, same mechanism defined for T5 small data transmission and T5 triggering can be re-used. 

* * * End of Change * * *
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