SA WG2 Temporary Document

Page 3

SA WG2 Meeting #93
S2-123809
Sofia, Bulgaria - 08 - 12 October 2012
(revision of S2-12xxxx)
Source:
Research in Motion UK Limited
Title:
Device Trigger Service Models
Document for:
Discussion
Agenda Item:
7.1.2

Work Item / Release:
SIMTC-Reach
Abstract of the contribution: It has been observed that there are a number of different understandings on the service model the 3GPP Device Trigger supports. This contribution tries to draw a consensus on the service model by describing all the potential service models and analyzing them.
Discussion

The issue of routing a Device Trigger to the target application was addressed in S2-122853 and S2-122987 in SA2 #92, but the issue was not discussed due to lack of analysis on the issue at the time. We believe that the Device Trigger service models should be considered and there should a consensus on the supported service mode in order to make progress on the issue of routing Device Triggers to the target application. During the offline discussions, we have identified four possible device trigger service models as below.

Before we address each service model, let us define a term, the MTC enablement layer. There might be a 3rd party protocol layer between 3GPP MTC Device Trigger and application layer, such as OMA PUSH or ETSI M2M Service Capability Layer. We refer to this layer with a 3rd party protocol as the MTC enablement layer. If an MTC enablement layer is utilized for Device Trigger delivery, a Device Trigger is forwarded to the MTC enablement layer protocol client on the device. The client routes the Device Trigger to the appropriate destination application. One example of this delivery with OMA PUSH was captured in Annex C of TS 23.682.
1. Device Trigger to monolithic devices only

There are devices that have only one function. It can be considered that those devices have a single application on the devices. Most traditional M2M devices, such as meters, sensors, belong to this category. If a device trigger is delivered to this device, the trigger is guaranteed to be delivered to the application. If the 3GPP Device Trigger solution developed under SIMTC WID is provided to only those devices, no modification is required to the current Device Triggering specifications. 
Many contemporary UEs have more than one application, and multiple applications on a single device may need to utilize the Device Triggering. This service model does not fulfil the needs of those devices.
2. Only one MTC enablement layer protocol is supported on a device
In this service model, it is assumed that more than one application on a device can utilize the device triggering, and all the device triggers will be delivered to the target application through a single MTC enablement layer protocol on a device. The protocol can be selected by the device vendor, or the network operator, or it can be even endorsed by 3GPP. 
With the current Rel-11 Device Trigger specifications, MTC-IWF assigns a unique SMS Application ID for the Device Trigger. In this service model, the SMS Application Port ID for Device Trigger can be mapped to the client of the selected MTC enablement layer protocol on the destination device. Routing of the Trigger to the application would be done by the MTC enablement layer protocol, which is out of 3GPP scope. Delivery of a Trigger on a device is depicted in Figure 1. 

The existing specifications do not need to be modified with this service model. It is not realistic that 3GPP endorses a protocol to be used on top of 3GPP device trigger. If UE vendors or network operators make this protocol selection, and they choose different protocols from each other, the application service providers have to develop interfaces to all the potential 3rd party protocols. Otherwise, an application may not work if a user switches the device or the network [image: image3.wmf]OS
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service provider. Also, it would be highly difficult for a device vendor or a network operator to make a transition from one MTC enablement layer protocol to another MTC enablement layer protocol due to the compatibility issue.
Figure 1 Routing a trigger in service model 2
3. Multiple MTC enablement layer protocols are supported on a device

The difference of this service model from the previous service model is that more than one MTC enablement layer client are supported on a device. Still, the routing of a Device Trigger to the target application is done via an MTC enablement layer protocol.
Figure 2 shows how this service model works. Since the current specifications do not have a way to identify an MTC enablement layer protocol (or, the client of which) within a device, we need to come up with a way for that. Therefore, there should be specification updates if this service model is adopted. 


[image: image1.emf]OS

MTC enablement client 1

(e.g. OMA Push)

MTC-IWF SCS

App Server

UE

MTC enablement client z

MTC enablement client 2

(e.g. DSCL) App 1

App 2

App 3

MTC enablment  svr 1

(e.g. OMA Push server)

MTC enablment  svr 2

(e.g. NSCL)

MTC enablment  svr k

Client selection 

(Need a method)

Route to the App. per protocol

Figure 2 Various MTC enablement layer clients are available in a device
Though this service model is much more flexible than the previous two models, it is required to have an MTC enablement layer all the time in order to make the 3GPP Device Trigger work. 

4. MTC enablement layer protocol is not necessarily required

In service model 2 and 3, the delivery of a Device Trigger to the target application relies on an MTC enablement layer protocol. In the last service model, a device trigger can be delivered to the target application without any MTC enablement layer. Based on the assigned SMS Application Port ID for Device Trigger, the trigger payload is routed to a logical entity on the device called Trigger Dispatch Function. The Trigger Dispatch Function routes the trigger to the target application. The way the Trigger Dispatch Function identifies the target application is what we need to specify in order to enable this service model if this service model is adopted.
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Figure 3 Device trigger delivery without MTC enablement layer
This service model can be extended to cover a scenario where an MTC enablement layer is utilized. If an MTC enablement layer is used on top of 3GPP Device Trigger mechanism, the MTC enablement layer client can be treated as an application in this service model. 
Conclusions

This paper introduces 4 service models of Device Trigger. It is proposed to draw a conclusion that which service model we support. Based on the conclusion, we can provide CR(s) to enable the selected service model.
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