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Abstract of the contribution:

This paper proposes a solution for optimized group policing of MTC UEs. 
Introduction

The proposal is that each MTC subscription can be associated with a policy group identifier for policy purposes. A policy group identifier identifies uniquely the set of MTC UEs for which policy will be enforced on a per group basis, such that a maximum bit-rate will be enforced for all the traffic generated by MTC devices with a similar policy group identifier. 

The policy group identifier information is stored in the subscriber data for the UE stored in the HLR/HSS, and downloaded by the MME/SGSN during MTC UE initial attach to the network. The policy group identifier is in turn transferred to the SGW/PGW/GGSN via GTP signalling during PDN connection establishment. 

The policy group identifier consists of:
· Policy group identifier, and
· Optionally, a pseudo-IMSI and pseudo-MSISDN to be used in lieu of the IMSI and the MSISDN in the relevant fields of the PCC signalling interactions with the PCRF.
The GGSN/PGW acting as a PCEF associates the incoming request based on the policy group identifier received during PDN connection establishment. If there is no other session already active at the PCEF for this policy group, the PCEF initiates a new IP-CAN session towards the PCRF. If there is already an ongoing session for this policy group, the PCEF attaches the incoming PDN connection to the ongoing session and enforeces policy for this UE as part of this policy group.
Conclusion:

We propose to include the following solution in TR 23.887 v0.2.1
*********************Begin of Change****************************
8.3.3.x
Solution : Group based policy based on subscription
8.3.3.x.1
General
Each MTC subscription may be associated with a policy group identifier for policy purposes. A policy group identifier identifies uniquely the set of MTC UEs for which policy will be enforced on a per group basis, such that a maximum bit-rate will be enforced for all the traffic generated by MTC devices with a similar policy group identifier. 

The policy group identifier information is stored in the subscriber data for the UE stored in the HLR/HSS, and downloaded by the MME/SGSN during MTC UE initial attach to the network. The policy group identifier is in turn transferred to the SGW/PGW/GGSN via GTP signalling during PDN connection establishment. 

The policy group identifier consists of:

-
Policy group identifier, and

-
Optionally, a pseudo-IMSI and pseudo-MSISDN to be used in lieu of the IMSI and the MSISDN in the relevant fields of the PCC signalling interactions with the PCRF.

The GGSN/PGW acting as a PCEF associates the incoming request based on the policy group identifier received during PDN connection establishment. If there is no other IP-CAN session already active at the PCEF for this policy group, the PCEF initiates a new IP-CAN session towards the PCRF. If there is already an ongoing session for this policy group, the PCEF attaches the incoming PDN connection to the ongoing session and enforeces policy for this UE as part of this policy group.
The call flow is depicted in the Figure 8.3.3.X.1-1.
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Figure 8.3.3.X.1-1: Attach Procedure for a Group Associated MTC Device

1. The MTC Device initiates the Attach Procedure. As part of the procedure, the MME/SGSN Authenticates the UE. After authentication, the MME/SGSN downloads the UE subscription data in step 1a. If the UE is member of a group policy, the subscription data includes the group policy identifier. When a PDN connection is established, the policy group identifier is communicated to the PGW/GGSN as part of step 1b. If this is currently the only UE member of this group policy with a PDN connection or PDP context anchored at this PGW/GGSN, the PGW/GGSN initiates a new IP-CAN Session Establishment for this policy group; otherwise the IP-CAN Session established earlier for other UE members of this group policy is re-used for this UE. The remainder of the procedure is as defined in TS 23.401/TS 23.060.

2. The  PCEF in the PGW/GGSN enforces the group policy for all UE members, including the one that just created a PDN connection.
8.3.3.x.2
Impacts on existing nodes and functionality
SGSN/MME, and SGW/PGW/GGSN are impacted as policy group identifier is included in the subscription profile. 
PGW/GGSN are impacted as the PCEF function needs to operate on a per policy group basis for all 
UEs within that policy group. 
8.3.3.x.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
*********************End of Change****************************
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