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Introduction
At SA2#92 there were unhandled papers related to Device triggering i.e. Motorola papers in S2-122853/ S2-122853 and RIM papers in S2-122987/ S2-122988. This paper further discusses the issue and proposes a way forward.
Discussion

Currently it is assumed that the UE is able to receive a Device trigger to the 3GPP defined SMS application port number (49152) and decode the content type of the trigger payload and support the format used. That the UE supports the format used in the trigger payload should be reasonable to assume, but as there is only one application port there are some additional effort to support multiple device triggering applications e.g. OMA Push etc.

The RIM proposal in S2-122987/ S2-122988 would basically cause 3GPP to go beyond what has been agreed to be within 3GPP scope for Device triggering (i.e. to define the trigger payload format). The Motorola proposal in S2-122853/ S2-122853 proposes to allow the SCS choose an application port number to be used for the Device trigger. That would solve the issue described above and probably be reasonable e.g. in case the SCS sometimes uses User Plane for MT communication and then the UE would listen to some specific port number for the application data (application in this case may be ETSI SCL). However, it has been agreed that it is essential to be able to identify a Device Triggering within the 3GPP system e.g. for security and charging purposes etc. There are then two alternatives:
Alternative 1: The SCS is only allowed to use application port numbers that 3GPP agrees to be applicable for Device Triggering

Alternative 2: A new way to identify a Device Trigger within the 3GPP system is required.
Alternative 1 may restrict the ability for the SCS to use same application port number on the user plane as for Device Triggering.

Alternative 2 require further analysis if there is a possibility to define such additional identification.

In Rel-11 Device Triggering makes use of SMS i.e. the identification would need to be possible and use within an SMS, and preferably an SMS header.

The current SMS format includes on SMS‑DELIVER type message the following basic elements:

	Abbr.
	Reference
	P1)
	R2)
	Description

	TP‑MTI
	TP‑Message‑Type‑Indicator
	M
	2b
	Parameter describing the message type.

	TP‑MMS
	TP‑More‑Messages‑to‑Send
	M
	b
	Parameter indicating whether or not there are more messages to send



	TP-LP
	TP-Loop-Prevention
	O
	b
	Parameter indicating that SMS applications should inhibit forwarding or automatic message generation that could cause infinite looping.

	TP‑RP
	TP‑Reply‑Path
	M
	b
	Parameter indicating that Reply Path exists.

	TP‑UDHI
	TP‑User‑Data‑Header‑Indicator
	O
	b
	Parameter indicating that the TP‑UD field contains a Header

	TP‑SRI
	TP‑Status‑Report‑Indication
	O
	b
	Parameter indicating if the SME has requested a status report.



	TP‑OA
	TP‑Originating‑Address
	M
	2‑12o
	Address of the originating SME.

	TP‑PID
	TP‑Protocol‑Identifier
	M
	o
	Parameter identifying the above layer protocol, if any.



	TP‑DCS
	TP‑Data‑Coding‑Scheme
	M
	o
	Parameter identifying the coding scheme within the TP‑User‑Data.

	TP‑SCTS
	TP‑Service‑Centre‑Time‑Stamp
	M
	7o
	Parameter identifying time when the SC received the message.

	TP‑UDL
	TP‑User‑Data‑Length
	M
	I
	Parameter indicating the length of the TP‑User‑Data field to follow.

	TP‑UD
	TP‑User‑Data
	O
	3)
	


Table 1 Basic elements of the SMS‑DELIVER type
The TP‑Protocol‑Identifier is the information element by which the Short Message Transfer Layer (SM‑TL) either refers to the higher layer protocol being used, or indicates interworking with a certain type of telematic device. It consists of one octet, and the bits in the octet are used as follows (extract from 23.040):

In the case where bit 7 = 0 and bit 6 = 0,

bit 5
indicates telematic interworking: 

value = 0  : no interworking, but SME‑to‑SME protocol

value = 1  : telematic interworking

If bit 5 has value 0 in an SMS‑DELIVER PDU, the value in bits 4..0 identifies the SM‑AL protocol being used between the SME and the MS.

5 ..  . .0

000000

Short Message Type 0

000001

Replace Short Message Type 1

000010

Replace Short Message Type 2

000011

Replace Short Message Type 3

000100

Replace Short Message Type 4

000101

Replace Short Message Type 5

000110

Replace Short Message Type 6

000111

Replace Short Message Type 7

001000..011101
Reserved

011110

Enhanced Message Service (Obsolete)

011111

Return Call Message

100000..111011

Reserved

111100

ANSI-136 R-DATA

111101

ME Data download

111110

ME De‑personalization Short Message

111111

(U)SIM Data download

It is seen that there are reserved values available, but whether these are possible to use would be under CT1 expertise (e.g. whether appropriate handling would be achieved by a UE not understanding the reserved value).

Using e.g. the TP‑Protocol‑Identifier seems to work from a stage 2 perspective, and could then be used for HPLMN needs e.g. applying specific security procedures etc.
For VPLMN, there are not so much that needs to be done besides ensure that Device trigger is charged for appropriately.
For differentiated charging the TS 32.274 describes SMS Information that is used for SMS charging. It has already been discussed that the SM Application port number is included in the user data header which is included in CDRs. Other information that could be used for identifying a trigger like the SM Protocol Id is also included and used for charging:

	
SM Protocol Id
	OC
	This field holds the TP-PROTOCOL-ID (TP-PID) as defined in 3GPP TS 23.040 [7]. This field relates to the recipient when charging MT SMS messages as specified in 32.240 [1].


So, there is a good chance that we can use e.g. SM Protocol Id (or other IE) for indentifying the SMS being used for Device Triggering.

4. Proposal

It is proposed to:
1. Agree that Tsp should be enhanced to enable the SCS to select an application port number that then the MTC-IWF will use in the Device trigger

2. Agree whether to progress 

a. Alternative 1: SCS is only allowed to use application port numbers that 3GPP agrees to be applicable for Device Triggering, or 

b. Alternative 2: A new way to identify a Device Trigger within the 3GPP system is required.
3. If Alternative 2 is to be progressed it is proposed to send an LS to CT1 and ask CT1 to find a suitable IE that can identify an SMS being a Device Trigger 
4. Agree a CR to enhance Tsp allowing the SCS to select an application port number


























































































































































