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Abstract of the contribution: This P-CR proposes to add new architectural requirements and solution for Group based policy control.
1. Discussion
The current TR 23.887 are missing the architectural requirements on group based policy control 

The corresponding requirements from TS 22.368:
7.2.14.2
Group Based policing

The MTC Feature Group Based Policing is intended for use with a MTC Group for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
A maximum bit rate for the data that is sent/received by a MTC Group shall be enforced.

NOTE:
Policy control could be static to reduce complexity. In this case, static means that the policy for a specific MTC Group is fixed for the group and does not change due to dynamic conditions.
In addition, related to the group based policy control requirements, the reply LS (S1-122515) from SA1 indicates the followings;
SA1 Response: Support of roaming is important. However, a constraint to mandate home routing for all UEs for which group based policy control is active is acceptable. Group policing on the uplink for the roaming case may be applicable for a later release. If this simplifies stage 2 implementation, there is no need to support local break out in conjunction with group based policy control.
SA1 Response: There should be no constraints on the location/geographic distribution of MTC Group members, but other constraints to force routing traffic via specific gateways where the group based policy is enforced may be acceptable.

SA1 Response: This is anticipated to be an operator defined value, likely 100 or 1000 as a minimum with an operator defined maximum which takes into account relevant core network capacity constraints.
SA1 Response: A UE can belong to more than one MTC group. However, policy conflicts are assumed to be avoided through administrative means. Policy control can be static to reduce complexity. In this case, static means that the policy for a specific MTC Group is fixed for the group and does not change due to dynamic conditions. The attached CR 0133 clarifies this.
With above requirements, we consider the solution that P-GW performs its enforcement based on GROUP-APN-AMBR for uplink and downlink.
Each APN access, by a policy group of UEs which uses the group based policy feature, is associated with the following QoS parameter:

· per GROUP APN Aggregate Maximum Bit Rate (GROUP-APN-AMBR).
The GROUP-APN‑AMBR is a part of the MTC group subscription stored in the HSS and a subscription parameter used by a policy group per APN. It limits the aggregate bit rate that can be expected to be provided across all Non‑GBR bearers and across all PDN connections of the same APN from a policy group of UEs which uses the group based policy feature (e.g. excess traffic may get discarded by a rate shaping function).
Each of those Non‑GBR bearers from a group of UEs which uses the group based policy feature could potentially utilize the entire GROUP-APN‑AMBR up to the value of subscribed APN-AMBR, e.g. when the other Non‑GBR bearers from a group of UEs which uses the group based policy feature do not carry any traffic.
The GROUP-APN-AMBR is forwarded to P-GW via MME and S-GW during the bearer establishment procedure, and the P‑GW enforces the GROUP-APN‑AMBR in uplink and downlink.

2. Proposal

It is proposed to add the following changes to the architectural requirements and solution for Group based policy control in TR 23.887. 
* * * * Start of 1st Changes * * * *
8.3
Key Issue – Group based Policy Control

8.3.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based policing can be used to enforce a policy for a group of MTC devices. This allows greater flexibility to the MTC application or MTC application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of MTC devices does not unduly load the network.

8.3.2
Architectural Requirements


· The network shall support a mechanism where can efficiently control an aggregated maximum bit rate per a policy group of UEs which uses the group based policy feature.

· A policy group of UEs which uses the group based policy feature shall be identified in the system.
* * * * Start of 2nd Changes * * * *
8.3.3
Solutions
8.3.3.1
Solution :  Enforcement of GROUP-APN-AMBR
8.3.3.1.1
General
Each APN access, by a policy group of UEs which uses the group based policy feature, is associated with the following QoS parameter:

· per GROUP APN Aggregate Maximum Bit Rate (GROUP-APN-AMBR).
The GROUP-APN‑AMBR is a part of the MTC group subscription stored in the HSS and a subscription parameter used by a policy group per APN. It limits the aggregate bit rate that can be expected to be provided across all Non‑GBR bearers and across all PDN connections of the same APN from a policy group of UEs which uses the group based policy feature (e.g. excess traffic may get discarded by a rate shaping function).
Each of those Non‑GBR bearers from a policy group of UEs which uses the group based policy feature could potentially utilize the entire GROUP-APN‑AMBR up to the value of subscribed APN-AMBR, e.g. when the other Non‑GBR bearers from a policy group of UEs which uses the group based policy feature do not carry any traffic.
The GROUP-APN-AMBR is forwarded to P-GW via MME and S-GW during the bearer establishment procedure, and the P‑GW enforces the GROUP-APN‑AMBR in uplink and downlink.
8.3.3.1.2
Impacts on existing nodes and functionality

P-GW shall perform the UL and DL rate enforcement based on GROUP-APN-AMBR (e.g. by rate policing/shaping per aggregate of traffic)
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