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Abstract of the contribution:

This contribution describes the non-IMS re-authentication procedure for non-roaming cases and proposes text to clause 6.1 of the TR 23.862.

Proposal

It is proposed to include the following in TR 23.862.

(1) Non-IMS re-authentication procedure.
First Change

6.1.5 Non-IMS Procedures for Non-roaming Cases

6.1.5.1 Authentication Procedures
6.1.5.1.X Non-IMS Re-authentication Procedure
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Figure 6.1.5.1.X-1: Non-IMS Re-authentication Procedure
Figure 6.1.5.1.X-1 shows the non-IMS re-authentication procedure.
1. UE sends a Re-authentication Request (e.g. HTTP Request, SIP Register, etc.) to the non-IMS AS/RP for fast authentication purpose. The authentication information generated based on the security context established during the initial authentication is included in this message.
2. This step is as defined in step 2 of clause 4.4.1 in [5].
3. This step is as defined in step 3 of clause 4.4.1 in [5].
4. This step is as defined in step 4 of clause 4.4.1 in [5].
5. The bootstrapping usage procedure is as defined in TS 33.220, clause 4.5.3.
6. This step is as defined in step 10 of clause 4.4.1 in [5].

7. This step is as defined in step 11 of clause 4.4.1 in [5].
End of Changes
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