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Abstract of the contribution: This contribution proposes to add detecting reason and reporting reason if the detected event is regarding communication failures to requirements.
Proposal
As specified in 22.236, the system shall provide mechanisms to detect the “communication failure events and reasons (e.g. connection error codes for troubleshooting)”. Whereas detecting reason is missed in the current architectural requirements.
It is proposed to add detecting reason and reporting reason if the detected event is regarding communication failures to architectural requirements.
*************************************The Start of the Change*************************************

6.1.2
Architectural Requirements

The following architectural requirements shall be met –

Configuration of Monitoring Events and actions: 
-
It shall be possible to configure monitoring events in the 3GPP system (UE or Network Nodes), for example - monitoring the association of the MTC Device and UICC, change in the point of attachment, loss of connectivity, alignment of subscribed feature etc.

-
It shall be possible to configure the action to be executed by the network when configured monitoring event is detected, for example - reduce services provided to the UE, restrict access of the UE, detach the UE etc. 
-
It shall be possible to configure the maximum time between the actual loss of connectivity and its detection.
Detection of Monitoring Events:
-
It shall be possible for the network to detect monitoring events and causes if the detected event is regarding communication failures. On detection of the monitoring event UE or Network may execute a configured action.
Reporting of Monitoring Events:
-
It shall be possible for the UE or network to report the detected events and causes if the detected event is regarding communication failures to the Services Capability Server or Application server. Application layer reporting of monitoring events is outside the scope.
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