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Key Issue 3: Exclude Usage of a Service/Application from IP-CAN session/TDF session Usage
Editor’s Note: This subclause will describe the use cases, requirements, and proposed solutions for how to exclude the usage of a particular service data flow/application from the accumulated usage for the IP-CAN session/TDF session.

6.1
Description

6.2
Use Cases 

6.2.1 Descriptions

This use case describes a scenario in which the usage of a particular service data flow/application is excluded from the accumulated usage for a defined network.
6.2.2 Pre-conditions

Alice is a subscriber of Mobile Network X and she has following subscriptions:

1) Total allowance usage A: 50M allowance usage per month for all the traffic toward a defined IP network, in which:
2) Total allowance usage B: 10M allowance usage per month for the streaming service and this part of allowance usage is not accumulated into the allowance usage A.
Mobile network X has a business agreement with sponsor Y, who will pay for the traffic of movies delivered from sponsor Y. Mobile network X also delivers featured services, which is paid by a fixed feature fee, related data traffic will be free for users. 
6.2.3 Service Flows

Alice attaches to the mobile network X and establishes a data connection toward a defined IP network. Then Alice begins the web browsing and music downloading, at the same time, Alice starts to watch a movie. According to her subscription, the maximum usage of movie (and other streaming services) is 10M per month, and the maximum usage of the other services (i.e. non-streaming) is 50M per month. The movie will be monitored separately in the streaming service usage monitoring group, and the usage of the movie will not be accumulated into the traffic toward the defined IP network.
Alice decides to watch a movie provided by a sponsor Y. Alice purchases the movie from sponsor Y, the traffic amount required for downloading the movie will be paid by the sponsor Y. According to mobile network X’s policy, after notification by the sponsor Y, the traffic flow which is considered as sponsored by Y for downloading the movie shall be monitored separately until the sponsored traffic amount consumed and shall not be accumulated into either the traffic usage toward the defined IP network or the traffic usage of streaming service which are not sponsored.

 At the same time, Alice uses some special services offered by operator of network X. One example is Alice logs in the network hard disk afforded by operator of network X, clicks and watches a movie saved at the network hard disk. Related data traffic will be free for the bandwidth and charged as fixed feature fee. Such traffic data of self-operated services shall be monitored separately and shall not accumulated into either the traffic usage toward the defined IP network or the traffic usage of streaming service.
6.2.4 Post-conditions

Usages for streaming, sponsored service, and featured service are accumulated separately, and are excluded from the usage for the defined IP network.
6.2.5 Requirements

The 3GPP system shall be able to monitor the rest of the traffic usage toward a defined IP network which excludes the traffic usage of certain services/applications.
6.3
Alternative Solutions
Editor’s note: This subclause will describe alternative solution to the key issue. 
6.3.1
Alternative Solution X: PCEF/TDF based counting with usage monitoring interface enhancements
If usage monitoring of the service data flow (s) / application (s) need to be excluded from the total reported volume of IP-CAN / TDF session, then the PCRF shall indicate the PCC / ADC Rule (s) for which the corresponding sdf (s) / application (s) traffic volume is not to be counted toward overall IP-CAN / TDF session traffic. Based on PCRF’s instruction, the total reported volume for IP-CAN / TDF session shall not include the accumulated volume traffic for sdf (s) / application (s) defined by the corresponding PCC / ADC Rule.
Note：In the case there are more than one service data flows / application to be excluded from the overall IP-CAN / TDF session report e.g. sharing the same Monitoring key, the PCRF will provide all corresponding PCC / ADC Rules or Monitoring key.

6.3.2 Alternative Solution Y: Using a new ADC/predefined PCC Rule by applying existing standardized methods 
If usage monitoring of the service data flows / application need to be excluded from the total reported volume of IP-CAN/TDF session,
1. In case of required measurements on the application level, an ADC Rule can be created with the Application Identifier defining a new application as session's traffic excluding specific application (s), which should not be counted toward overall session's traffic. In such a case, a volume measured for such an ADC Rule shall be IP-CAN / TDF session's volume excluding accumulated usage of the application (s). 
2. In case of required measurements on the sdf level, a predefined PCC Rule can be used to match a session's traffic excluding specific sdf (s), which should not be counted toward overall session's traffic. In such a case, a volume measured for such a predefined PCC Rule shall be IP-CAN / TDF session's volume excluding accumulated usage of the sdf (s).
6.3.3
Alternative Solution Z: PCRF based counting 
In this solution, the PCRF derives the required usage consumption of the IP-CAN session / TDF session level by deducting the usage of the sdf (s) /application (s) from the total consumed usage of the IP-CAN session / TDF session received from the PCEF / TDF. There are two ways for the PCRF to get the usage value of the sdf (s) /application (s) and the total consumed usage value of the IP-CAN session / TDF session:

1) When the PCRF receives usage report of the IP-CAN session  / TDF session level in case of reached volume threshold, if usage monitoring to the sdf (s) /application (s) need to be excluded, then the PCRF requests the usage report from the PCEF / TDF for the corresponding sdf (s) / application (s) monitoring key.
2)  The PCEF / TDF are mandated to report the usage consumption of all Monitoring Keys when the volume threshold of IP-CAN session / TDF session level is reached. The PCRF can determine which usage of the specific sdf (s) /application (s) needs to be excluded from the total consumed usage of the IP-CAN session / TDF session. 
Note: Second option (2) can be further optimized by requesting PCEF / TDF to report only the usage(s) for the specific Monitoring key (s) its usage must to be excluded from the total consumed usage of the IP-CAN session / TDF session.
6.3.4
Alternative Solution W: PCEF/TDF based counting by re-using key issue 1 solution " Multiple Monitoring key within a PCC/ADC Rule"

The solution shall re-use the principles defined in key issue 1 solution "Multiple keys for a single rule" by instructing the PCEF / TDF to not include a PCC / ADC rule in the usage monitoring of the IP-CAN / TDF session traffic by assigning a (session) monitoring key to all rules in addition to their specific monitoring key except for those rule which are to be excluded from the IP-CAN / TDF session overall accumulation.

Note: In case of ADC Rules, this alternative solution is achieved by additionally assigning ADC Rule with Application Id for the traffic not counted toward any other Application Id for the specified session in order to correctly count session's traffic.
6.4 
Evaluation

Editor’s Note: This section will evaluate the alternative solutions.

6.5 
Conclusion

Editor’s Note: This section will provide conclusions with respects to preferred solution and what further specification work is required.
3GPP


