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Abstract of the contribution: Proposes SA2 discussion on Group Based Policy assumptions to further understanding intent of requirements.
Introduction
As part of the work for MTSC the Group based features (GROUP) has been introduced into Rel-12.

One objective of the Group BB as stated in the WID is:

·         Fulfil the group based policing requirements (22.368 clause 7.2.14.2).

In turn the extracted requirement from 22.368 states:

7.2.14.2
Group Based policing

The MTC Feature Group Based Policing is intended for use with a MTC Group for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
A maximum bit rate for the data that is sent/received by a MTC Group shall be enforced.
Discussion
The above stated requirements from SA1 do not contain any detail about the nature of an MTC Group nor does it make any restrictions that would guide SA2 in their work on a suitable solution. 

It is imperative that assumptions and limitations be made regarding the group membership framework that can lead to solutions that strike a balance that fulfills the requirements and does not unnecessarily bring major (i.e. revolutionary) impacts to the existing architecture.
For example, the work should clarify what assumptions can be made about the policy group members with respect to:
- whether the entire policy group remains  in the HPLMN or is roaming allowed
- location /geographic distribution of policy group members
- whether the access is always home routed (or may be using an GW in the VPLMN)

- whether multiple access types are in use (even in parallel)

- about the number of policy group members
- whether a UE can belong to more than one policy group
- means by which a UE is associated to a policy group
- whether all policy group members have the same HPLMN 
- number of GWs serving in one PLMN the APN used for the policy group
- whether policy group members are limited to the same APN or can use different APNs

Without a clear view on the acceptable limitations for group based policing there is a risk that this function may have an unnecessary large and possibly complex impact on the existing architecture. The potential exists that group members may select or be assigned to different PCEFs and PCRFs within HPLMN, VPLMN and Access Networks which will challenge the ability for accurate and timely measurement of aggregate MBR, policy decisions and enforcement actions.
In the context of Group Based Policing, the architectural scope should consider issues surrounding, but not limited to:

· Centralized or Distributed Architectural Approaches
· Method of policy group membership determination.
· Coexistence of individual subscriber and group policies
· 
Proposal

It is proposed as a way of working that SA2 discuss and agree on acceptable delimitations and scope for Group Based Policing before defining solution proposals.  The following text is proposed for TR 23.887, Machine-Type and other Mobile Data Applications Communication Enhancements.
Begin New Change
8.3
Key Issue – Group based Policy Control

8.3.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based policing can be used to enforce a policy for a group of MTC devices. This allows greater flexibility to the MTC application or MTC application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of MTC devices does not unduly load the network.

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.

8.3.2.x
Group Based Policing Assumptions and Limitations
In the context of Group Based Policing, the architectural scope should consider issues surrounding:

· Centralized or Distributed Architectural Approaches

· Method of policy group membership determination.
· Coexistence of individual subscriber and group policies

8.3.2.y
Architectural Assumptions
The following are the agreed architectural assumptions for defining overall architectural requirements:

Policy group members are associated to same HPLMN

Policy group members are associated to the same APN

A policy group member is associated to a maximum of one policy group per APN
· Bit rate measurement and enforcement for a policy group is within a common PCEF
Policy controls for individual policy group members should co-exist with the introduction of the any new group level maximum aggregate bit rate control.
It is assumed that the RATs via which the members of the group are connected is not taken into account in the group based policy control.
Editor’s Note:
The following remaining items for consideration are FFS.
- whether the entire policy group remains  in the HPLMN or is roaming allowed
- location /geographic distribution of policy group members

- about the number of policy group members

- means by which a UE is associated to a policy group

- whether a UE can belong to more than one policy group

8.3.3
Solutions
8.3.3.1
Solution : <Solution Title>

8.3.3.1.1
General

8.3.3.1.2
Impacts on existing nodes and functionality

8.3.3.1.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
End of Change
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