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Abstract of the contribution: Proposes some new requirements for SaMOG phase-2.
Discussion
From the UE perspective, it is preferable to put together a SaMOG phase-2 solution that takes into account and is based upon the current behavior of many UE implementations and thus minimize the necessary UE changes. So, the intention of this document is to briefly discuss how many UE implementations react to L2 and L3 attachment failures (over WLAN) and to take this behavior into consideration in the context of SaMOG phase-2.
After a UE selects and associates with an SSID, then:

· If the UE cannot successfully authenticate with the selected SSID, the UE attemps to select and attach to another SSID (e.g. to the next SSID in the list of preferred SSIDs). In other words, layer-2 failures always trigger access re-selection procedures in most (if not all) known UEs.
· After the UE successfully authenticates with the selected SSID (no layer-2 failure), the UE attempts to establish layer-3 (L3) connectivity. If L3 connectivity fails (e.g. the UE cannot get an IP address after some time), some UE implementations do not attempt to connect to another SSID but simply keep trying to establish L3 connectivity assuming the failure is temporary. In practice, this persistent behavior is typically not a big problem, unless the DHCP server is down. It is very common (especially in busy hotspots) to take some considerable delay until the DHCP server responds with an allocated IP address and other configuration data. 
Now, putting the above behavior in the context of SaMOG phase-2, we observe that
· If the requested APN and other PDN connectivity parameters are provided during the L3 establishment and a failure occures (e.g. the UE is not allowed to use SaMOG), some UE implementations are expected to keep trying the L3 establishment. The SaMOG solution should take this into account and make sure that L3 failures do not lead to lack of WLAN connectivity and bad user experience.
· If the requested APN and other PDN connectivity parameters are provided during the L2 establishment and a failure occures (e.g. the UE is not allowed to use SaMOG), then the athentication procedure will fail and the UE is expected to perform an SSID re-selection. In this case, the SaMOG solution is likely not required to take any actions.
As a conclusion:

· The requested APN and other PDN connectivity parameters can be provided to the Trusted WLAN either during the L2 establishment or during the L3 establishment. The solution should take into account how common UE implementations react to L2 and L3 connectivity failures, as described above.
Proposal

Based on the above discussion, the following requirement is proposed to be included to TR 23.852. 
8.1
Requirements

Editor’s Note: This sub-clause will contain the requirement(s) related to SaMOG Phase 2 study.
The solutions shall comply with the following Requirements:

· The SaMOG phase 2 solution (e.g. possibly with impact to the UE) shall be able to co-exist with the SaMOG Release 11 solution.

The solutions shall comply with one or more of the following requirements:
· For a UE, multiple simultaneous PDN connections over Trusted WLAN are supported, including the support for establishment of concurrent PDN Connections via 3GPP access and over WLAN. 

· For a UE, PDN Connectivity to EPC over Trusted WLAN concurrent with non-seamless WLAN offload is supported.
· The UE is capable of IP address preservation in case of mobility between a 3GPP access and a Trusted WLAN. The UE is capable to request IP address preservation per PDN connection in case of mobility between a 3GPP access and a Trusted WLAN.

· The UE is capable of signalling the requested APN over Trusted WLAN, and the UE is capable of receiving the selected APN over Trusted WLAN (e.g. in case the UE did not indicate an APN).

· The UE is capable of indicating whether it requests a PDN connection or a NSWO service over Trusted WLAN, and the UE is capable of receiving an indication of whether the granted service is a PDN connection or NSWO (e.g. in case the UE did not indicate the kind of service it was requesting).

· The solution should minimize the UE functional changes.
3GPP

SA WG2 TD


