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Introduction
This architecture alternative is based on enhancements of the IBCF functionality. 

Rather than registering the PBX users, the PBX IP-address and the user data is pushed from the HSS to the enhanced IBCF as well as to the S-CSCF where  the user profile is loaded. 

Both the IBCF and the SCSF subscribe to diameter update event notifications (Sh).

Based on the IP-PBX data received from the HSS, the IBCF can set up the security association. At this point, when an invite is received from or to the IP-PBX, the session set up can progress as specified in formats 24.229.

In practical terms the IMS architecture is enriched by:

· an enhancement to the Cx interface between the HSS and the S-CSCF (to include HSS Push functionality typical of the Sh interface), 

· a new diameter interface between the HSS and the IBCF (also possibly based on Cx) and 

· a SIP interface between the IBCF and the IP-PBX (UNI interface similar to Mm but with additional capabilities).

The mechanism that triggers the HSS to perform the above mentioned operations is for further study 

Proposed text for TR 23.897
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6
Solution Alternatives
6.X
enhanced IBCF

6.X.1
High level architecture

The architecture for the support of IP-PBX in static mode of operation based on enhancements to the IBCF is shown in Figure 6.X-1
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Figure 6.X-1: high level architecture with using an enhanced IBCF
Editor's Note: it is for further study what services besides routing are provided by the IMS to the IP-PBX users
6.X.1.1
eIBCF

The eIBCF terminates the Xya reference point from the HSS as well as the Xyb reference point towards the NGCN SIP connect 1.1 IP-PBX operating in Static Mode. 

The eIBCF also supports the establishment of security association and can handle request URI in the format specified in TS 24.229 for GINI.

6.X.1.2
Cx’ reference point

The Cx reference point between the HSS and the S-CSCF is also enhanced in order to support reception of information pushed by the HSS.

6.X.2
Session setup

Figure 6.X-2 shows the IP-PBX session set up procedures
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1-2. The HSS pushes the diameter IP-PBX data to the eIBCF. This data include the IP address of the IP-PBX, the IP-PBX name, the number blocks assigned to the PBX as well as the IP-PBX certificates used to established a security association with TLS.

Editor’s Note: It is for further study what trigger is used for the HSS to initiate this procedure. 
3-4. The HSS also pushes the IP-PBX data to the S-CSCF. This completes the registration simulation procedures on the S-CSCF side.
Editor’s Note: the complete set of data that needs to be sent by the HSS is for further study. Also how the information is used is for further study.
5-6. The eIBCF subscribes to user profile updates 

7-8. The S-CSCF subscribes to the user profile updates 

9. 
A security association using TLS is set up between the IMS and the IP-PBX
10.
The IP-PBX in static mode of operation performs a DNS query which returns the address of the eIBCF or the IP-PBX is provisioned with the eIBCF IP-address.
11.
The S-CSCF sets up the service profile for the IP-PBX.
Editor's note: it needs to be determined if HSS interaction is required
12.
the IP-PBX user sets up a call

13.
The eIBCF progresses the session as per 24.229 [x].
12.
The IMS receives a call for the IP-PBX 

13.
The S-CSCF progresses the session as per 24.229 [x].
6.X.3
PBX is deleted in the HSS
As no registration of the IP-PBX users takes place in this alternative, the HSS must inform the S-CSCF and the eIBCF when the PBX is deleted. Deregistration equivalent procedure,  consisting  in the S-CSCF and eIBCF deleting the IP-PBX service profile must be performed.
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