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Abstract of the contribution: This contribution includes the procedures for fixed BBF device and WLAN UE NSWO. It is based on the TR 23.839 procedures with addition of the AAA accounting and Gy interaction
1. Proposal
Insert the text in the TR.
X.1
Procedures for fixed BBF device and WLAL UE NSWO
Editor's note:
This clause will identify the requirements and assumptions for convergent Policy QoS and charging for fixed BBF device and WLAL UE NSWO
X.1.1
General
For the dynamic QoS for fixed access session the following requirements shall be supported:
-
interaction between PCRF and  the IP Edge PCEF with session establishment.
-
policy change requests originated from Applications Function after session establishment.
-
policies apply to individual fixed access sessions.
-
policy evaluation is triggered by the change in state of an fixed access session.

The IP Edge PCEF binds the  RG IP subscriber session with the Gxd IP CAN session
In the RG NAT’d/routed mode there is a single  RG IP subscriber session for all devices connected to the RG (NAT case, routed mode)

The IP Edge PCEF binds the WLAN UE/NSWO IP subscriber session connected to the RG (no NAT/bridged mode) with the Gxd IP CAN session. 

X.1.2
Provisioning Default QoS for BBF IP subscriber sessions
Default QoS is installed in the IP EDGE PCEF as part of the access session setup as follows:

1.
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the IP EDGE PCEF.

NOTE 1:
Step (1) is defined by BBF and is out of the scope of 3GPP.
2.
Once the access session has been authenticated, and the IP address has been sent successfully the BBF device the IP subscriber session is fully established.

3. The IP Edge PCEF  initiates the Gxd IP CAN session establishment  with the PCRF.  If the IP Edge PCEF received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF.

4.
The PCRF sends teh QoS and charging rules, including default QoS, and to the IP EDGE PCEF
NOTE 3:
The PCRF may override the QoS received from the IP Edge PCEF
5. The IP Edge PCEF bins the IP subscriber session and Gxd IP CAN session 

Editor's note:
The definition of parameters included in Default QoS for fixed access session is FFS. Such parameters will be checked with BBF.
X.1.3
IP-CAN Session Establishment
This clause describes the signalling flow for Gxd IP‑CAN Session establishment. The session is initiated after the BBF device has been authenticated and assigned an IP@ per BBF specifications that out of scope in 3GPP.
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Figure 7.4.2-1: BBF Device and WLAL UE NSWO  Initial Attach
1.
BBF device, e.g. by RG initiates a BBF access session. The BBF access line authentication is performed as specified by BBF. As part of this step, the BBF AAA may provide Default QoS to the IP EDGE PCEF. The IP EDGE PCEF assigns the IP address to the BBF device. This step is BBF specific and as such out of scope of this specification.

2.
The IP EDGE PCEF/PCEF triggers the establishment of the IP-CAN session with the PCRF. The message includes the subscription-ID, the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscribe priority per WT-134 and WT-146 requirements.

Editor's note:
For WLAN UE the default QoS may include the APN
3.
The PCRF obtains the subscriber's profile related to the BBF device.
4.
The PCRF makes policy decision and derives QoS and charging rules. The PCRF may change the default QoS of the subscriber it received from the PCEF. In this step the PCRF sends the decision(s) to the IP Edge PCEF.. The PCRF may include the following information: Default QoS, the QoS Rules and the Event Triggers to report. The Event Triggers indicate to the IP EDGE PCEF what events must be reported to the PCRF.
5.
The PCRF provisions the QoS rules at the PCEF.

6.
This step is BBF specific. The IP Edge PCEF communicates with other network elements in the BBF access network per BBF specifications.

7. The IP Edge PCEF initiates the account start message to the AAA

7’: The IP Edge PCEF initiates the Gy session establishment with the OCS

Editor's note:
The list of IEs exchanged between the PCEF and the OCS is FFS
X.1.4
PCRF Initiated IP-CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by PCRF. The AF can be involved.
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Figure 7.4.3.-1: PCRF initiated IP-CAN Session Modification
1a.
The AF requests QoS resource authorization. The request includes the bandwidth requirements, media type, session priority and other information per TS 23.203.

1b.
The SPR notifies the PCRF when the user's profile changes.

Alternatively, the PCRF may initiate this procedure based on PCRF internal logic.

2-3.
the PCRF makes policy decisions and determines the QoS and policy rules (QCI, UL/DL max/minimum or guarantee Bitrate and priority for the service) and the Event Triggers to report. The Event Triggers indicate to the IP EDGE PCEF what events must be reported to the PCRF.
4.
The IP Edge PCEF responds with an acknowledgment.
5.
The IP Edge PCEF enforces the QoS rules.
NOTE 1:
How the IP Edge PCEF performs QoS enforcement in the BBF is out of the scope of 3GPP.
NOTE 2:
The IP Edge PCEF performs the mapping between the QoS rules and the parameters specific in BBF network.
6.
The IP Edge PCEF communicates with other entities in BBF access per BBF specifications.

X.1.5
IP Edge PCEF Initiated IP-CAN Session Modification
This clause is related to IP-CAN session modification for BBF access session initiated by IP EDGE PCEF. The procedure is applicable when the IP EDGE PCEF makes a decision to request a modification of QoS rules. The trigger to start the modification procedure by IP EDGE PCEF can be a provisioned event-trigger by the PCRF or a BBF specific trigger.
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Figure 7.4.4-1: IP EDGE PCEF/PCEF IP-CAN Session Modification

1.
The IP EDGE PCEF may receive a trigger to modify an access session due to partial network failure, failure to enforce a QoS rule or other BBF specific triggers per BBF specification that are out of scope of 3GPP.

2.
The IP EDGE PCEF may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF are detected. The message includes the Event Report and affected QoS Rules.
3.
The PCRF makes policy decisions and derives new or modified PCC rules.
Editor's note:
Whether additional parameters are required for BBF access session is FFS.
4.
The PCRF provisions QoS rules at the IP EDGE PCEF/PCEF.
5.
The IP EDGE PCEF/PCEF enforces the PCC rules.
NOTE 1:
How the IP EDGE PCEF performs QoS rules  enforcement in the BBF is out of the scope of 3GPP.
NOTE 2:
The IP EDGE PCEF performs the mapping between the QoS rules and the parameters specific in BBF network. This mapping is out of scope of 3GPP
6.
The IP EDGE PCEF/PCEF may respond to the session modification trigger per BBF specification.

X.1.6
IP EDGE PCEF/PCEF initiated IP-CAN Termination

This clause is related to termination of the IP-CAN session for BBF access session initiated by IP EDGE PCEF. The procedure is applicable when BBF access session is terminated, the trigger for start the termination by IP EDGE PCEF is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP.
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Figure 7.4.5-1: IP EDGE PCEF/PCEF Initiated IP-CAN Session Termination

1.
The IP EDGE PCEF/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (both external and internal to the IP EDGE PCEF) for example due to termination of session, power off of RG, etc.

NOTE 1:
How the IP EDGE PCEF detects or is informed that BBF access session is terminated is BBF specific and is out of the scope of 3GPP.
2.
The IP EDGE PCEF/PCEF initiates the IP-CAN Session termination procedure.

3.
The PCRF identifies the affected rules.
4.
The PCRF notifies the AF about loss of transmission.
5.
The IP EDGE PCEF/PCEF removes the rules.
6.
The PCRF acknowledges the termination of the session.
7.
The IP EDGE PCEF/PCEF responds to the session termination request per BBF specifications.

8.
The PCEF sends the account stop msg to the AAA per WT-146

8’
The PCEF initiates the Gy session termination with the PCEF per 23.203

X.1.7
Update of the subscription information in the PCRF
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Figure 7.4.6-1: Update of the subscription information in the PCRF
1)
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2)
The SPR notifies the C-PCRF of the profile change provided the C-PCRF subscribes to notification event(s).

3)
The PCRF responds to the SPR notification message.

4)
The PCRF stores the updated profile.

5)
The PCRF indentifies the rules affected and derives new/modified ones.

6)
The PCRF initiates the IP-CAN Session Modification procedure per clause towards the IP EDGE PCEF PCEP if BBF access or 3GPP UEs are affected.

form change history:

v1.13.1: minor changes resulting from discussions at CT#41 & SA#41

v1.13.0: mods to enforce linkage amongst stages 1, 2, 3

draft mods Scarrone-Meredith 2008-07 ff

v1.12.1: removes revision marks following approval at SP-29
v1.12.0: includes provision for Study Items (SP-29)

v1.11.0: includes those changes from v1.8.0 agreed at SP-25.


v1.10.0: full circle

v1.9.0: a clean sheet

v1.8.0: includes comments from SA#24 

v1.7.0: includes comments from RAN, CN and T #24; also includes “early implementation” data

v1.6.0: includes comments made during review period prior to TSGs#24

v1.5.0: includes comments made at TSGs#23 (Phoenix)

v1.4.0: offered to SA#23 for approval

v1.3.0: offered to CN#23, RAN#23 and T#23 for comments

DRAFT4 v1.3.0: 2004-03-09: Incorporation of comments from Leaders list

DRAFT3 v1.3.0: 2004-02-19: Incorporation of comments from MCC members

DRAFT2 v1.3.0: 2004-01-29: Complete redraft:

v1.2.0: 2002-07-04: "USIM" box changed to "UICC apps"

2003-05-28: spelling of “rapporteur” corrected

2002-07-04: "USIM" box changed to "UICC apps"

_1402769768.doc
 
[image: image1]

















































































































































































8’: Gy Session Termination/Ackn











4. Notify – transmission loss 







5. Remove Rules







Fixed Broadband Access Network















2. IP CAN Session  Termination 











BBF Device







1. Trigger







AF







7. Response







6. IP CAN Session  Modification Ackn







3. Identify Policy rules







  BBF     AAA







PCRF







AAA







8. Account Stop







OCS







BNG/ PCEF







RG




















_1402771642.doc
 
[image: image1]













































































































































































7' Gy Session Establishment/Ack







        1. Authentication, IP@ Allocation, default QoS 











 6. Enforce policies











Fixed Broadband Access Network















2. IP CAN Session Establishment







3. Subscriber profile







BBF Device











SPR











5. IP CAN Session Establishment







4. Policy Decision







BBF AAA







PCRF







AAA







OCS











BNG/ PCEF







RG







7. Account start
















_1383555659.doc
 
[image: image1]













































































































































































AF















1b. Update Subscription info











Fixed Broadband Access Network















3. IP CAN Session Modification











BBF Device







5. Enforce Policy Rules







SPR







6. BBF  procedure 







4. IP CAN Session Modification Ackn







2. Policy Decision







BBF AAA







PCRF



















BNG/ PCEF







RG







1a. Application Service Info
















