SA WG2 Temporary Document

Page 1

SA WG2 Meeting #92
S2-123041
Barcelona, Spain - 09 - 13 July 2012
(revision of S2-12xxxx)
Source:
Huawei, Hisilicon 
Title:
General architecture assumptions for Trusted WLAN access
Document for:
Approval
Agenda Item:
8.3.2 
Work Item / Release:
P4C-TI
Abstract of the contribution: As the analysis in the presentation slides S2-12xxxx, there could be several QoS interworking architecture options for the Trusted WLAN access. But before the detail architecture discussion and decision, it’s valuable to define the general architecture assumptions for Trusted WLAN access.    
Discussion
Fix access authentication 
Different from S2b and S2c case, 3GPP access authentication based on EAP-AKA’ is mandatory for Trusted WLAN access. No IKEv2 based tunnel authentication will be used for Trusted WLAN access. This is the pre-condition when work for the QoS interworking architecture for Trusted WLAN access.  
QoS enforcement in fix access 
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Figure 1 Trusted WLAN Access Network functional split
For the above Trusted WLAN Access network functionality, as the termination of S2a interface, the TWAG could be located in different network element, could be stand alone network element, integrated with BNG or resides in other network element such as RG etc.  

BNG should execute the QoS enforcement in fix access independent with which element TWAG resides in, since it’s BNG but not others who is aware the whole fix resource condition.
It’s also need to clarify that when BNG is integrated with TWAG, the integrated TWAG/BNG executes the policy enforcement in the fix access.

QoS parameter translation  

For the QoS interworking for S2b and S2c in rel-11, the agreement is that BPCF will translates the QoS rule received into access specific QoS parameters applicable in the BBF domain.

For the Trusted WLAN access in rel-12, it’s still FFS which element will do the QoS parameters translation, it’s still depends on the architecture selected (e.g, for QoS provision via S2a, BNG may need do the QoS parameter translation). 
Architecture and Functional reference 
It’s also proposed to clarify that the rel-11 specified details in section 16 of TS 23.402 for the UE not impacted SaMOG should be referred for the study of QoS interworking of Trusted WLAN access.
Proposal
It is proposed to include the following text to section 8.1.x of 23.839 (as Building Block VI) 
8      Building Block IV: Policy and Charging Control for 3GPP UEs connected to BroadBand Forum access network as Trusted network in Interworking scenario 
8.1
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions for Building Block IV P4C-TI.
8.1.X  General architecture assumptions

General architectural assumptions:

-
3GPP-based access authentication EAP- AKA' is mandatory to be performed for Trusted WLAN access.

-  The BNG is the policy enforcement point for QoS in the fixed access when BNG receives policies.

NOTE 1:
when BNG is integrated with TWAG, the integrated TWAG/BNG executes the policy enforcement in the fix access. 

-  The BBF network element (BNG or BPCF) shall be able to perform the appropriate mapping from 3GPP mobile QoS parameters to BBF specific parameters.
-  The Architecture and Functional Description of Trusted WLAN access are defined in details in TS 23.402[3]. 
Editor's note:
whether what defined in TS 23.402 [3] for Trusted WLAN access needs further enhancement or modification is FFS.
3GPP
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