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Abstract of the contribution: This document addresses a situation where VPLMN is E-UTRAN-capable, UE of an inbound roamer is E-UTRAN capable, but an E-UTRAN roaming agreement is NOT in place and only a UTRAN/GERAN roaming agreement is in place. This document shows problematic scenarios that inter-RAT handover, release with redirection, or fast redirection between E-UTRAN and UTRAN/GERAN triggers, and then proposes a solution.
1. Introduction
GSMA IREG has been addressing the same situation. This paper elaborates problematic scenarios and proposes a solution for some of those.

2. Discussion
2.1. Situation
The situation, which is the same as in GSMA IREG, is as follows:
(a) VPLMN deploys E-UTRAN and UTRAN, but E-UTRAN is for their subscribers and not for inbound roamers; an E-UTRAN roaming agreement is NOT in place between PLMNs. The Gp-interface connects VPLMN SGSN and HPLMN GGSN. The S8-interface is NOT in place. (b) An inbound roamer uses an E-UTRAN capable UE for UTRAN roaming.
2.2. Problematic scenarios
We have found four problematic scenarios as follows:
Problematic scenario 1: Inter RAT handover from UTRAN to E-UTRAN
(1) For the UE, the source RNC initiates an Inter-RAT handover to E-UTRAN and sends a Relocation Required message to the source SGSN. (2) The Inter-RAT handover continues and, at last, the UE sends a HO to E-UTRAN Complete message to the target eNodeB. (3) The UE sends a TAU Request message through eNodeB to MME. (4) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (5) The UE adds the TA to the forbidden TA list and switches to UTRAN. (6) The steps (1) and (2) occur. (7) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (8) The steps (6) and (7) repeat.
NOTE: The cause value #15 is used, according to GSMA IR.88.
The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signalling traffic for RNC, SGSN, eNodeB, MME, and S-GW of VPLMN.
Problematic scenario 2: Inter RAT handover from UTRAN to E-UTRAN, 23.401 Annex D type (pre-Rel-8 SGSN)
(1) For the UE, the source RNC initiates an Inter-RAT handover to E-UTRAN. The source RNC may be configured to use RNC IDs instead of eNodeB IDs to identify a target eNodeB. The source RNC sends a Relocation Required message to the old Gn/Gp SGSN of pre-Rel-8. (Note: For the old Gn/Gp SGSN of Rel-8 onwards, the same discussion with the above scenario 1 applies.) (2) The old Gn/Gp SGSN sends a Forward Relocation Request message to the new MME. (3) The new MME sends a Create Session Request message, with P-GW related IEs being replaced by GGSN equivalents, to the S-GW. (4) The Inter-RAT handover continues. The UE sends a HO to E-UTRAN Complete message to the target eNodeB. (5) The Inter-RAT handover further continues. The S-GW sends a Modify Bearer Request message to the GGSN. That request fails. (6) The steps from (1) to (5) repeat.
The above problematic scenario causes frequent service disruptions for an inbound roamer and unnecessary signalling traffic for RNC, SGSN, MME, and S-GW of VPLMN.
Problematic scenario 3: Inter RAT release with redirection from UTRAN to E-UTRAN
(1) The source RNC sends an RRC Connection Release message with a Redirection info IE to the UE. The Redirection info IE contains an Inter-RAT info IE being set as E-UTRA. (2) The UE switches to E-UTRAN. (3) The UE sends a TAU Request message through eNodeB to MME. (4) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (5) The UE adds the TA to the forbidden TA list and switches to UTRAN. (6) The steps (1) and (2) occur. (7) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (8) The steps (6) and (7) repeat.
NOTE: The cause value #15 is used, according to GSMA IR.88.

The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signaling traffic for RNC of VPLMN.
Problematic scenario 4: Fast redirection from UTRAN to E-UTRAN
(1) Prior to sending a Service Request message, the UE sends an RRC Connection Request message with a Pre-Redirection info IE being set as Support of E-UTRA FDD(or Support of E-UTRA TDD) to an RNC. (2) The RNC sends an RRC Connection Reject message with a Redirection info IE to the UE. The Redirection info IE contains an Inter-RAT info IE being set as E-UTRA. (3) The UE switches to E-UTRAN. (4) The UE sends a TAU Request message through eNodeB to MME. (5) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (6) The UE adds the TA to the forbidden TA list and switches to UTRAN. (7) The steps from (1) to (3) occur. (8) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (9) The steps (7) and (8) repeat.
NOTE: The cause value #15 is used, according to GSMA IR.88.
The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signaling traffic for RNC of VPLMN.
2.3. Proposed solution
For problematic scenarios 1, we propose a solution as follows:
There already exists the E-UTRAN Service Handover IE, which may be sent from SGSN to RNC and can prevent RNC from doing step 1 of the above scenarios. However usage condition of that IE in case of roaming needs to be clearly described.
It is proposed to leave it to implementation how the source SGSN derives EPS is not allowed for the UE, since there are already different implementations.
The below other alternatives are less preferred:

· Other alternative 1: “SGSN sets the cause code “Relocation Target not allowed (50)” in Relocation Preparation Failure message.” -> In TS 25.413, 8.6.2, there is a text “The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall decide whether to initiate an intra-system Relocation or an inter-system handover.” Basically RNC shall be informed of necessary information beforehand.
· Other alternative 2: to use RFSP/SPID -> CT1, RAN3, and SA2 discussed in 2009; after comparison of alternative solutions incl. this alternative, a new IE was introduced and that was named “E-UTRAN Service Handover IE”. See Annex in detail.
Proposed summary of change to TS 23.060 is: For a roamer, if the VPLMN has no roaming agreement on E-UTRAN with the HPLMN, SGSN shall properly set E-UTRAN Service Handover IE in RAB Assignment Request to RNC.
For problematic scenario 2, we have found no solution. The problematic scenario 2 allows the old Gn/Gp SGSN of pre-Rel-8. It is recommended either to upgrade such pre-Rel-8 SGSN to post-Rel-8 or to introduce non-standardize solution.
For problematic scenario 3, we propose a solution, the same solution for scenario 1.
In addition, CR is needed in RAN3 TS with regards to reflection of E-UTRAN Service Handover IE onto Redirection Info IE.
For problematic scenario 4, we have found no solution. According to discussion among CT1 and RAN2 in 2009, See Annex in detail, we expect operators either implement a non-standard mechanism or don’t use fast redirection at all.
2.3.1. Consideration for GERAN: Inter RAT handover/release with redirection from GERAN to E-UTRAN
An analogous discussion applies. For problematic scenarios 1 and 3, instead of the E-UTRAN Service Handover IE, the Service UTRAN CCO IE applies.
Proposed summary of change to TS 23.060 is: For a roamer, if the VPLMN has no roaming agreement on E-UTRAN with the HPLMN, SGSN shall properly set Service UTRAN CCO IE in Create BSS Packet Flow Context Request to BSS.
2.3.2. Consideration for mirroring of the setting during relocation/handover from an RNC/BSS to another RNC/BSS
For problematic scenarios 1 and 3, in order to restrict Inter RAT handover/release with redirection from UTRAN/GERAN to E-UTRAN after sequential relocation/handover from an RNC/BSS to another RNC/BSS, the setting with regards to the E-UTRAN Service Handover IE and to the Service UTRAN CCO IE needs to be mirrored between RNCs/BSSs. And that needs to be clearly described.
Proposed summary of change to TS 23.060 is: For a roamer, if the VPLMN has no roaming agreement on E-UTRAN with the HPLMN, SGSN shall properly set E-UTRAN Service Handover IE in Relocation Request to RNC.
As far as mirroring of the setting during handover from RNC to BSS, or from BSS to RNC, or from BSS to BSS is concerned, CRs are needed in GERAN TS (e.g. TS 43.129) with regards to setting of: (a) Service UTRAN CCO IE in PS-HANDOVER-REQUEST to BSS, and (b) E-UTRAN Service Handover IE in Relocation Request to RNC.
3. Proposal
It is proposed to approve accompanying CRs S2-123024~7 for TS 23.060 that deal with problems this paper has elaborated in the above. (Please check “shall” or “should” and applied Releases.)
It is proposed to approve accompanying CRs S2-123028~31 for TS 23.401 that deal with problems that occurs where only an E-UTRAN roaming agreement is in place but a UTRAN/GERAN roaming agreement is NOT in place, if such agreements are considered reasonable. (Please check “shall” or “should” and applied Releases.)
It is proposed to approve an accompanying LS S2-123032 and send it to RAN3 and GERAN2 to request necessary changes in their TS.

It is proposed to approve an accompanying LS S2-123033 and send it to GERAN1 to request necessary changes in their TS.
It is proposed to send an LS to GSMA IREG, once SA2 gets responses from RAN3, GERAN2, and GERAN1, to inform of the status of 3GPP specs.

Annex (information): related past discussion

A1. Discussion on a Scenario 1 among CT1, RAN3, and SA2 in 2009
[April 2009, CT1#58] A discussion paper C1-091748 dealt with a scenario: “Subscribers whose HPLMN only supports pre-REL8 system and roamed into REL8 network. The subscriber uses both E-UTRAN and UTRAN/GERAN capable handset and insert his USIM into the MS. The subscriber is allowed to access to UTRAN/GERAN but not allowed to E-UTRAN depending on operator policy or roaming contract between operators.”

It was concluded that, for UE in IDLE mode, cause #15 is to be used for TAU reject; no change in CT1 spec is needed. For UE in CONNCTED mode, a draft LS C1-092144 was written, asking RAN3 to consider a necessary mechanism to prevent inappropriate Inter-RAT HO. It was revised to C1-092235, which was agreed and sent to RAN3.

[May 2009, RAN3#64] An LS (R3-091332=C1-092235) came in. R3-091223 is another discussion paper, comparing solution alternatives; a solution based on a new IE, reuse of Service Handover IE, or reuse of SPID (note: RFSP index is E-UTRAN equivalent of SPID).
Conclusion was CR R3-091490, which newly introduced E-UTRAN Service Handover IE. An LS (R3-091489) was sent to CT1 and SA2.

[June 2009, CT1#59] The LS (C1-092311=R3-091489) was received and noted.

[July 2009, SA2#73] The LS (S2-093881=R3-091489) was received and noted.

A2. Discussion related to Scenario 4 among CT1 and RAN2 in 2009
[November 2009, CT1#62] A discussion paper C1-095017 dealt with a scenario: “In UTRAN, there is a mechanism to redirect the UE from the UTRAN to the E-UTRAN at AS layer as specified in TS25.331.... There is, however, the problem in this redirection mechanism if the UE is not allowed to access the E-UTRAN due to subscription, i.e. subscription prohibits the use of E-UTRAN as specified in TS23.008.”
It was concluded RAN2 was considered to be the place to discuss.
[November 2009, RAN2#68] A CR proposed to add a note "NOTE 3: The UTRA shall not send RRC CONNECTION REJECT message to direct the UE to another system for which the UE has no subscription.", but was rejected.
Conclusion was “Agree that the RNC should not redirect such a UE to LTE in order to avoid ping-pong but assume no action from specification point of view.”
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