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1 Introduction
During last SA2 meeting, the requirements for R12 SaMOG are defined in TR23.852:
The solutions shall comply with the following Requirements:

1) The SaMOG phase 2 solution (e.g. possibly with impact to the UE) shall be able to co-exist with the SaMOG Release 11 solution.

The solutions shall comply with one or more of the following requirements:

2) For a UE, multiple simultaneous PDN connections over Trusted WLAN are supported, including the support for establishment of concurrent PDN Connections via 3GPP access and over WLAN. 

3) For a UE, PDN Connectivity to EPC over Trusted WLAN concurrent with non-seamless WLAN offload is supported.

4) The UE is capable of IP address preservation in case of mobility between a 3GPP access and a Trusted WLAN. The UE is capable to request IP address preservation per PDN connection in case of mobility between a 3GPP access and a Trusted WLAN.

5) The UE is capable of signalling the requested APN over Trusted WLAN, and the UE is capable of receiving the selected APN over Trusted WLAN (e.g. in case the UE did not indicate an APN).

6) The UE is capable of indicating whether it requests a PDN connection or a NSWO service over Trusted WLAN, and the UE is capable of receiving an indication of whether the granted service is a PDN connection or NSWO (e.g. in case the UE did not indicate the kind of service it was requesting).
2 Discussion
In the solution, there is an assumption that Non-seamless WLAN offload can be dealt with as a special PDN connection. The 3GPP specific parameters from UE are sent via DHCP message.
The following changes are proposed to be added to TR 23.852.
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8.2.X Solution X: DHCP-based Solution

8.2.x.1 Functional Description
Editor's Notes: It should be described whether and how the solution fulfils the requirements in Subclause 8.1.
The following is the overview of the solution.
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Table 8.2.X.1-1: Solution overview

In this solution, EAP does not need to be enhanced.

8.2.x.2 Procedures
Editor's Notes: The call flows are described in this subclause.
8.2.X.2.1 Initial Attach in WLAN on S2a

8.2.X.2.1.1 Initial Attach in WLAN on GTP S2a
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Figure 8.2.X.2.1.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The scenario is defined as the TWAG using the layer 3 attach request, including a DHCPv4 or DHCPv6 message, sent by the UE as the attach trigger. 

1. The step is same as step 1 in TS 23.402 [3] clause 16.2.1. 

2.
In this step, authorized indication for whether access to EPC via S2a or the use of NSWO or both is also returned to the TWAN as specified in R11.
3.
The UE shall send a DHCPv4 request as per IETF RFC 2131 [9]，or DHCPv6 request as per IETF RFC3315[20] to TWAN, including requested APN, indication for whether access to EPC via S2a or the use of NSWO.

TWAN may decide that UE is R12 by received requested APN or indication for whether access to EPC via S2a or the use of NSWO, and TWAN shall give a negotiated UE release which is supported by both UE and TWAN.

TWAN determines based on HSS/AAA authorized indication and/or pre-configured information and UE’s indication whether or not to establish S2a. If the TWAN determined that S2a shall not be used steps 4-8 are skipped. Instead, the TWAN assigns an IPv4 address and/or IPv6 prefix from its local address pool to the UE (depending on the L3 attach request in step 3) and forwards the traffic without traversing EPC.
If UE doesn’t send APN to TWAN, TWAN implements following operation:

1)   If the TWAN determined that S2a shall not be used steps 4-8 are skipped. Instead, the TWAN assigns an IPv4 address and/or IPv6 prefix from its local address pool to the UE (depending on the L3 attach request in step 3) and forwards the traffic without traversing EPC. 
2)   If the TWAN determines that S2a shall be used, TWAN shall request to PDN GW for an IPv4 address and/or IPv6 prefix and PDN GW shall return an IPv4 address and/or IPv6 prefix to the TWAN during steps 4-8. 

If UE sends UE requested APN to TWAN, and the TWAN determines that S2a shall be used, and steps 4-8 is implemented. 

4.  The TWAN sends a Create Session Request message(UE release) to the PDN GW
5. The step is same as step 4 in TS 23.402[3] clause 16.2.1.
6.
The selected PDN GW indicates the UE release to 3GPP AAA Server. 3GPP AAA Server shall decide that whether or not update PDN identification by UE release. If 3GPP AAA Server decides to update PDN GW identity, 3GPP AAA Server shall update PDN GW identity to HSS.

7-8. The steps are same as steps 6-7 in TS 23.402[3] clause 16.2.1.
9-10. TWAN shall return DHCP response message to UE, including indication for whether access to EPC via S2a or the use of NSWO to UE.UE can determine that the TWAN is R12 based on indication for whether access to EPC via S2a or the use of NSWO from TWAN.

R12 UE can determine that the TWAN is R11 if it doesn’t receive indication for whether access to EPC via S2a or the use of NSWO from TWAN. After UE determine that the TWAN is R11, it shall not initiate specific procedure which is only supported in R12 TWAN, e,g. additional PDN connection, or handover procedure. 

For DHCPv4, step 9a and 10a are implemented. For DHCPv6, step 9b and 10b are implemented. 

8.2.X.2.1.2 Initial Attach in WLAN on PMIP S2a
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Figure 8.2.X.2.1.2-1: Initial attachment in WLAN on PMIP S2a for roaming, LBO and non-roaming scenarios

The procedure is similar to GTP S2a call flow in clause 8.2.X.2.1.1, with the following differences:

-
Step 4 is a Proxy Binding Update. The parameters in the Proxy Binding Update message are same as step 4 in clause 8.2.X.2.1.1.

-
Step 7 is a Proxy Binding Acknowledgement. The parameters in t he Proxy Binding Acknowledgement message are same as step 6 in clause 8.2.X.2.1.1.
8.2.X.2.2 UE-initiated Connectivity to Additional PDN
Editor's Notes: The procedure is FFS.
8.2.X.2.3 Detach and PDN disconnection in WLAN on S2a
8.2.X.2.3.1 Detach and PDN disconnection in WLAN on GTP S2a
8.2.X.2.3.1.1 UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a
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Figure 8.2.X.2.3-1: UE/TWAN Initiated Detach and UE/ TWAN requested PDN Disconnection on GTP S2a

1. If the PDN Type is IPv4, UE releases the IPv4 address using DHCPv4 release message or IPv4 address lease time expires in TS23.402 [3] clause 16.3. And if the PDN Type is IPv6, UE releases the IPv6 address using DHCPv6 release message or IPv6 address lease time expires 
2-6. Same as the steps 2-6 in TS23.402 [3] clause 16.3.1.1.

8.2.X.2.3.1.2 HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a
Same as the procedure for SaMOG R11, refer to TS23.402 [3] clause 16.3.1.2.
8.2.X.2.3.2 Detach and PDN disconnection in WLAN on PMIP S2a
8.2.X.2.3.2.1 UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on PMIP S2a
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Figure  8.2.X.2.3.2.1-1: UE/TWAN Initiated Detach and UE/ TWAN requested PDN Disconnection on PMIP S2a
The procedure is similar to GTP S2a call flow in clause 8.2.X.2.3.1.1, with the following differences:

-
Step 2 is a Proxy Binding Update. The parameters in the Proxy Binding Update message are same as step 2 in clause 8.2.X.2.3.1.1.

-
Step 5 is a Proxy Binding Acknowledgement. The parameters in t he Proxy Binding Acknowledgement message are same as step 5 in clause 8.2.X.2.3.1.1.
8.2.X.2.3.2.2 HSS/AAA Initiated Detach Procedure in WLAN on PMIP S2a
Same as the procedure for SaMOG R11, refer to TS23.402 [3] clause 16.3.1.2.
8.2.X.2.4 PDN GW initiated Resource Allocation Deactivation in WLAN on S2a

Same as the procedure for SaMOG R11, refer to TS23.402 [3] clause 16.4.
8.2.X.2.5 Dedicated bearer activation in WLAN on GTP S2a

Same as the procedure for SaMOG R11, refer to TS23.402 [3] clause 16.5.
8.2.X.2.6 Network-initiated bearer modification in WLAN on GTP S2a

Same as the procedure for SaMOG R11, refer to TS23.402 [3] clause 16.6.
8.2.X.2.7 Handover from 3GPP Access to Trusted WLAN Access

8.2.X.2.7.1 Handover from 3GPP Access to Trusted WLAN Access on GTP S2a
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Figure 8.2.X.2.7.1-1: Handover from 3GPP Access to Trusted WLAN Access on GTP S2a
1-3) These steps are the same as steps 1-3 in TS 23.402 [3], clause 8.2.2.
4.  The UE shall send a DHCPv4 request as per IETF RFC 2131 [9], or DHCPv6 request as per IETF RFC3315[20] to TWAN, with “requested IP address” option filled in with UE assigned address before handover in DHCPv4 Discover message or assigned address before handover included in DHCPv6 Confirm message. 

   TWAN shall determine IP address preservation by 'requested IP address' option (DHCPv4) or confirm message (DHCPv6).

5. The TWAN sends a Create Session Request (Handover Indication) message to the PDN GW. The TWAN sets the 'Handover Indication' by the determination in step 4 to allow the PDN GW to re-allocate the same IP address or prefix that was assigned to the UE while it was connected to the 3GPP IP access and to initiate a IP CAN Session Modification Procedure with the PCRF.
6-7) These steps are same as steps 7A-7B in TS 23.402 [3], clause 8.2.2

8. The PDN GW responds with a Create Session Response to the TWAN. The Create Session Response contains the IP address and/or the prefix that was assigned to the UE while it was connected to the 3GPP IP access.
9. GTP tunnel is setup between TWAN and PDN GW.

10-12. TWAN shall return DHCP response message with IP address in step 8 to UE. For DHCPv4, steps 10-11 are implemented. For DHCPv6, step 12 is implemented.

13. For connectivity to multiple PDNs, the UE establishes connectivity to all the PDNs that are being transferred from 3GPP access besides the PDN connection that was established in the steps 1-12. It refers to the additional PDN establishment procedure.
14.
The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in clause 5.6.2.2 in TS 23.402 [3] for PMIP S5/S8 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [6], clause 5.4.4.1 for GTP-S5/S8.
8.2.X.2.7.2 Handover from 3GPP Access to Trusted WLAN Access on PMIP S2a
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Figure 8.2.X.2.7.2-1: Handover from 3GPP Access to Trusted WLAN Access on PMIP S2a
The procedure is similar to GTP S2a call flow in clause 8.2.X.2.7.1, with the following differences:

-
Step 5 is a Proxy Binding Update. The parameters in the Proxy Binding Update message are same as step 5 in clause 8.2.X.2.7.1.

-
Step 8 is a Proxy Binding Acknowledgement. The parameters in t he Proxy Binding Acknowledgement message are same as step 8 in clause 8.2.X.2.7.1.
8.2.x.3 Impacts on existing nodes or functionality
8.2.x.4 Evaluation
Editor's Notes: The fulfilment to the requirements in Subclause 8.1 as well as simplicity of implementation in the UE should be evaluated.
***************************End of Change****************************[image: image8.png]
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