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Abstract of the contribution: This contribution discusses the ways to route a Device Trigger to the target application at the UE. After analyzing the pros and cons of each approach, this paper proposes to standardize the format of the trigger payload as the application ID and the application payload.

Discussion

Though T4 based Device Triggering has been specified in Rel-11, it is not clear how a Device Trigger is routed to the target application at the UE. In SA2 #91, S2-122536 clarified that a unique SMS Application ID will be assigned to a Device Trigger at MTC-IWF. With the current specifications, the Device Trigger can reach the Trigger Dispatch Function at the UE. But, it has not been specified how the Trigger Dispatch Function routes the Device Trigger to the target application. The problem is depicted in Figure 1. This approach only works if a UE has only one application that is utilizes the Device Triggering. If so, the unique SMS Application ID may directly indicate the target application and the SMS Dispatch Function forward the Device Trigger to the application, not the Trigger Dispatch Function.
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Figure 1 Routing a Device Trigger to the Trigger Dispatch Function

1. Utilizing a Third-party protocol on top of Device Triggering
With this option, the format of the trigger payload is standardized by a standard body other than 3GPP. The standard body could be Open Mobile Alliance (OMA), European Telecommunications Standards Institute (ETSI), or anyone else. In this case, the trigger payload format should be a part of service level standardization. The SCS assigns an SMS Application ID based on the adopted standard, and the MTC-IWF construct a message with SCS provided SMS Application ID. Figure 2 shows how this approach works. 
There are several issues with this option. First, completeness of device trigger feature relies on an existence of 3rd party standard. End-to-end (E2E) device trigger delivery cannot be fulfilled until a 3rd party service level standard becomes available. Second, the 3GPP system does not have a way to distinguish a Device Trigger from any other third party applications as more than one SMS Application ID are used with this approach. It is required to generate separate CRM for Device Triggers. Some additional handlings for Device Triggers are also required such as overload control in Rel-12. But, those are not possible with this approach. 
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Figure 2 Assigning SMS Application ID based on the adopted third party protocol
2. Standardize Trigger payload format in 3GPP
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Figure 3 Device trigger message delivery to the destination application with standardized Trigger payload
Figure 3 presents the device trigger message delivery flow to the destination application with standardized Trigger payload. On receiving an SM, the SMS Dispatch Function determines based on the SMS Application port ID that the incoming SM belongs to the Trigger Dispatch Function. The Trigger Dispatch Function routes the message to the appropriate application based on the application identifier in the trigger payload. 
This approach can be extended to be used with any of third party standards as shown in Figure 4. A client module, such as OMA Push client or Device Service Capability Layer (DSCL) in ETSI M2M, of the adopted standard can be identified by the App ID in the Trigger payload. Identifying the target application can be done by the adopted standard. 
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Figure 4 Co-existing of 3rd party standard with 3GPP Device Triggering
2.1. How to assign Application ID 
In order to deliver a device trigger message to the target application, we need two identifiers: device identifier and application identifier. The external identifier, including MSISDN, will be used as the device identifier outside 3GPP domain. The external identifier will be translated into IMSI when the message arrives at the border of 3GPP domain, and the IMSI or any IMSI equivalent identifier, e.g. TMSI, will be used for the device identifier within the 3GPP network. However, we have not paid enough attention to the application identifier yet. This paper discusses how application identifier is assigned to the application.

Locally unique application identifier within the destination UE

Suppose a target application is identified by the application ID in the Trigger payload. Assigning a globally unique ID per application type does not work since there could be multiple application of a kind. For example, there could be multiple monitoring sensors attached to a single UE, and server may need to communicate with each sensor individually. 
We propose to assign a locally unique ID to an application process within the UE. When an application is deployed at the UE, the application module registers with the Trigger Dispatch Function. On receiving the registration request, the Trigger Dispatch Function issues a locally unique application ID to the application module and informs the issued ID to the application in the Registration Acknowledgement message. All the application IDs for active applications are managed by the Trigger Dispatch Function and they are locally unique within the UE. The application subscribes to the CSC/Application server with the external ID and the assigned application ID. This subscription procedure is beyond the 3GPP scope. The application server can send the device trigger message when an event occurs, and the Trigger Dispatch Function can determine the target application based on the application ID in the message. The rough message flows are shown in Figure 3 below.
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Figure 5 Device Trigger with locally unique application ID

This is quite similar to the port number assignment to a client process in TCP or UDP.
Globally unique application identifier for a third-party standard client
Figure 4 showed how third party standard can be utilized on top of Device Triggering. A globally unique application ID, such as SMS Application ID when the client is used on top of SMS, for a client may be used. The client registers the globally unique application identifier with the Trigger Dispatch Function. The application identifier does not need to be informed to the application server when the application subscribes to the server as shown in Figure 6. 
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Figure 6 Device Trigger with globally unique application ID

Conclusions

Based on the above discussions, we propose the following conclusion.

Trigger payload message format belongs to 3GPP standardization. The message format to/from Trigger Dispatch Function and the corresponding behaviours have to be standardized in 3GPP.
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