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Introduction
When starting to look into the architectural alternatives for BUSTI, it is important to consider what has been done so far in 3GPP, and what can be re-used today.  In the past releases, a number of enhancements have been done to accommodate the peering based / static mode of operation based business trunking scenarios. 
Some of the enhancements done, include IBCF additions to support interworking with enterprise, including allowing the IBCF to set orig parameter to allow IMS to differentiate originating call cases from terminating, and also the possibility to have services for served networks and not only for registered users.  Other work is also ongoing in CT groups such as GINI and VINE that can be reused.  Additional emergency enhancements were also introduced in previous release to handle IP-PBX through the IBCF.  
Additionally, TS 33.310 can provide the required authentication and security of the connection of the IP-PBX. Note, as this is using Certificates for authentication, the HSS does not need to be involved in the authentication procedures. I.e., this is handled in the same way as authentication and security for a normal interconnect. 
The solution is depicted in the below figure. 
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This type of approach would allow fulfilling the current architectural requirements as follows: 
- allow the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users.

-
This is inherent from the architecture as such (see TS 23.228). 
- allow the IMS to execute functions subject to regulatory requirements (emergency calling, legal interception)  

-
Emergency call enhancements were added in Rel-10 (see TS 23.167). 
- be scalable

-
In contrast to a solution where the IP-PBX is allocated to a specific S-CSCF (and all the PBX users handled by the same S-CSCF), this solution allows traffic to be distribute evenly among the Transit functions in the network as the Transit Function is stateless (between sessions). See TS 23.228, Clause 4.23.3 for more details. 

As the IBCF does not require downloaded user state, load sharing can also be done among IBCFs.  The only function that may require to be stateful and include network/user data would be the AS.  However, this is seen out of the scope of this work to go into the details of the AS.  
- allow the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [4].

-
The procedures of TS 33.310 is reuse as is. 
- allow for the invocation of application servers in the operator's IMS network to IP-PBX users.

-
Done according to TS 23.228 Clause 4.15.3. 
Proposal
It is proposed to document the following solution of how to reuse the existing mechanisms defined in 3GPP for the interworking with IP PBX. 
First Change

6.X
IBCF and Transit reuse

6.X.1
High level architecture

The architecture for the support of IP-PBX in static mode of operation based on the reuse of the IBCF and transit function is shown in Figure 6.X-1. 
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Figure 6.X-1: High level architecture with using an IBCF and transit function

The architecture for the support of IP-PBX in static mode of operation based on the reuse of the IBCF and transit function is shown in Figure 6.X-1, as per TS 23.228 [x]. 

The solution has the following characteristics:

- 
It allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users based on the procedures of TS 23.228 [x], Clause 4.15.

- 
It allows the IMS to execute functions subject to regulatory requirements (emergency calling, legal interception) as per TS 23.167 [x]. 

- 
Is scalable, as it uses registration independent load balancing of Transit Functions according to TS 23.228 [x] Clause 4.23.3, that allows that traffic from the IP PBX is distributed among different Transit Functions. As the IBCF does not require downloaded user state, load sharing can also be done among IBCFs.  
- 
It allows the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [4].

- 
It allows for the invocation of application servers in the operator's IMS network to IP-PBX users according to TS 23.228 [x] Clause 4.15.3. 

6.X.2
High level Flows

Detailed flows can be found in TS 23.228 [x], Clause 5.19.

End of Change
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