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Abstract of the contribution: This paper gives a proposal on how to select a centralized PCRF for each member which belongs to a same subscriber group. With a centralized PCRF, group based usage monitoring control can be applied to a subscriber group.
Problem Statement 
In TS 23.203, usage monitoring control mechanism can be applied to a user’s IP-CAN session, one service data flow/application or a group of service data flows/applications. However, there is a requirement that usage monitoring can be applied to a subscriber group as well. For example, a family subscribes to a mobile data offering which includes a combined allowance for 100M per month. The combined allowance is shared by each family member. If the total usage allowance is used out in a certain month, based on the operator policy, the data rate of each family member shall be limited to 384 kbit/s. 
Based on the current monitoring mechanism, PCRF is used to do monitoring decision, such as generating monitoring key for the SDF/Application, distributing threshold based on the subscription allowance. For the group based usage monitoring, such mechanism can be applied as well. However, according to the PCRF selection as defined in TS 23.203, the PCRF serving for the UE is selected based on the UE identity, UE IP address, and APN, different PCRFs may be chosen for different UEs. Therefore, in order to do group based usage monitoring, a key issue is how to select a centralized PCRF for the group members. 
Alternative Solution Analysis:
The solution discussion for this key issue is based on the following two assumptions:

(1) The subscriber group has a group profile which contains the following information at least: Group ID, UE identity corresponding to each group member, and total allowance volume. Furthermore, each group member has their own profiles which contain UE identity, Group ID at least. 

(2) Both subscriber group profile and each group member profile are stored in the same SPR.

Solution 1

When the first UE (e.g. UE-1) under the subscriber group accesses to the network, DRA selects a PCRF (e.g. PCRF-1) for UE-1 based on the UE identity. During the IP-CAN session establishment, the PCRF-1 stores its IP address to the SPR. The selected PCRF-1 will be served for the other UE in same the subscriber group after their accesses. Therefore, a relationship between the PCRF-1 IP address and the subscriber group information (Group ID, UE identities) will be created and stored at SPR.
When another UE under the subscriber group (e.g. UE-2) accesses to the network, the DRA may select PCRF-2 for the UE-2 based on its identity. During the IP-CAN session establishment for UE-2, the PCRF-2 will fetch subscriber profile of UE-2 from SPR. According to the UE-2 identity and the relationship, the PCRF-1 IP address along with subscriber profile will be provided to the PCRF-2. The PCRF-2 gets to know that UE-2 belongs to a subscriber group and redirects the IP-CAN session for UE-2 to PCRF-1. Besides that, the PCRF-1 IP Address will be updated to the DRA in order to other network element can find correct PCRF for UE-2, e.g. the AF will find PCRF-1 and establish AF session for UE-2 based on the DRA PCRF selection. The detailed procedure for this solution is shown in the following Figure-1:
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Figure-1 
PCRF Selection for UE-1 and UE-2
The key point of solution-1 is that the relation between the IP address of PCRF which serving for the group member’s accessing and the subscriber group information (Group ID, UE identities) is stored at SPR.

This solution needs to enhance Sp interface to transmit PCRF IP address and the SPR needs to be enhanced to store the relation.
IP-CAN session establishment for the UEs (except for the first UE of the subscriber group) may be redirected if the PCRF selected is different from the PCRF for the first UE, Gx interface needs to be enhanced but the call flow can be reused.
Solution 2

Solution 2 proposes DRA maintains the relationship between Subscriber Group ID and the PCRF IP address. 
When the first UE (e.g. UE-1) under the subscriber group accesses to the network, DRA selects a PCRF (PCRF-1) for UE-1 based on the UE identity. According to the UE identity, the PCRF-1 acquires UE-1 subscriber profile and the subscriber group profile from the SPR. Then PCRF-1updates the subscriber group information which includes Group ID and UE identities of all group members to the DRA. The DRA creates the relationship between the subscriber group information and the PCRF-1 IP address. 

When another UE (UE-2) under the subscriber group accesses to the network, DRA selects PCRF based on UE-2 identity and the stored relationship, i.e. the PCRF-1 will be selected. Procedures for the proposed solution are shown as the following (Figure-2 is based on Proxy-mode DRA; Figure-3 is based on Redirect-mode DRA):
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Figure-2
PCRF selection based on Proxy DRA for UE-1 and UE-2
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Figure-3
PCRF selection based on Redirect-DRA for UE-1 and UE-2
The key point of solution-2 is that the relation between the IP address of PCRF which serving for the group member’s accessing and the subscriber group information (Group ID, UE identities) is stored at DRA.

This solution needs to enhance Gx interface to transmit subscriber group information to DRA. The DRA needs to be enhanced as well to create and maintain such relation. Call flow which was defined at TS 23.203, 23.213 can be reused

Proposal

It is proposed to add the alternative solutions to 23.858.
*********         Start of 1st change ***************
8
Key Issue 5: Usage Monitoring for Subscriber Group

Editor’s Note: This subclause will describe the use cases, requirements, and proposed solutions for how to apply usage control for a subscriber group.

8.1
Description

8.2
Use Cases and Requirements

8.2.1
Use Cases

Family based usage monitoring

The Johnson family subscribe to a mobile data offering from their mobile operator that is specifically targeted at families. The data offering includes a combined allowance for 100M per month. Either of the family members can make use of this allowance. When in a particular month the combined usage allowance is exceeded, e.g. as per operator policy the maximum downlink data rate may be reduced to 384 kbits/s for each of the family members.
Usage Monitoring for Machine Type Communications

The ACME vending machine company has 5000 vending machines connected to a MTC Server. These vending machines generally only send a limited amount of data to inform the MTC Server of their status. However, occasionally more data is exchanged, e.g. when a service engineer runs a remote diagnostics software program. The ACME vending machine company therefore has a contract with the operator that limits the 5000 vending machines to a combined data volume of 500M per month. The individual vending machines are not overly restricted to only a specific average monthly data volume. On the other hand, the operator can be ensured that the combined group of ACME vending machines will only require a limited amount of network capacity.
Usage monitoring of a subscriber in multiple subscriber groups simultaneously
Alice, her brother Mike, her father and mother are subscribers of mobile network X and they have following subscriptions:
1) Total allowance usage A of subscriber group A: Alice, her brother Mike, her father and mother are permitted for the total usage allowance of 50M per month, in which:
2) Total allowance usage B of subscriber group B: Alice and Mike are permitted for the total usage allowance of 30M per month.

3) There is no specific usage allowance for any person.
In this profile, Alice, her brother Mike, her father and mother constitute subscriber group A, and all the members of this subscriber group share the total usage allowance of 50M per month. Furthermore, this subscriber group includes a subscriber group B which only contains Alice and Mike. Subscriber group B is permitted for the total usage allowance of 30M per month. This is useful for parents in a family to limit the Internet usage of their children. The maximum traffic usage for children is limited to 30M per month. The parents can use the total traffic of 50M per month if the children do not use any. When only Alice or Mike or Alice and Mike is/are using the network, the network should monitor the traffic usage and detect whether it reaches the usage allowance of subscriber group B. When either Alice’s father or mother is also using the network, the network should monitor the traffic usage of all the online family members simultaneously. In that case, on one hand, the network should monitor Alice’s and Mike’s traffic usage and detect whether their total traffic reaches the usage allowance of the subscriber group B. On the other hand, the network should monitor all persons’ traffic usage and detect whether the total traffic reaches the total usage allowance of subscriber group A as well. 
Usage monitoring of a subscriber in multiple subscriber groups by priority
Alice, her sister and her parents are subscribers of mobile network X and they have following subscriptions: 
1) Alice and her parents constitute subscriber group A, which is permitted for the total usage allowance of 50M per month. 
2) Alice and her friend Lucy constitute another subscriber group - subscriber group B, which is permitted for usage allowance of 30M per month
3) There is no specific usage allowance for any person.
4) The allowance usage for Alice is accumulated into subscriber group A firstly. And this allowance usage is not accumulated into subscriber group B. when the allowance usage of subscriber group A runs out, the allowance usage for Alice will be accumulated into subscriber group B.

In this profile, Alice and her parents share the total usage allowance of 50M per month. In addition, Alice and Lucy share the total usage allowance of 30M per month. When Alice and her parents are using the network, the network should monitor the traffic and detect whether the volume reaches the usage allowance of subscriber group A (50M). Here, this allowance usage for Alice is not accumulated into subscriber group B.

When Alice and Lucy are using the network and the allowance of subscriber group A hasn’t run out, the volume used by Alice should not be accumulated into subscriber group B. The network should monitor the traffic used by Alice separately and detect whether the volume reaches the allowance of subscriber group A. At the same time, the network should monitor the traffic used by Lucy and detect whether the volume reaches the allowance of subscriber group B.

In this case, if the allowance of subscriber group A has run out, the network should monitor the traffic used by Alice and Lucy together and detect whether the volume used reaches the allowance of subscriber group B.

8.2.2
Requirements

The 3GPP system shall be able to monitor traffic for a group of UEs that are subscribed to share a common traffic usage allowance.
The 3GPP system shall be able to monitor the traffic usage of a UE in more than one subscriber group simultaneously or by priority.
The subscriber group profile and the subscription profile of each group member shall be stored at the same SPR.
The subscriber group profile contains the following information at least: Group ID, UE identity corresponding to each group member, and total allowance volume. The Group Member subscriber profile contains the following information at least: UE identity, Group ID.
8.3
Alternative Solutions


8.3.1
Alternative Solution -1
When the first UE (e.g. UE-1) under the subscriber group accesses to the network, DRA selects a PCRF (e.g. PCRF-1) for UE-1 based on the UE identity. During the IP-CAN session establishment, the PCRF-1 stores its IP address to the SPR. The selected PCRF-1 will be served for the other UE in same the subscriber group after their accesses. Therefore, a relationship between the PCRF-1 IP address and the subscriber group information (Group ID, UE identities) will be created and stored at SPR.

When another UE under the subscriber group (e.g. UE-2) accesses to the network, the DRA may select PCRF-2 for the UE-2 based on its identity. During the IP-CAN session establishment for UE-2, the PCRF-2 will fetch subscriber profile of UE-2 from SPR. According to the UE-2 identity and the relationship, the PCRF-1 IP address along with subscriber profile will be provided to the PCRF-2. The PCRF-2 gets to know that UE-2 belongs to a subscriber group and redirects the IP-CAN session for UE-2 to PCRF-1. Besides that, the PCRF-1 IP Address will be updated to the DRA in order to other network element can find correct PCRF for UE-2, e.g. the AF will find PCRF-1 and establish AF session for UE-2 based on the DRA PCRF selection. The detailed procedure for this solution is shown in the following Figure-1:
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Figure 8.3.1-1: 
PCRF Selection for UE-1 and UE-2

The key point of solution-1 is that the relation between the IP address of PCRF which serving for the group member’s accessing and the subscriber group information (Group ID, UE identities) is stored at SPR.

This solution needs to enhance Sp interface to transmit PCRF IP address and the SPR needs to be enhanced to store the relation.

IP-CAN session establishment for the UEs (except for the first UE of the subscriber group) may be redirected if the PCRF selected is different from the PCRF for the first UE, Gx interface needs to be enhanced but the call flow can be reused.
8.3.2
Alternative Solution -2

When the first UE (e.g. UE-1) under the subscriber group accesses to the network, DRA selects a PCRF (PCRF-1) for UE-1 based on the UE identity. According to the UE identity, the PCRF-1 acquires UE-1 subscriber profile and the subscriber group profile from the SPR. Then PCRF-1updates the subscriber group information which includes Group ID and UE identities of all group members to the DRA. The DRA creates the relationship between the subscriber group information and the PCRF-1 IP address. 

When another UE (UE-2) under the subscriber group accesses to the network, DRA selects PCRF based on UE-2 identity and the stored relationship, i.e. the PCRF-1 will be selected. Procedures for the proposed solution are shown as the following (Figure-2 is based on Proxy-mode DRA; Figure-3 is based on Redirect-mode DRA):
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Figure 8.3.2-1:
PCRF selection based on Proxy DRA for UE-1 and UE-2
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Figure 8.3.2-2:
PCRF selection based on Redirect-DRA for UE-1 and UE-2

The key point of solution-2 is that the relation between the IP address of PCRF which serving for the group member’s accessing and the subscriber group information (Group ID, UE identities) is stored at DRA.

This solution needs to enhance Gx interface to transmit subscriber group information to DRA. The DRA needs to be enhanced as well to create and maintain such relation. Call flow which was defined at TS 23.203, 23.213 can be reused

8.4 
Evaluation

Editor’s Note: This section will evaluate the alternative solutions.

8.5 
Conclusion

Editor’s Note: This section will provide conclusions with respects to preferred solution and what further specification work is required.
*********         End of change ***************
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