Page 1



SA WG2 Meeting #92
(
S2-122833
Barcelona, Spain - 09 - 13 July 2012
(revision of S2-12xxxx)
	CR-Form-v10

	CHANGE REQUEST

	

	(

	23.203
	CR
	0757
	(

rev
	-
	(

Current version:
	11.6.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Correction of PCC procedures

	
	

	Source to WG:
(

	CATT

	Source to TSG:
(

	SA WG2

	
	

	Work item code:
(

	BBAI
	
	Date: (

	2012-07-02

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Some minor correction and clarification of the PCC procedures and flows.

	
	

	Summary of change:
(

	Correction and clarification of PCC procedures and flows.

	
	

	Consequences if 
(

not approved:
	Ambiguous or redundent description.

	
	

	Clauses affected:
(

	P.7.2.1, P.7.4, P.7.4.2, P.7.5.2, P.8.1

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


*** 1st Change ***

P.7.2.1
IP-CAN Session Establishment
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Figure P.7.2.1: IP-CAN Session Establishment for both EPC routed and NSWO traffic

This procedure is the same as described in clause 7.2 with the additions described below:

1.
The BBF access network may become aware of the IMSI of the 3GPP UE if 3GPP-based access authentication (EAP-AKA/AKA') is performed. The BPCF also becomes aware of the UE local IP address.

The steps from 2 to 7 show PCC signalling to provision PCC rules and ADC rules for NSWO traffic.

2.
The BPCF Initiates a IP-CAN session establishment over S9a to the PCRF for non-roaming and to the V-PCRF for roaming cases, the information contained in the request message includes IMSI, IP-CAN type, local UE IP address and the NSWO-APN. Triggered by the IP-CAN session establishment over S9 the V-PCRF triggers the S9 session establishment to the H-PCRF.

3-4.
The PCRF retrieves user profile from SPR as described in clause 7.2. As part of the user profile, the PCRF may receive an indication on whether policy control for NSWO traffic should be performed for that UE.

5.
The PCRF enables policy control for NSWO traffic for that UE based on operator policies and user profile information that may depend on e.g. network where the UE is offloading. The PCRF sends a reply message containing PCC Rules if policy control is enabled .

6.
Triggered by the successful establishment of the IP-CAN session for the UE local IP address in step 3, the V‑PCRF (roaming) and the PCRF (non-roaming) may establish a session with the TDF to provision ADC Rules for that UE local IP address (if applicable, when solicited application reporting applies and when policy control for offloaded traffic is to be performed). The PCRF provides the TDF with the UE local IP address, the IMSI, the IP-CAN type and the NSWO-APN.

7.
The TDF replies as described in the clause 7.2.

The steps from 6 to 10 show PCC signalling to provision policies for EPC routed traffic.

8.
IP-CAN session establishment as specified in clause 7.2 is performed, including the establishment of a Gateway Control session (if applicable), as specified below with the following additional information:


In case 2a and case 2b, the ePDG (BBERF) initiates a Gateway Control Session Establishment procedure to provide the UE local IP address and UDP port (if available) as defined in clause P.7.5.1.


For case 1, step 3 of clause 7.2 for WLAN scenario the PCEF includes the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario the PCEF includes the H(e)NB Local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.


In case 2b, S-GW (BBERF) initiates a Gateway Control Session Establishment procedure to request QoS Rules for the H(e)NB local IP address as defined in clause P.7.5.1.


The PCRF determines, based on information (UE local IP address information or H(e)NB local IP address information) provided in the IP-CAN session establishment indication or Gateway Control Session establishment indication (if applicable), whether or not the user is connecting via a Fixed Broadband Access Network.

The steps in (A) show PCC signalling to establish a Gateway Control Session over S9a for EPC routed traffic.

A.1.
Triggered by the IP-CAN session establishment indication, or triggered by Gateway control session establishment over Gxb*, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, if no Gateway Control Session exists for the same IMSI for WLAN scenario. The PCRF includes in the request message to BPCF the IMSI, the UE local IP address and the UDP port number (if available), QoS Rules, and the ePDG IP address (for S2b-GTP access) or PDN GW IP address (for trusted S2c access), while for the H(e)NB scenario, the PCRF (Non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, if no Gateway Control Session exists for the same H(e)NB including the IMSI, H(e)NB Local IP address, the UDP port number (if available) and QoS Rules. For home routed, the H-PCRF initiates a Gateway Control Session over S9 to trigger the V-PCRF to establish a Gateway Control Session over S9a, for visited access, the V-PCRF initiates a Gateway Control Session over S9 to H-PCRF and the Gateway Control Session over S9a to BPCF.

A.2.
For WLAN scenario the BPCF Initiates the Gateway Control session establishment on S9a including in the request message the IMSI, UE Local IP address and the UDP port (if available), while for the H(e)NB scenario it includes the IMSI, H(e)NB Local IP address and the UDP port number (if available) to the PCRF.

A.3.
The PCRF reply message contains the result code.

The steps in (B) show PCC signalling to provision QoS Rules over S9a for EPC routed traffic.

B.1.
Triggered by the IP-CAN session establishment indication, or triggered by Gateway control session establishment over Gxb*, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control and QoS Rule provisioning including QoS Rules and the PDN GW IP address (for trusted S2c access and if this PDN GW IP address has not been provided before), if a Gateway Control Session exists for the same IMSI for WLAN scenario while for the H(e)NB scenario the PCRF (Non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control and QoS Rule provisioning, if Gateway Control Session exists for the same H(e)NB.

B.2.
The PCRF reply message contains the result code.

9.
Remaining steps of IP-CAN session establishment procedure as defined in clause 7.2 from step 6 onwards.

*** 2nd Change ***

P.7.4
IP-CAN Session Modification

Both the PCRF-initiated IP-CAN Session Modification Procedure and the PCEF-initiated IP-CAN Session Modification Procedures as described in clause 7.4 are applicable for a 3GPP UE that attaches via a Fixed Broadband Access.

P.7.4.1
PCEF-Initiated IP-CAN Session Modification
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Figure P.7.4.1: PCEF-initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is performed when the UE Local IP address, H(e)NB Local IP address or the UDP port number is changed and/or when a request for PCC Rules is received from the PCEF. This procedure is the same as described in clause 7.4.1 with the additions described below:

Step 3 in case 1, the PCEF provides the updated UE local IP address, the updated H(e)NB IP address and/or UDP port number to the PCRF.

1.
The PCRF (non-roaming case) initiates Gateway Control and QoS Rule Provisioning with the BPCF to provide either:

a.
QoS-Rule with the QoS control information (i.e. QCI, GBR, MBR, ARP) and SDF information; and/or

b
UE local IP address and/or the UDP port number, the H(e)NB Local IP address may be provided in the request;

c.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.


The H-PCRF (home routed roaming case) provisions for WLAN case the UE local IP address and UDP port number (if available) and for H(e)NB case the H(e)NB local IP address and UDP port number (if available) to the V-PCRF to trigger the provisioning over S9a.

2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. SDF information, QCI, GBR, MBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters (i.e. QCI, GBR, MBR and ARP) and SDF information on S9a interface in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.

NOTE:

For H(e)NB PMIP scenario, Gateway Control and QoS Rule Provisioning to the BBERF may be performed as described in clause 7.4.1.

P.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is initiated by the PCRF (non-roaming) or by the V-PCRF (roaming). The (V-)PCRF requests the BPCF to perform admission control. Steps (A) show how to provision QoS Rules for the UE IP address(es) allocated by EPC and received over Gx and Steps (B) show how to provision PCC Rules to request admission control for the IP-CAN session for the UE local IP address received over S9a. Note that the TDF that is selected for EPC routed and NSWO traffic may or may not be the same TDF.
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Figure P.7.4.2: PCRF-Initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as described in clause 7.4.2 with the additions described below:

1a, 2a. 1b.
The AF or the TDF provides/revokes service information to the PCRF and detected event triggers if applicable as described in steps 1a, 2a and 1b in clause 7.4.2. For roaming case and for NS-WLAN offloaded traffic, the TDF provides service information and event triggers detected to the V-PCRF.

3a, 3b.
The PCRF for non-roaming cases or the V-PCRF for roaming cases and for NS-WLAN offloaded traffic makes the authorization and policy decision.

4.
The PCRF acknowledges to the TDF as described in clause 7.4.2.

A:
The steps in (A) show PCC signalling to provision QoS Rules for EPC routed traffic.

A.1.
Triggered by the step 1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rule Provisioning to provide:

a.
QoS-Rule with the QoS control information (QCI, GBR, MBR, ARP) and SDF information.

b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.

A.2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. QCI, MBR, GBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.

A.3.
PCC Rules are installed in the PCEF as described in clause 7.4.2 and AF is notified if subscribed to the notification of the resource allocation request/modification.

B:
The steps in (B) show PCC signalling to provision PCC Rules for NS-WLAN offloaded traffic.

B.1.
Triggered by the step 3, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Policy Rule Provisioning to provide QoS-Rules for the UE local IP address.

B.2.
The BPCF translates the PCC rules as received of the S9a interface (i.e. SDF information, QCI, MBR, GBR and ARP) into access specific QoS parameters applicable in the BBF domain as described in A.2.

B.3.
If the AF requested it, the PCRF notifies the AF (e.g. transmission resources are established/released/lost).

B.4.
The AF acknowledges the notification from the PCRF.

*** 3rd Change ***

P.7.5.2
GW(BBERF)-Initiated Gateway Control Session Termination
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Figure P.7.5.2: Gateway Control Session Termination over S9a

This procedure is applicable for both WLAN and H(e)NB scenarios. This procedure is the same as described in clause 7.7.2.1 with the additions described below:

1.
For WLAN scenarios, the ePDG (BBERF) initiates a Gateway Control Session Termination with the PCRF (for non-roaming) and with the V-PCRF (for home routed and visited access roaming cases).


For H(e)NB scenarios, the SGW (BBERF) initiates a Gateway Control Session Termination as defined with the PCRF (for non-roaming) and with the V-PCRF (for home routed and visited access roaming cases).

2.
The PCRF sends a response code.

3.
The PCRF (non-roaming case) or the V-PCRF (roaming case) initiates a Gateway Control Session Termination over S9a with the BPCF to terminate the Gateway Control Session with the BPCF if this is the last Gateway Control Session bound to the Gateway Control session over S9a.

4.
The BPCF terminates the Gateway Control Session over S9a to the PCRF. In the roaming scenario, V-PCRF (for both home routed and visited access) sends a Gateway Control Session Termination over S9 to the PCRF.

5.
The PCRF sends a response code.

*** 4th Change ***

P.8.1
S9a CS Session Establishment


[image: image5.emf] 

BPCF  

HNB   GW  

(V - ) PCRF  

 1.  S15 Session Establishment  Request    

 2.  S15 Session Establishment  Response    

3. Gateway Control Session Establishment  step  7  to  9     in  clause P.7.2. 1  


Figure P.8.1-1: S9a CS Session Establishment

This procedure is applicable to HNB for QoS enforcement for CS services.

1)
When the HNB performs the registration to HNB GW, the HNB GW initiates the S15 session with the PCRF in non-roaming scenario and with the V-PCRF in the roaming scenario. The HNB GW includes the HNB Local IP address and the UDP source port number, if NAT/NAPT is detected, and/or the FQDN of Fixed Broadband network where the HNB connects to.

2)
The PCRF (V-PCRF) provides ACK.

3)
The description of this step is the same as steps (A) in clause P.7.2.1.

*** End of Changes ***
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8. IP-CAN Session Establishment Procedure sub-clause 7.2 (steps 1-5)
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3b. Policy Decision
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3. Gateway Control Session Establishment step 7 to 9
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