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Abstract of the contribution: this contribution provides a T5 based solution to transfer downlink small data to UE without establishing RRC security.
1 Discussion

This contribution mainly addresses the key Issue of Efficient Small Data Transmission.

When downlink data arrives for a UE in idle mode, the network pages the UE, which trigger the UE to initiate service request procedure. If all these procedures are used to transmit small amount of data, it is extremely inefficient. In addition, it could increase UE battery consumption.
To reduce control plane signalling, the contribution proposes to transfer downlink small data use RRC signalling. When downlink small data arrives for UE in idle mode, CN nodes append the small data packet in paging message and sends it to (e)NB. (e)NB buffers the small data and Pages UE. When UE responds the Paging message, (e)NB sends the small data in the NAS message container of RRC connection setup message to UE. Hence the CN nodes need not to transfer RRC context to (e)NB and radio bearers are not established.
Taking into account the architecture evolution for MTC in TS23.682, the proposed solution transfers small data on T5 interface between MTC-IWF and MME/SGSN,
Downlink small data transfer shares lots of similarity with Device Trigger feature. The solution in this contribution reuse some steps of device trigger procedure over Tsp in TS23.682 for SCS to submit small data to 3GPP net work. The downlink small data transfer could be applied to transfer device trigger.
2 Proposal
It is proposed to add the following change to the new MTCe TR.
* * * Begin of Change * * * 
5.1.1.3
Solutions
5.1.1.3.y
solution: T5 based downlink small data transfer without establishing RRC security  
5.1.1.3.y.2
General

The solution described and evaluated below addresses the Key issue "Efficient Small Data Transmission" for a UE in idle mode.
The SCS submits small data packet to MTC-IWF, which contains external identifier of the target UE and other information necessary for delivery of small data in 3GPP network. After receiving the small data packet, UE could use the information in the small data packet to pass it to the application.
The detail information flow of small data packet submission can refer to the step1 to step 6 in clause 5.2.1 of TS 23.682. 

MTC-IWF queries HSS using UE’s external device identifier. After receiving the serving CN node and internal device identifier, i.e .IMSI of the UE, returned by HSS, MTC-IWF forwards the small data together with UE’s internal identifier to the serving CN node over T5a or T5b interface. If UE is in connected mode, CN node can append the small data in DL NAS transport message and send to the UE directly.
If UE is in idle mode, CN node appends the small data in paging message and sends it to (e)NB. (e)NB buffers the small data and Pages UE. When UE responds the Paging message with RRC connection Request message, (e)NB sends the small data in the NAS message container of RRC connection setup message to UE. The RRC connection setup complete message is used to inform the CN node that the UE has received the downlink small data. The service request procedure is not performed.
The signalling procedure in idle mode is described below.
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Figure 1. Downlink small data transport procedure for UE in idle mode

1. The SCS submits the small data packet to MTC-IWF through MTCsp interface, and also provides the external identifier for the target UE. The MTC-IWF checks if the SCS is authorized to send small data. If yes, MTC-IWF query HSS using external identifier for serving node information and IMSI.
Note: if the identifier mapping is stored in MTC-IWF, MTC-IWF can query HSS using IMSI directly.

2. MTC-IWF sending small data together with IMSI to the serving MME/SGSN through the T5a/b interface.

3. When MME/SGSN determine that downlink small data is send to a UE in idle mode, MME encrypts the small data using NAS security context, includes the encrypted small data in Paging message, and sends Paging message to (e)NB.
4. (e)NB buffers the small data and pages UE.
5. UE sends RRC connection request message to (e)NB to respond to Paging message.

6. (e)NB appends the encrypted small data in NAS message container of RRC connection setup message and sends it to UE.

7. After obtaining and decrypting the small data, UE sends small data ACK to (e)NB using RRC connection complete message, The UE can also request the (e)NB to release the RRC connection.
8. (e)NB sends small data ACK to MME using S1-AP message, and release the RRC connection.

9. MME sends small data ACK to MTC-IWF.

10. MTC-IWF sends small data ACK to MTC server.

5.1.1.3.y.3 
Impacts on existing nodes or functionality

· MME/SGSN
· When MME determine that downlink small data is send to a UE in idle mode, MME encrypts the small data using NAS security context, includes the encrypted small data in Paging message, and sends Paging message to (e)NB.
· (e)NB
· When (e)NB receives the paging message containing small data, (e)NB buffers the small data, and sends small data to UE after receiving RRC connection request message from UE.

· UE

· When UE receiving small data in RRC connection setup message, UE does not initiate service request procedure, sends small data ACK to (e)NB instead.
5.1.1.3.y.4
Evaluation
* * * End of Change * * * 
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