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Introduction

This architecture alternative is based on enhancements of the P-CSCF functionality. 

The P-CSCF functionality is enriched by:

-
a new reference point to enable the HSS to push IP-PBX subscriber data to the P-CSCF

-
capability of replacing the P-Asserted-Identity sent by the IP-PBX with P-Preferred-Identity.

Based on the information received by the HSS, the enhanced P-CSCF can register the IP-PBX users on behalf of the IP-PBX. 

The P-CSCF also subscribes to user updates to keep the registration correct. 

Once the users are registered, the normal procedures already defined in TS 24.229 during the development of the GINI work item in Release 11 apply unchanged.

Proposed text for TR 23.897
2
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6
Solution Alternatives
6.X
enhanced P-CSCF
6.X.1
High level architecture

The architecture for the support of IP-PBX in static mode of operation based on enhancements to the P-CSCF is shown in Figure 6.X-1
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Figure 6.X-1: high level architecture with using an enhanced IBCF

6.X.1.1
eP-CSCF
The eP-CSCF performs all the normal functions of a P-CSCF but in addition it terminates the Xya reference point.
6.X.1.2
Xya reference point

The Xya reference point between the HSS and the eP-CSCF allows the eP-CSCF to receive the necessary information from the HSS to register the IP-PBX users on behalf of the IP-PBX
6.X.2
Registration and session setup

Figure 6.X-2 shows the IP-PBX registration and session set up procedures
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Figure 6.X-2: registration and session setup for enhanced P-CSCF
1-2. The HSS pushes the diameter IP-PBX data to the eP-XSXF. This data include the IP address of the IP-PBX, the IP-PBX name as well as the IP-PBX certificates used to established a security association with TLS.

Editor’s Note: It is for further study what trigger is used for the HSS to initiate this procedure.

3.
With the information received from the HSS, the P-CSCF registers the users in accordance to the procedures described in [x]
4-5.
The eP-CSCF subscribes to user profile updates 

6.
the IP-PBX in static mode of operation performs a DNS query which returns the address of the eP-CSCF 

7.
The IP-PBX user sets up a call

8.
The eP-CSCF analyses the request URI and replaces the P-Asserted-Identity with the P-Preferred-Identity. The session set up progresses then as per 24.229 [x].

6.X.3
Deregistration

Deragistration procedures are in this alternative unchanged. 
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