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Abstract of the contribution: This contribution proposes to add the architecture requirements on T5 device trigger.
1
Discussion
The following part on the functionality of MTC-OWF is extracted from TS 23.682,
4.4.2
MTC-IWF 
…………….

selection of the most efficient and effective device trigger delivery mechanism and shielding of this detail from SCS based on:
-
current UE serving node information from HSS/HLR (e.g. serving MME/SGSN/MSC identifier),
-
the device trigger delivery mechanisms supported by the UE,
-
the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN,
-
operator defined device trigger delivery policies, if any, and/or

-
optionally, any information received from the SCS;
…………….

At this point in time, we have considered SMS transport or NAS generic container for the device trigger delivery. It can be depended on the device trigger delivery mechanisms supported by the UE or the network. Therefore we can consider two alternatives as follows;
Alternative 1)

UE may provide its capability on the delivery mechanism when UE send the network the control signal such as Attach request, TAU request, RAU request, etc. This capability can be forwarded to HSS/HLR. At that time, the possible device trigger delivery services supported in the serving network node are also able to be sent to HSS/HLR. Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE or the serving node.

Alternative 2)

UE’s capability on the delivery mechanism and/or the possible device trigger delivery services supported in the serving network node may be included in the subscriber information of HSS/HLR. Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE or the network.

Conclusion

Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE or the network. Namely it can be provided from HSS/HLR.
2
Proposal

It is proposed to add the architectural requirement and solution below in the MTCe TR 23.887.

First change

5.2.2
Key Issue - Support for T5 device triggering
5.2.2.1
Description

Editor's Note: Describe the key Issue (i.e. problem statement), including technical constraints and interpretations.

This key issue provides solutions for T5 based triggering which was not fully specified in TS 23.682 (Rel-11) due to following open issues - 
· Support for delayed delivery of T5 device trigger and how to provide store and forward capability

· Format of trigger payload – Generic or SMS

· Commonalities with monitoring and small data transmission

· Charging and subscriptions aspects 

· T5 capability support indication 

5.2.2.2
Architectural Requirements

Editor's Note: Capture agreements on requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
· UE shall be able to indicate to the network that the UE is T5 device triggering capable when being configured for using T5 device triggering by the home operator. 
· Network shall be able to indicate its support of T5 device triggering capability to the MTC-IWF.
Second change

5.2.2.3.x
Solution : T5 capability support indication from HSS/HLR

5.2.2.3.x.1
General
Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE and/or serving network nodes. Namely it can be provided from HSS/HLR.
Alternative 1)

UE may provide its capability on the delivery mechanism when UE send the network the control signal such as Attach request, TAU request, RAU request, etc. This capability can be forwarded to HSS/HLR. At that time, the possible device trigger delivery services supported in the serving network node are also able to be sent to HSS/HLR. Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE or the serving node.

Alternative 2)

UE’s capability on the delivery mechanism and/or the possible device trigger delivery services supported in the serving network node may be included in the subscriber information of HSS/HLR. Through the interaction between MTC-IWF and HSS/HLR for the authentication of MTC session, the MTC-IWF can acquire the device trigger delivery mechanisms supported by the UE or the network.

5.2.2.3.x.2
Impacts on existing nodes and functionality
UE and the serving nodes may indicate its capability on the delivery mechanism.
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