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Abstract of the contribution: Proposes to add a new Key Issue in WLAN_NSUE TR 23.865.
Introduction
It is proposed to add the following key issue in the WLAN_NSUE TR 23.865. 

Currently WLAN networks are discovered and identified based on SSID (or HESSID). The SSIDS are used to establish a list of PLMNs for PLMN selection as described in TS 23.234. In case of roaming agreements an operator would need to know all SSIDs of its different roaming partners. This can become difficult to manage as WLAN service providers can have multiple SSIDs. It is difficult for a 3GPP operator to keep an up-to-date list of SSIDs supported by all WLAN roaming partners since this list can change frequently as new roaming agreements are put in place or existing roaming agreements are terminated. Further not all of these SSIDs may be broadcast over the air, making it further difficult to discover WLAN roaming relationships and PLMNs supported by these SSIDs. 
New identifiers are defined by IEEE 802.11u and supported by WFA Passpoint 1.0, such as Roaming Consortium, Realms and OUIs which simplify the discovery of WLAN networks. These identifiers can be queried using ANQP and they are also broadcast over the air.
Proposal

It is proposed to add the following to the WLAN_NSUE TR 23.865:

***************************** Start of changes ******************************
5.x
Key Issue – Inefficient WLAN network discovery 
5.x.1
Description

Currently 3GPP specifications use SSIDs to identify the network in WLAN network discovery and selection process . Unlike PLMN IDs, SSIDs cannot be guaranteed to be unique. In addition in case of roaming agreements an operator would need to know all SSIDs of its different roaming partners. This can become difficult to manage as WLAN service providers can have multiple SSIDs. It is difficult for a 3GPP operator to keep an up-to-date list of SSIDs supported by all WLAN roaming partners since this list can change frequently as new roaming agreements are put in place or existing roaming agreements are terminated. Further not all of these SSIDs may be broadcast over the air, making it further difficult to discover WLAN roaming relationships and PLMNs supported by these SSIDs.
To handle all these issues, WFA Passpoint 1.0 allows the use of other network / service provider identifiers such as roaming consortium name, realms, Organizationally Unique Identifiers (OUIs). This Key Issue evaluates the inclusion of such identifiers in 3GPP specifications to discover and select WLAN networks more efficiently

5.x.2
Required Functionality

For WLAN network discovery and selection it shall be possible to use network identifiers other than SSIDs as described by WFA Passpoint specifications.

************************* End of changes *************************************
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