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Discussion

Hostpot 2.0 and IEEE 802.11u specify a range of WLAN capabilities and other parameters that can be discovered by UEs prior to association. Some of these parameters are listed below:

· Venue Name Information: e.g. O’Hare airport

· Network Authentication Type: Acceptance of terms and conditions, On-line enrollment supported, DNS redirection, http/https redirection (redirect URL provided)

· Roaming Consortium List: list of OUIs (e.g. 1A-98-3D)

· IP Address Type Availability: Address family availability

· NAI Realm List: realms corresponding to subscription service providers or other entities whose networks or services are accessible via the WLAN. Each realm may be optionally associated with a set of EAP methods.

· 3GPP Cellular Network Information: List of PLMNs (as defined 3GPP TS 24.234, Annex A) that interwork with the WLAN.

· Domain Name List: a list of one or more domain names of the entity operating the WLAN access network (the hotspot provider). 

· Operator Friendly Name: zero or more user-friendly names for the hotspot operator.

· etc.

Some of these parameters can be considered by the UE during the WLAN access selection process (note that the “3GPP Cellular Network Information” is already considered by I-WLAN compliant UEs). However, current specifications enable the network operator to provide only SSID preferences to UEs – see the ANDSF selection policies in TS 24.312.

Proposal

In order to enable 3GPP UEs select WLAN access networks based on parameters other than SSIDs, it is proposed to amend TR 23.865 with the following Key Issue and Solution. 
5.x
Key Issue: Support WLAN access through roaming agreements
5.x.1
Description

Many 3GPP operators rely on roaming agreements for supporting WLAN access. An example deployment is shown in the Figure below, where the 3GPP operator has roaming agreements with Partner X and Parnter Y. Each of these partners acts as a “roaming consortium” and maintains its own roaming agreements with individual hotspot providers (shown as WLAN A, B and C). In such deployments the 3GPP operator may provide SSID preferences to UEs in order to guide their WLAN selection process. However, maintaining an up-to-date list of all SSIDs used by hotspot providers may become very cumbersome and inconvenient, especially since roaming agreements may change and since the hotspot providers may modify or extend their SSIDs. 
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Figure 5.x.1-1: Supporting WLAN access through roaming agreements.
In such a deployment scenario, which becomes more and more common today, the 3GPP operator is not really interested in providing SSID preferences to UEs and, in addition, may not know all the SSIDs supported by the hotspot providers that interwork with partners X and Y. Instead, the 3GPP operator is interested in providing preferences based on the interworking capabilities of a WLAN, such as “WLANs that interwork with Partner X have the highest selection priority” and “WLANs that interwork with Partner Y have the second highest priority”. This is however not possible since the current ANDSF specifications (see e.g. TS 23.402 and TS 24.312) support WLAN network selection policies based on SSID only.

In general, using only the SSID in the WLAN selection policies can create several issues as discussed above. Thus there is need to extend the WLAN selection policies so that parameters other than SSID can be used too (e.g. parameters such as the realms supported by a WLAN network). Such paremeters can be discovered by the UE with the applicable Hotspot 2.0 procedures. 
6.x
Solution: ANDSF Policies with Extended Selection Preferences
· 6.x.1
Functional Description
This solution addresses the key issue of “Support WLAN access through roaming agreements”. However, it is applicable also to scenarios where WLAN access is provided without roaming agreements.
This solution proposes to extend the ANDSF selection policies to support also selection policies based on the Realms and/or the Organizational Unique Identifiers (OUIs) which are supported by Hotspot 2.0 compliant WLAN networks. The ANDSF may send policies to UE based on Realms and/or OUIs to indicate for example that “WLANs that interwork with Realm=PartnerX.com have the highest access priority”. The UE uses the Realms and/or OUIs as an alternative way (instead of using SSID) to identify and prioritize the discovered WLAN access networks. 
A Hotspot 2.0 compliant UE is capable to discover the Realms and/or OUIs supported by a specific WLAN access network prior to association by using the applicable discovery procedures (e.g. based on the ANQP protocol) and/or by receiving the beacon transmissions of APs (some OUIs are included in the AP beacon messages).
Editor’s Note: The text above suggests extending the ANDSF policies to support also preferences based on Realm and/or OUIs. It is FFS if preferences based on other Hotspot 2.0 parameters should also be supported.
Note: 
The UE uses the provisioned Realms/OUIs only when applying ANDSF policies after the PLMN selection, as per the current specifications. 
6.x.2
Impacts on existing nodes or functionality
The ANDSF access selection policies need to be extended in order to include additional selection preferences.
6.x.3
Evaluation
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