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Abstract of the contribution: This contribution provides consideration regarding MTC Group ID: the role, format of MTC Group ID are analyzed and corresponding proposals are provided.
1. Discussion

Some architecture requirements for MTC group have been agreed in SA2#91 clause 8 of TR 23.887. This contribution will discuss the MTC Group ID, such as its role in the system and format.
The requirement for Group ID in TS22.368 clause 7.2.14.1 is:
-
An MTC Group shall be identified uniquely across 3GPP networks.
1. The role of MTC Group ID
The MTC Group ID is used to identify the group, e.g. group trigger, group charging, etc. The MTC Group ID is globally unique in 3GPP networks according to TS 22.368. The MTC Group ID could be used inside and outside of 3GPP, and it is recommended that in a similar manner to the internal/external ids used for individual MTC devices to define external Group ID and internal Group ID correspondingly. 
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The external Group ID can use similar format as External-ID for MTC UE, i.e. the external Group ID is composed with domain identifier and local identifier and be NAI or URI format. 
The same external group ID can take different instantiations for the different usages of the group inside the network. For example it can then be mapped to “internal ID-1” for the purpose of group triggering) , “internal ID-2” (for the purpose of group charging) and “internal ID-3 (for the purpose of group policing). 

The MTC IWF maintains the association between the external group ID and the various internal group IDs that are used for the different purposes of group communication.

For group triggering the MTC-IWF should have the capability to choose the delivery method since the delivery of group trigger message is different from the way for trigger individual UE. The MTC-IWF has to identify whether the trigger message from SCS is for group trigger or for individual trigger. There are two options to indicate the trigger is for group trigger: 

1) The Group ID is included in trigger message, if presented indicates the trigger message is for group trigger.
2) The trigger message includes a Trigger-Type IE to indicate whether the trigger is for group or individual.

For option 1), the Group ID should be assigned dedicatedly and MTC-IWF can identify it for group or individual; for option 2), SCS should add a new trigger type IE for distinguishing the group and individual in trigger message.
Proposal 1: The group ID should be enough to implicitly identify over the Tsp transaction that trigger message is for group triggering

2. MTC Group ID format
As described above, the external Group ID is mainly used outside 3GPP domain and should have the similar format as external ID for MTC UE i.e. NAI or URI format as described in TS 23.003. 
The internal Group ID is used for different group trigger mechanism, and may be specific to different group trigger mechanism. 
If for example MBMS is possible as a group trigger solution then MTC-IWF can either send the group trigger message including external Group ID to BM-SC and BM-SC maps the external Group ID to TMGI or the MTC IWF maps by itself the external group ID to TMGI. This TMGI is defined dedicated for MTC group trigger purpose. UEs in MTC Group know the relation between TMGI and external Group ID, so to resolve the group trigger content and act correspondingly.

If CBS is chosen for group trigger solution, the MTC-IWF can send the group trigger message including external Group ID to CBC and CBC maps the external Group ID to message ID or the MTC IWF can map the external group ID to message ID by itself. This message ID is defined dedicated for MTC group trigger purpose. UEs in MTC Group know the relation between message ID and external Group ID, so to resolve the group trigger content and act correspondingly. 
Proposal 2: The MTC external Group ID should be common format, but the internal Group ID format is specific to the different group trigger mechanism used.

2. Proposal
It is proposed to approve the following text in TR 23.887 section 8.
>>>First change<<<

8
Group Based Feature (GROUP)
8.1
Key Issue - Group based Messaging

8.1.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based messaging can be used to efficiently distribute the same message (e.g. a trigger request) to those members of an MTC group that are located in a particular geographical area on request of the SCS. 
8.1.2
Architectural Requirements

The following group messaging related requirements shall be met:

-
The network shall provide a mechanism to distribute a group message from an SCS to those members of an MTC group located in a particular geographic area.
NOTE 1: The geographic area for the distribution may be a cell sector, a cell or a group of cells. Any members of the group who are outside the geographic area won't receive the message (e.g. the device is roaming on a different network or just in a different cell in the same network). This does not affect how those inside the designated geographic area respond to the message, nor is there an expectation that the 3GPP network do anything to try to send the message to those members of the MTC group who happen to be outside the designated geographic area.

-
The group based messaging feature shall not require additional new functionality for UEs that do not use this feature.
-
The system shall support a mechanism where a UE that uses the group based messaging feature can efficiently recognize distributed group messages addressed to the UE.
NOTE 2: The 3GPP system does not need to provide an acknowledgment of receipt of the group message by an MTC device.
-
The system shall provide an interface for the SCS to send a group message. This interface shall be able to carry the following information:
-
the application layer content of the group  message,

-
the group identification for which the group message is intended, and 

-
the geographical area and RAT(s) in which the group message shall be distributed.

NOTE 3: The reuse or extension of an existing interface is preferred.

-
The system shall be protected against overload resulting from devices responding to the distributed group message.

-
Group based messaging shall be supported in GERAN, UTRAN, and E-UTRAN access.
- 
The same principles as for MTC identifiers defined in TS 23.682 [3] apply also the case of group identifier used for Group Messaging. Namely the External Group Identifier shall be based on a Domain Group Identifier and Local Identifier and have the form username@realm. External Group Identifier shall be globally unique. It should consist of the following components:

a.
Domain Group Identifier: identifies a domain that is under the control of a Mobile Network Operator (MNO) that controls this group. The Domain Identifier is used to identify where services provided by the operator network can be accessed (e.g. MTC-IWF provided services). An operator may use different domain identifiers to provide access to different services.

b.
Local Group Identifiers: The Identifiers used inside the operator’s network in order to perform certain functions related to the group. The local group identifiers can be different corresponding to their usage and delivery method of the group message. For example there can be different depending on the mechanism used for group messaging and map to e.g. one specific TMGI in case of MBMS or one specific message ID in case of CBS. 
The Local Group Identifiers shall be unique within the applicable domain. It is managed by the Mobile Network Operator.
-
The format of the External Group Identifier should be such to identify that a specific trigger over Tsp is a group trigger.
-
A specific group identifier can be only restricted to certain functionality e.g. a group identifier can only be used for group messaging.
Editor’s Note: Support for non 3GPP access such as Wi-Fi is FFS
Editor’s Note: Charging requirements for the group message feature are FFS.

Editor's Note:
 Whether 3GPP system support is needed for security or whether an application layer security solution suffices with group based messaging is FFS.

>>>End of changes<<<
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