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Abstract of the contribution: Proposes to add a new Key Issue on Monitoring under MONTE building block in new MTSC TR 23.8xy.
Introduction
New MTSC TR 23.8xy skeleton has been proposed in S2-122071. It is proposed to add Key issue and architectural requirement for Monitoring under the new MTSC TR 23.8xy. 

Proposal

It is proposed to add the following scope section to the MTSC TR 23.8xy:

***************** Start of changes **********************

5.x
Key Issue - Monitoring

5.x.1
Description

Monitoring is intended for monitoring of configured events. This comprises of means that allow for activating monitoring of specific events, the event detection and the reporting to authorised users, e.g. for use by applications or logging. For MTC Devices, it is desirable that the network detects and reports events (including location) caused by those devices that may result, for example, from vandalism or theft of the communication module. If such an event is detected, the network might be configured to perform special actions, e.g. limit the access or reduce the allocated resource.
This key issue aim at studying and providing solutions for enhancements to 3GPP procedures for configuration of monitoring events, monitoring event detection and reporting. 
5.x.2       Architectural Requirements
The following architectural requirements shall be met –

Configuration of Monitoring Events and actions: 
-
It shall be possible to configure monitoring events in the 3GPP system (UE or Network Nodes), for example - monitoring the association of the MTC Device and UICC, change in the point of attachment, loss of connectivity, alignment of subscribed feature etc.





-
It shall be possible to configure the action to be executed by the network when configured monitoring event is detected, for example - reduce services provided to the UE, restrict access of the UE, detach the UE etc. 



-
It shall be possible to configure the maximum time between the actual loss of connectivity and its detection.
Detection of Monitoring Events:
-
It shall be possible for the network to detect monitoring events. On detection of the monitoring event UE or Network may execute a configured action.
Reporting of Monitoring Events:
-
It shall be possible for the UE or network to report the detected events to the Services Capability Server or Application server. Application layer reporting of monitoring events is outside the scope.
***************** End of changes **********************
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