SA WG2 Temporary Document

Page 3

3GPP TSG SA WG2 Meeting #91
TD S2-122351
21 – 25 May 2012, Kyoto, Japan                                                                      was TD S2-122148

Source:
NTT DOCOMO, AT&T
Title:
Issues/Concerns with SIRIG
Document for:
Discussion & Approval
Agenda Item:
4.2 / JM3
Work Item / Release:
SIRIG/Rel-11

Abstract of the contribution:

This discussion paper has identified several issues/concerns with the SIRIG solution developed by CT3/CT4 and proposes to postpone its standardization to Rel-12.
1.  Discussion
The solution for CN aspects of Service Identification for RRC Improvements in GERAN (SIRIG WID CP-120033) developed by CT3/CT4 was analysed and several issues/concerns have been identified. To address these issues it is recommended that SA2 undertake a detailed study of these issues in Rel-12 in order to develop a comprehensive solution, taking into consideration the work already completed by CT3/CT4. Therefore, it is recommended to postpone the overall SIRIG work to Rel-12.
2.  Issue/concerns with SIRIG
2.1 Technical concerns

We see the following major technical issues with SIRIG standardization in Release 11:

1) GTP-U header extension: The mechanism of GTP-U protocol is generic to all accesses as it is access agnostic. By extending the GTP-U header, all accesses can be impacted. The understanding was that the SIRIG WID would be GERAN specific, but this has been violated as nothing on the protocol level prevents those extensions usage for other accesses. This concern was not discussed further during the three SIRIG conference calls.
This remains one of the major concerns. It is obvious that there is no prevention at the protocol level of GTP-U header extension for SIRIG applying to other accesses. It is not possible to make GTP-U access dependent. This is not how it was designed. Moreover, in our opinion, this changes the whole QoS architecture in a very fundamental way. There needs to be further study on how to pass the SIRIG related information to GERAN only without impacting other accesses and core network entities. A detailed study must be undertaken on this issue.
2) Use of DSCP for standalone TDF: The DSCP based approach for TDF was selected without SA2’s investigation of all possible approaches. This requires a detailed technical evaluation by SA2. The use of DSCP is another major concern, suggesting that alternative solutions should be sought.

Refer to S2-122350 which outlines the technical issues associated with the use of DSCP for standalone TDF. These concerns were discussed in the SIRIG CC#2 and several companies agreed with these concerns. These concerns were not addressed by deployment constraints or other mechanisms proposed in CT3/CT4 CRs to everyone's satisfaction. The standalone TDF case for SIRIG must be studied further to find alternative solutions. The outcome of the 3rd conference call is that standalone TDF standardization for SIRIG is most probably left out of Rel-11, which satisfies our concern raised for DSCP usage, but raises another concern of lack an appropriate support for the scenario with standalone TDF in Rel-11, while there is support for the collocated scenario. The system aspects must be looked in for this functionality for all scenarios all together in order to build comprehensive solution – standalone TDF, PMIP and PCEF enhanced with ADC.
3) PCC dynamic control: No requirements from SA1 exist on how to apply dynamic PCC control to SIRIG, therefore is not clear if this is required at all. The view of some of the operators is that PCC control for SIRIG must be enabled/disabled per user. However, how this would relate to existing QCI mechanisms, and how charging per marked flows will be handled, are unclear.
Also, the type of PCRF rules mechanism to be used – only ADC Rules, ADC & PCC Rules etc. is not clear. Whether PCRF is allowed to change SCI/DSCP values for the existing dynamic ADC Rule? In addition, whether or not PCRF control is required so SCI values can be provided based on user profile and whether charging per marked flows is required.  All these questions need to be answered by having clear SA1 defined requirements.

During SIRIG CC#3, several companies raised concerns on PCC dynamic control and standardization of SCI (refer to Chairman’s report). Therefore, how to apply PCC control to SIRIG must be studied further by SA2. However, we think that SIRIG solution without PCC control also may have negative impacts, as implementing the PCEF in such a way that it can promptly enable/disable Deep Packet Inspection (DPI) for SCI marking depending on the current RAT type (only for GERAN) may not be feasible and meaningful technically, and applying DPI for all radio accesses in order to support SIRIG in case of no PCC support would have negative effect on GGSN performance. Additional consideration is that packet inspection techniques may not be possible to apply in some geographic areas due to some regulation restrictions and also to some users without explicit permission, therefore lack of PCC control also brings serious concerns on this feature applicability.
4) Standardization of SCI (Service Class Indicator) values: Similar to QCI the use of SCI mechanism will also change Quality of Experience for a service and will also have impact on how the VPLMN assigns its resources to different IP flows. Yet SCI mechanism has not provided any updates to the charging architecture. Therefore, roaming should not be enabled between operators as there will be no mechanism for the VPLMN to charge for higher SCIs during inter-operator settlements. Moreover, the standardisation of SCI values remains an open issue that requires further study.
5) Roaming and Network Sharing: There can be a major technical issues in roaming networks and shared networks in transferring of PLMN ID handling to the radio network. There will be potentially complicated configuration and interoperability issues with extension of the GTP-U header even further on top of SCI field extension. The alternative approaches of having SCI values standardized can also have drawbacks as it is not clear how this will be standardized, and in case each one of the values would be recommended for specific application types, their real usage would still likely be operator specific and thus the standardization would not be very useful. Moreover, even if we agree to such a standardisation, this would be a complicated process, probably run by GSMA and not by 3GPP, which can't be completed in Release 11 while we are deeply into Release-12 timeframe.
The issue is that radio network should know, in case SCI values are not standardized, which core network sent those SCI and behave appropriately, as different SCIs may have different meanings in different networks. This increases GTP-U header further and mixes completely radio and core network parameters and functionality. The alternative way, as proposed, to standardize SCI, which is practically impossible, as unlike QCI, we can't couple some specific parameters to each SCI.  Therefore, in the best case this would be numbering with some recommended usage, and as long as it is recommended only, the problem is not solved still. Another approach is configuration at PCRF or at GGSN following some roaming agreement of SCI values meanings per each network, but this brings a HUGE unmanageable configuration issue.

2.2 Other concerns

1) Architecture considerations normally applied by SA2 were not made and, basically, GTP-U protocol level solution was selected without looking into alternatives and investigation, comparing them and choosing a best approach. This is normally done via a TR. Moreover, there may be alternative methods which were not investigated as normally happens. In reviewing the CT3/CT4 work on SIRIG, several technical concerns of the proposed approach have been raised. This indicates SA2/SA should re-consider the whole work from architectural point of view.
2) SIRIG service requirements are unclear due to lack of use cases and SA1 requirements. The use of SCI is unclear. Also, there is no SA2 TR to study architecture alternatives.
3) SIRIG handling includes transfer of service information from the core network to the radio network, which affects both radio and core network entities. This feature was developed for GERAN access only so far, while taking into account only GERAN access specific functionality. Our understanding is that while we develop such a generic feature affecting both core and radio network, access-agnostic approach, if possible, should be applied. Lacking of such an approach potentially includes problem related to a different implementations for a different radio access, and also for a different core network designs (e.g. PMIP case).

4) Communication of radio-core network by transferring Appl Id through GTP-U. Alternative methods were not investigated, while CT4 decided to pick up GTP-U based approach and opened protocol level WID for this. There may be alternative methods which were not investigated as normally happens.
5) Timing of three offline phone conferences to review CT3 & CT4 CRs was done in a rush with odd hours for Pacific and Far Eastern regions. The handling of such critical matters via CCs is not normally done, but we understand that this was an unusual case. There were about 40 participants in the calls, far less than the actual SA2 size. These CCs identified several critical issues which could not be handled satisfactorily.
3.  Conclusion
Normally such a feature requires extensive study as it impacts many critical components of the EPC system, and changes to QoS architecture in a fundamental way. Hence we feel that SIRIG must be moved to Rel-12. In Rel-12, the above considerations can be taken into account, and we can study the issues in a way as normally 3GPP works by having firstly service requirements, then architecture requirements based on those service requirements, and only then protocol level implementation.
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