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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].


TBCF
Trunking Border Control Function 
*** Next Change ***

5.X
Trunking Border Control
5.X.1
Architecture Description

Based on operator preference, border control functions may be applied between an IM CN subsystem network and a NGCN. These functions are provided by the Trunking Border Control Function (TBCF). The TBCF is the first contact point within the IM CN subsystem. Its address is discovered by the NGCN using DNS. The TBCF behaves like a Proxy (as defined in IETF RFC 3261 [a] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The TBCF shall not modify the Request URI in the SIP INVITE message. The TBCF may behave as a User Agent (as defined in the IETF RFC 3261 [a] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

The interface between the Policy and Charging Rules Function (PCRF) and the TBCFis the xy interface standardised in TS 23.203 [b].

5.X.2
Trunking Border Control Functions
The functions performed by the TBCF are:

-
Receive policy information, if available, for a Public User Identity from the HSS.

-
Forward SIP messages received from the NGCN to the SIP server (e.g. S CSCF) whose name the TBCF has received via DNS procedures.

-
Ensure that the SIP messages received from the NGCN to the SIP server (e.g. S CSCF) contain the correct or up to date information about the access network type to which the NGCN is connected, when the information is available from the access network. Depending on operator policies, the TBCF may insert in any SIP message (request or response) the access network type to which the NGCN is connected, when the information is available from the access network.

-
Controlling transport plane functions;

-
Supporting functions to allow establishing communication between disparate address realms' SIP applications;

-
Supporting functions to allow establishing communication between the IM CN subsystem and the NGCN using different media codecs based on the interworking agreement and session information;

-
Providing network configuration hiding to restrict the following information from being passed outside of an operator's network: exact number of S CSCFs, capabilities of S CSCFs, or capacity of the network, etc;

-
Screening SIP signalling information based on source/destination and operator policy (e.g. remove information that is of local significance to an operator);

-
Forward the SIP request or response to the NGCN.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and the NGCN by using TLS

-
Authorization of bearer resources and QoS management. For details see TS 23.203 [b].

-
Indicating whether an incoming SIP request is to be handled as an originating request by subsequent nodes in the IMS network.
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