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Abstract of the contribution: This contribution specifies some of the key issues for WLAN network selection for 3GPP terminals.

1 Introduction
The GSMA and WBA have been working together to enable networks and terminals to support the WLAN Roaming capability. 3GPP has defined the Access Network Discovery and Selection function (ANDSF) that provides the following information to UEs; Discovery information for non-3GPP networks such as WLAN, UE location, Inter-System Mobility Policies and Inter-System Routing Policies. The policy information may be downloaded from ANDSF based on current UE location or in advance for any other location. The Hotspot 2.0 solution developed by WFA builds on the architecture and set of protocols defined by IEEE 802.11u and develops key capabilities for network discovery, selection and security of WLAN terminals based on the ANQP (Access Network Query Protocol) defined in IEEE 802.11u.
802.11u also introduces the concept of Subscription Service Provider (SSP). SSP manages user’s subscription and associated credentials. The SSPN interface is used for authenticating users and provisioning services. A single AP may provide access to multiple SSPs with roaming agreements. Devices can query which SSPs are accessible through an AP and thus discover roaming relationships between them.
2 Key Issues
2.1 Scenarios for Roaming between 3GPP operators and Wi-Fi Service providers

Several roaming scenarios need to be considered for roaming between 3GPP networks and WLAN networks and appropriate analysis needs to be done to ascertain that the device can discover the roaming relationships in place use the appropriate set of credentials and apply the policy components correctly.

For example if user has a subscription with 3GPP cellular Operator A which has a roaming agreement with another 3GPP operator B and Operator B has a roaming agreement with Wi-Fi service provider W. In this case the Wi-Fi service provider W will advertise support for only Operator B as a SSP and not for Operator A, as it is not aware of it. As such the mobile device may not know that it can use credentials from Operator A to access WLAN network from Wi-Fi service provider W. Additional assistance may be required from ANDSF in visited operator B’s network to facilitate the discovery of roaming relationships. 
2.2 Multiple policies on devices for network selection

The Hotspot 2.0 solution in WFA specifies policies for SSP and WLAN network selection. These are primarily applicable for roaming between different Wi-Fi service providers. The ANDSF framework as defined in 3GPP also specifies PLMN and WLAN network selection. These policies are applicable for 3GPP operators and Wi-Fi service providers. When both of these policies are present in dual mode terminals, they need to be harmonized. There may be several issues here.
Currently ANDSF defines a single policy for a device, based on single subscription. However based on the Hotspot 2.0 framework being defined in WFA, the device may have multiple Wi-Fi subscriptions with different SSPs. There may be several and presumably complex roaming relationships between different SSPs and the relative priority among roaming partners may not be clear especially in presence of both Wi-Fi service providers and 3GPP operators. A consistent framework needs to be defined for specifying network selection policies and relative roaming priorities for different roaming use cases.
2.3 New extensions/features defined (or being defined) by Hotspot 2.0 (as part of IEEE 802.11u)

The 802.11u specification defines several new extensions (which are being incorporated in the Hotspot 2.0 solutions being developed at WFA). These extensions impact the network selection policies and in many cases may need to be incorporated into 3GPP ANDSF to facilitate roaming between 3GPP and Wi-Fi networks. Below is a brief description of some of these 802.11u extensions and their impact on network selection aspects.
a] Use Roaming Consortium Identifiers to discover roaming relationships
A Roaming Consortium is a group of subscription service providers (SSPs) that have an inter-SSP roaming agreement between them. The Roaming consortium allows devices to identify SSPs whose security credentials can be used to authenticate with the AP. There may be a large number of SSIDs corresponding to a Roaming consortium and a 3GPP operator which has a relationship with a Roaming Consortium may not know all of these SSIDs. Hence Roaming Consortium Identifiers may need to be added to ANDSF so that roaming relationships can be appropriately discovered.
b] Realms and Organizational Unique Identifiers (OUIs) for identifying Wi-Fi networks
Currently WLAN networks are identified in ANDSF policies based on SSID (or HESSID). In case of roaming agreements an operator would need to know all SSIDs of its different roaming partners. This can become difficult to manage as SSIDs tend to change and operators can have multiple SSIDs as well. 802.11u also allows WLAN networks to be identified based on interworking Realms and/or Organizational Unique Identifiers (OUIs) which are assigned by IEEE. Hence instead of just SSIDS, ANDSF policies can identify WLAN networks based on Realm/OUI of different roaming partners and devices can discover these Realm/OUIs based on 802.11u GAS/ANQP mechanisms. Hence Realm/OUIs may need to be added to ANDSF.

c] Application of ANDSF policy framework based on Type/Venue of Wi-Fi Network

802.11u defines Access Network Type which identifies a Wi-Fi network as a private, public, free, personal, emergency, etc. type of network. Further 802.11u also defines venue information which helps identify the venue where Wi-Fi network may be deployed, e.g. school, hospital, hotel, professional office, etc. This type of information would allow operators and service providers to apply different policies for different type of Wi-Fi networks such as public hotspots, home or enterprise based Wi-Fi networks. It would also result in improved W-Fi network selection. The Type of Wi-Fi access network and the related Venue information may be added to ANDSF.
d] Use of QoS Map, Network Load or Congestion indication for better WLAN network selection
The ANDSF currently does not provide any information about QoS of Wi-Fi networks. Providing information such as minimum QoS offered by a Wi-Fi network and uploading some Wi-Fi statistics such as available throughput, latency etc. indicating load/congestion on Wi-Fi network can assist in Wi-Fi network selection. 802.11u provides QoS Map information which specifies how IP layer QoS flags can be mapped to Wi-Fi layer-2 QoS flags. The SSP can provide the Wi-Fi network with a QoS Map as part of roaming agreement and this can determine how downlink IP traffic classes can be mapped to over the air 802.11e QoS traffic classes. This QoS map can be sent by AP to device as well, thereby allowing the device to apply QoS to uplink traffic as well. Network load/congestion parameters and QoS Maps as specified by SSPs can be added to ANDSF so that they can be used appropriately.
3 Proposal
It is proposed that above issues in section-2 be discussed and adopted in TR for WLAN_NDS.
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