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1 Introduction

In MOSAP WID(S2-121224), as one of the scenarios that will be considered, Mobile operator will provide policy interactions explicitly at the signalling level or via implicit mechanisms in EPC. In the architecture we include the UDC, GBA, and OpenID(TBD) for the user data management and the security in clause 6.1 Architecture#1 of TR 23.862. The policy interactions should be supported for MOSAP.
The purpose of this contribution is to discuss the policy interactions between the non-IMS AS and the MNO for the MOSAP. 

2 Discussion
For the MOSAP feature, Evolved Packet System shall support the following interworking scenarios between a mobile operator and data application providers: The non-IMS AS is owned by mobile operator, or owned by the 3rd party which either has the collaboration with the operator or not. As follows:
The use cases for owned / collaborative scenarios:

All along the Mobile Network Operator manages the resources and the QoS of the non-IMS AS service. The MNO has knowledge and control of the service being delivered by the non-IMS AS. Further MNO has knowledge of the resources available at non-IMS AS and of those in the transit network through which it is connected. So the PCRF can make the policy decisions depending on the information from the PCEF and/or BBERF, the SPR/UDC, the TDF if involved, the OCS if involved, and the non-IMS AS.
For the use cases for non-collaborative scenarios:

If the Mobile Network Operator has a business relationship but no service collaboration with a Data Application Provider owned by the 3rd party, the PCRF can get subscription data for preferential traffic handling and the Non-IMS AS list from the SPR/UDC through the Sp/Sd interface, the service/application information and flow information from the non-IMS AS through the Rx interface. If the UE is dissatisfied with the QoS of the service, UE can request preferential traffic handling from Non-IMS AS. The Non-IMS AS may trigger the PCRF-initiated IP-CAN session modification for the QoS update through the Rx interface.
If the Mobile Network Operator has no business relationship nor is there any service collaboration with Data Application Provider which is owned by the 3rd party. So there is no interface between the Non-IMS AS and the PCRF. Then the PCRF can’t get any service/flow information from Non-IMS AS directly in this case. If the UE is dissatisfied with the QoS of the service, UE requests preferential traffic handling from MNO, not the Non-IMS AS. How to support the preferential traffic handling from MNO requested by UE has not been taken into consideration. 
3 Optional Solutions
Two possible solutions to support the above use cases including non-collaborative scenario that the MNO has no business relationship nor is there any service collaboration with Data Application Provider which is owned by the 3rd party:
A. UE requests preferential traffic handling through interaction with PCRF (enhanced AF function), and then the PCRF initiates the IP-CAN session modification procedures to update the QoS base on the request information from UE. And the confirmation of the request (whether the UE satisfied the updated QoS or not) for the preferential traffic handling from UE can be send to PCRF directly. The subscription data for preferential traffic handling should be enabled and the related subscription should be provided from the SPR/UDC to PCRF for MOSAP support. The reference point resides between the UE and PCRF may enable transport of application level session information or other protocol, e.g. http/https. There has to be an internal interface in the UE (API) in order to allow the application layer of the non-collaborative application to inform the "function" inside the UE to inform the operator AF.
As an alternative to interaction with PCRF, UE may request the preferential traffic handling to PCRF through the non-IMS AF/AS (which can be located in application platform owned by operator, combination with NAF/OP, or other application node) owned by the MNO.
B. UE requested preferential traffic handling from the MNO through the bearer resource modification procedures with the bearer level information. The procedure allows the UE to request for a modification of bearer resources for one traffic flow aggregate with a specific QoS demand based on triggers defined by internal interfaces in the UE. The subscription data for preferential traffic handling should be enabled and the related subscription should be provided from the SPR/UDC to PCRF.
If the QoS update request accepted by the network, the PGW/PCRF initiates the related IP-CAN session modification. It invokes either the Dedicated Bearer Activation Procedure, the Bearer Modification Procedure or a dedicated bearer is deactivated. The preferential traffic handling indication or the update QoS indication is send to the network with the other information, such as TAD together with aPTI, the EPS Bear ID, PCO. The confirmation of the request for the preferential traffic handling from UE can be send to the network through the bearer resource modification procedures as above. For this use case, one difference compared with existing procedures is: After the QoS has been updated, the UE can send some final confirmation (or default no confirm message received by PGW means acceptance) in the preview period time. If that is the case, the QoS should be rollback and no special charging for the preferential traffic handling. There are various ways of implementing the use case. One way is that the PDN GW can initiate the "Dedicated bearer activation" first but not send the IP-CAN Session Modification; end immediately and as a result PCRF not to start charging for higher QoS (no IP-CAN session procedures). The confirmation can be controlled from a timer e.g. after 5mins the PDN GW to send the IP-CAN session modification, if PGW does not receive any "rejection" by the UE. Or alternatively the UE have to send some final confirmation, and the PGW received the “reception”. It depends on how often the PGW expect that the UE will accept/reject the QoS upgrade. 
4 Analysis of Solutions
Solution A: UE interaction with PCRF enhanced trigger function directly or with PCRF through one non-IMS AS owned by operator (located in application platform of operator, combination with NAF/OP, or other application node). Have no impact for the EPC nodes and the interface messages between them related to the bearer resource modification procedures, except PCRF. Because the PCRF get the QoS update request from UE directly, whether it will affect the equipment capability of PCRF or not should be considered. 
Solution B: Changes to procedures, enhancement for the bearer resource modification. New AVP and messages is existed in the related interface, and some enhancement is needed for the related existing nodes, e.g. PGW and PCRF in order to control the IP-CAN session modification messages.
5 Conclusion
According to the above information and analysis, solution B is proposed.
6 Proposal
Here it is proposed to clarify:

Add the clause 6.1.3.x and 6.1.4.x to description the interface enhancements and inpacts on existing nodes of policy interaction for the MOSAP.

1st Change
6.1.3.x
Interface Enhancements of policy interaction

For the MOSAP feature, Evolved Packet System already supports the following interworking scenarios between a mobile operator and data application providers: the non-IMS AS is owned by mobile operator, or owned by the 3rd party which has the collaboration with the operator.

If the Mobile Network Operator has a business relationship but no service collaboration with a Data Application Provider owned by the 3rd party, the PCRF can get subscription data for preferential traffic handling and the Non-IMS AS list from the SPR/UDC through the Sp/Sd interface, the service/application information and flow information from the non-IMS AS through the Rx interface. If the UE is dissatisfied with the QoS of the service, UE can request preferential traffic handling from Non-IMS AS. The Non-IMS AS may trigger the PCRF-initiated IP-CAN session modification for the QoS update through the Rx interface.
If the Mobile Network Operator has no business relationship nor is there any service collaboration with Data Application Provider which is owned by the 3rd party, there is no interface between the Non-IMS AS and the PCRF. Not any service/flow/application information and QoS information will be received from the Non-IMS AS directly in this case If the UE is dissatisfied with the QoS of the service, the UE requests preferential traffic handling from the MNO, not the Non-IMS AS. UE requests preferential traffic handling from the MNO through the bearer resource modification procedures with the bearer level information. 
The enhanced procedures allows the UE to request for a modification of bearer resources for one traffic flow aggregate with a specific QoS demand based on triggers defined by internal interfaces in the UE. The preferential traffic handling indication or the update QoS indication is send to the network with the other information, such as TAD together with aPTI, the EPS Bear ID, PCO. See clause 6.1.x.y for details.
The subscription data for preferential traffic handling should be enabled and the related subscription should be provided from the SPR/UDC to PCRF by Sp/Ud interface.
2nd Change
6.1.4.x
Impacts on existing nodes or functionality of policy interaction

To support MOSAP, the functional entities related with bearer resource modification need to be enhanced: 
a) There has to be an internal interface in the UE (API) in order to allow the application layer of the non-collaborative application to inform the "function" inside the UE to trigger the bearer resources modification procedures, and the interaction with User for confirming the update QoS in the preview period time. The enhanced procedures allow the UE to request for a modification of bearer resources for one traffic flow aggregate with a specific QoS demand based on triggers defined by internal interfaces in the UE. After the QoS has been updated, UE can send some final confirmation (or default no confirm message received by PGW means acceptance) in the preview period time.
b) The preferential traffic handling indication or the update QoS indication should be sent to the network with the other information, such as TAD together with aPTI, the EPS Bear ID, PCO. The EPS functional entities may need to be enhanced to transport these messages. If the QoS update request received and accepted by the network, the PGW/PCRF initiates the related IP-CAN session modification. It invokes either the Dedicated Bearer Activation Procedure, the Bearer Modification Procedure or a dedicated bearer is deactivated. 
If the some final confirmation (or default no confirm message received by PGW means acceptance) is received in the preview period time, the QoS should be rollback and no special charging for the preferential traffic handling. There are various ways of implementing the use case. One way is that the PDN GW can initiate the "Dedicated bearer activation" first but not send the IP-CAN Session Modification; end immediately and as a result PCRF not to start charging for higher QoS (no IP-CAN session procedures). The confirmation can be controlled from a timer e.g. after 5mins the PDN GW to send the IP-CAN session modification, if PGW does not receive any "rejection" by the UE. Or alternatively the UE have to send some final confirmation, and the PGW received the “reception”. It depends on how often the PGW expect that the UE will accept/reject the QoS upgrade. Another way is the send the IP-CAN session procedures according to the UE request, and rollback the QoS if the UE rejected the new QoS. See clause 6.1.x.y for details.
3rd Change
6.1.X
Message Flows

6.1.X.Y
Policy

This clause describes the signalling flow of policy interaction for owned / collaborative and non-roaming scenarios. The following procedure shows the preferential traffic handling when UE is dissatisfied with the QoS of the service.
Editor’s Note: the signalling flow of policy interaction for roaming scenario is FFS.
For the use case home MNO owned or collaborative Application Platform, The signalling flow of policy interaction is as defined in clause 7.4.1 of 3GPP TS23.203 [8].


[image: image1]
Step1：UE request the non-IMS AS service, and the downlink data is provided to UE transparently through the HPLMN. 

Step2-18：UE dissatisfied with the QoS, and trigger the bearer resource modification procedures. The UE sends a Request Bearer Resource Modification message to the MME. Protocol Configuration Options is included to transfer the preferential traffic handling indication (the update QoS indication). The UE requested bearer resource modification procedures are as described in TS 23.401, Figure 5.4.5-1. PGW determines that the PCC interaction is required and initiated IP-CAN session modification procedures. During the preview period time, the same charging key is provided for the higher QoS.

Step19：The confirmation can be controlled from a timer (e.g. 5mins is the preview period). The PDN GW will send the IP-CAN session modification, if PGW does not receive any "rejection" by the UE. Or alternatively the UE have to send some final confirmation, and the PGW received the “reception” or if no further meesage is received from the UE it implies “acceptance”. The new charging key will apply for the updated QoS of the related PCC rules. If not, the PCEF initiate the IP-CAN session modification to rollback the QoS. 
Step20-26: UE initiated the bearer resource modification procedures for the second time to confirm if the higher QoS is satisfied and the additional charging is accepted. The rejection or reception indication can be provided to the PGW as steps 20~22.

If the higher QoS is rejected by the UE, the PGW will initiate the IP-CAN session modification procedures and send the update request to SGW to rollback the QoS. The procedures will be executed same as steps 11~18;

If the higher QoS is accepted by the UE, the PGW will initiate the IP-CAN session modification for the new charging key for the additional charging (If no deferred rules are provided for the new charging key before), and the new charging key will apply for the updated QoS of the related PCC rules. The PGW will send the bearer resource failure indication to indicate to the SGW the higher QoS will be applied and no new modification procedures are needed again. The steps 24~26 will then be executed.
End of Changes
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