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Abstract of the contribution:

This contribution is to update the architecture figures in clause 6.1 of TR 23.862 to accommodate the OpenID description currently existing in this clause according to TR 33.924.The common architecture description texts under Figure 6.1.2-1 are move to the beginning part of sub-clause 6.1.2 with some corrections. Five more architecture figures are added to cover the missed scenarios where the 3rd party Application Provider may own the Non-IMS AS/RP and/or OP/NAF for home-routed and local breakout roaming respectively.
1. Introduction

In clause 4.1 of TS 33.220-b20, Figure 4.1a shows a simple network model of the entities involved when the network application function is located in the visited network. 

[image: image1.emf] 

UE  

HSS  

BSF  

Ua   Ub  

Zh   Zn'  

NAF  

Zn - Proxy  

Zn  

Visited network   Home network   Untrusted   

network  

SLF  

Dz  


Figure 4.1a: Simple network model for bootstrapping in visited network involving HSS with Zh reference point

To be consistent with this network model, TR 23.862 should be changed to cover this scenario by adding more architecture figures for both roaming and non-roaming cases.
2. Proposal

It is proposed to include the following changes in TR 23.862.

(1) Modify current architecture figures to accommodate the OpenID architecture.
(2) Move the common architecture description texts under Figure 6.1.2-1 to the beginning part of sub-clause 6.1.2 with some corrections.

(3) Add five more architecture figures to cover the missed scenarios where the 3rd party Application Provider may own the Non-IMS AS/RP and/or OP/NAF for home-routed and local breakout roaming cases respectively.
(4) Remove the editor note under Figure 6.1.2-2 as OpenID will be addressed with the approval of the figures described in this paper.
First Change

6.1
Architecture #1

6.1.1
Architecture Principles

Non-roaming and roaming (home-routed/local breakout) scenarios are supported, scenarios of both Non-IMS AS/RP and OP/NAF owned by (H)PLMN, both Non-IMS AS/RP and OP/NAF owned by 3rd party Application Provider, OP/NAF owned by (H)PLMN and Non-IMS AS/RP owned by 3rd party Application Provider are addressed as well.
The UDC architecture is used as a basis for user data management. 

GBA and interworking between GBA and OpenID are used as a basis for security framework. Roaming scenarios are also addressed.

Network Domain Security (TS 33.210 [4]) can be used for security of reference points exposed to 3rd parties.

6.1.2
Architecture Description
Architectures described in this sub-clause are based on the existing EPC architecture along with UDC (TS 23.335[6]), OpenID (TR 33.924[5]) and GBA (TS 33.220[3]) architectures. 
EPS components (UE, eNB, SGW, PGW, MME and PCRF) are as specified in TS 23.401[7]. 
UDC components (UDR and HSS-FE) are as specified in TS 23.335 [6]. 
GBA components (BSF, NAF, Zn-Proxy and SLF) are as specified in TS 33.220 [3]. GBA and OpenID interworking components (OP and RP) are as specified in TR 33.924. 
The Non-IMS Application Server can belong to the PLMN or a 3rd party Application Provider. In the latter case, appropriate security mechanisms (e.g. NDS defined in TS 33.210 [4]) need to be provided to protect the interfaces to (H-)PCRF, HSS-FE and OP.

The followings are the associated interfaces for the architectures described in this sub-clause:

S1-MME, S1-U, S5, S6a, Gx, S8, S9, S11 are as specified in TS 23.401[7].

Gxc is as specified in TS 23.402 [9]
Rx is as specified in TS 23.203[8].

Ud is as specified in TS 23.335 [6].

Zh, Zn, Zn’, Ua, Ub, Dz are as specified in TS 33.220 [3].
Sh+ is the interface between the non-IMS AS and HSS-FE and it can span beyond 3GPP (H)PLMN.
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Figure 6.1.2-1: Non-Roaming Architecture – all entities owned by PLMN
Figure 6.1.2-1 shows the non-roaming architecture where the Non-IMS AS is owned by the PLMN. 
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Figure 6.1.2-2: Non-roaming Architecture – Non-IMS AS/RP owned by 3rd Party Application Provider


Figure 6.1.2-2 shows the non-roaming architecture where the Non-IMS AS/RP is owned by 3rd party Application Provider.
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Figure 6.1.2-3: Non-roaming Architecture – both Non-IMS AS/RP and OP/NAF owned by 3rd Party Application Provider
Figure 6.1.2-3 shows the non-roaming architecture where both Non-IMS AS/RP and OP/NAF are owned by 3rd party Application Provider. Whereas, the 3rd party Application Provider which owns the Non-IMS AS/RP can be different from the one which owns the OP/NAF and Zn-Proxy.


[image: image8.emf]Non-IMS AS

RP

SLF UDR H-PCRF

PGW

SGW

BSF HSS-FE

MME

eNB

UE

OP NAF

HTTPS

HTTP &

DH protocol

HTTPS Ua Ub

Zn

Dz Ud

Zh

S6a

S1-MME

S1-U

S11

Ud

Sh+

Rx

Gx

S8

Gxc

HPLMN

V-PCRF

S9

VPLMN


Figure 6.1.2-4: Home-routed Roaming Architecture – both Non-IMS AS/RP and OP/NAF owned by HPLMN
Figure 6.1.2-4 shows the home-routed roaming architecture where the HPLMN owns both Non-IMS AS/RP and OP/NAF.
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Figure 6.1.2-5: Home-routed Roaming Architecture – Non-IMS AS/RP owned by 3rd Party Application Provider, OP/NAF owned by HPLMN
Figure 6.1.2-5 shows the home-routed roaming architecture where the 3rd party Application Provider owns the Non-IMS AS/RP and HPLMN owns OP/NAF.
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Figure 6.1.2-6: Home-routed Roaming Architecture – both Non-IMS AS/RP and OP/NAF owned by 3rd Party Application Provider
Figure 6.1.2-6 shows the home-routed roaming architecture where the 3rd party Application Provider owns both Non-IMS AS/RP and OP/NAF. Whereas, the 3rd party Application Provider which owns the Non-IMS AS/RP can be different from the one which owns the OP/NAF and Zn-Proxy.
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Figure 6.1.2-7: Local Breakout Roaming Architecture– both Non-IMS AS/RP and OP/NAF owned by HPLMN
Figure 6.1.2-7 shows the local breakout roaming architecture where the HPLMN owns both Non-IMS AS/RP and OP/NAF.
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Figure 6.1.2-8: Local Breakout Roaming Architecture – Non-IMS AS/RP owned by 3rd Party Application Provider, OP/NAF owned by HPLMN
Figure 6.1.2-8 shows the local breakout roaming architecture where the 3rd party Application Provider owns the Non-IMS AS/RP and HPLMN owns OP/NAF.
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Figure 6.1.2-9: Local Breakout Roaming Architecture – both Non-IMS AS/RP and OP/NAF owned by 3rd Party Application Provider
Figure 6.1.2-9 shows the local breakout roaming architecture where the 3rd party Application Provider owns both Non-IMS AS/RP and OP/NAF. Whereas, the 3rd party Application Provider which owns the Non-IMS AS/RP can be different from the one which owns the OP/NAF and Zn-Proxy.
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