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1st Change
4.2.4
Architecture for non-seamless WLAN offload by the Fixed Broadband Access network

Figure 4.2.4-1, 4.2.4-2, 4.2.4-3, 4.2.4-4, 4.2.4-5, and 4.2.4-6 show the reference architectures for NSWO. The non-seamless traffic is routed to an external network directly from BBF network.
Although this clause describes only NSWO architecture scenarios, both NSWO and EPC-routed can co-exist during the network operation.

Architecture scenario A: AF in 3GPP operator’s network
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Figure 4.2.4-1: NSWO for 3GPP domain supporting the AF – non-roaming scenario
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Figure 4.2.4-2: NSWO  for 3GPP domain supporting the AF – roaming scenario
In this architecture scenario the AF is located in the 3GPP domain.
Architecture scenario B: AF (“BBF AF”) in BBF domain
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Figure 4.2.4-3: NSWO for 3GPP over BBF domain supporting the AF – non-roaming scenario
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Figure 4.2.4-4: NSWO for 3GPP over BBF domain supporting the AF – roaming scenario
In this architecture scenario the AF (“BBF AF”) is located in the BBF domain.

NOTE:
The “BBF AF” and E/G reference point are out of 3GPP scope.

In this architecture scenario Rx signalling is supported over the S9a reference point.

The following assumptions are made about functionality in the BBF Access Network:

-
The BPCF needs to map the request received over E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.

Architecture scenario C: TDF
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Figure 4.2.4-5: NSWO with TDF – non-roaming scenario

[image: image6.emf]BRAS/BNG

BBF defined access and network

BPCF

AN (e.g

DSLAM/ONT)

EPC VPLMN

SWa/STa

S9a

Customer Premises Network

WiFi

AP

RG

UE

BBF 

Device

BBF AAA  

(proxy)

Sd

Network to 

offload to

(any NW)

IP service

V

U

R

TDF

V-PCRF

EPC HPLMN

H-PCRF

S9

3GPP AAA 

Proxy

3GPP AAA 

Server

SWd


Figure 4.2.4-6: NSWO with TDF – roaming scenario

In this architecture alternative:

-
Multiple TDFs may be deployed

-
Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator.

-
For roaming scenarios the TDF belongs to and is controlled by the VPLMN.

-
In the solicited model, the PCRF shall initiate the Sd interface triggered by S9a establishment, taking into account subscription data (verified by using e.g. IMSI, received from the BPCF).

-
Home routed traffic (tunnelled using SWu, S2c) will not be subjected for packet inspection by the TDF.
Figure 4.2.4-6: NSWO with TDF – roaming scenario


-
For roaming, the V-PCRF provisons ADC rules at the TDF as instructed by the H-PCRF per TS 23.203 requirements.
The following assumptions are made regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF.  Traffic that is not subject to for packet inspection may physically bypass the TDF.

Editor's note:
The support of differentiating routing handling for the traffic is subjected for packet inspection and the traffic not subjected for packet inspection by BBF access network requires further study in Broadband Forum.
2nd Change
6.1.2
Principles for Non-seamless WLAN-offload traffic
Policy control for NS-WLAN offloaded traffic is provided only if 3GPP access authentication is performed.

Policies for a UE's NS-WLAN offloaded traffic are sent from the EPC Network to the Fixed Broadband access network via S9a.
Policy interworking via S9a for NS-WLAN offloaded traffic in this release is supported for scenarios without NAT in the BBF domain,
For architecture scenario A in clause 4.2.4, the PCRF shall bind the request from AF with an existing IP-CAN session established over S9a using the UE local IP address received from AF and if available the subscriber ID (e.g. IMSI).

For architecture variant B in clause 4.2.4, it is assumed that BPCF binds the request from AF with an existing IP-CAN Session established over S9a using the UE local IP address received from AF and if available the subscriber ID (e.g. IMSI).

For architecture variant C in clause 4.2.4, for solicited application reporting, the PCRF shall start the Sd session with the TDF based on the subscriber’s profileper 23.203 specification. In the roaming case the V-PCRF shall initiate the Sd session and provide ADC rules control as instructed by the H‑PCRF over S9. The V‑PCRF shall provide updated ADC rules to the TDF, as appropriate, in the VPLMN in accordance with 3GPP TS 23.203 specifcation. . For unsolicited application reporting, the TDF notifies the PCRF of the detected service using the Sd interface.
The UE may simultaneously have one or more connection(s) to the EPC and a connection to NS-WLAN using the same local IP address. In order to allow the BNG to distinguish and to enforce separated QoS control for EPC routed traffic (tunnelled using SWu, S2c) and for NSWO traffic, QoS rules sent by PCRF shall include in IP filter the destination IP address of the IPSec outer IP header, i.e. the ePDG IP address (for S2b and untrusted S2c access), and PDN GW IP address (for trusted S2c) and the UDP source port number (for used by IPSec tunnel traffic).

3rd  Change
7.2
Initial Attach

This clause specifies the additional procedures at the UE’s initial attachment to a Fixed Broadband access network via PMIPv6 or GTPv2 based S2b interface, for the UE to establish the first PDN connection over the Fixed Broadband Access with S2b, and/or for the UE to have offloaded traffic via Fixed Broadband Access.

NOTE 1:
It is up to stage 3 to optimize S9a procedures for Non-Seamless WLAN offloaded traffic and EPC routed traffic handled by the same PCRF.
This procedure establishes a session between the BPCF and the PCRF to provision policy decisions for NS-WLAN offloaded traffic and/or to provision policy decisions for EPC routed traffic.
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Figure 7.2-1: Initial attachment
NOTE 2
In the roaming case, step 7 terminates at the V-PCRF.

If dynamic policy provisioning over S9a is not deployed, the optional steps 3, 4, 5, 7 and 8 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

For NS-WLAN offloaded traffic, the local IP session for the UE in Fixed Broadband Access is handled as an IP-CAN session by the PCRF. For EPC-routed traffic, the IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.
The Fixed Broadband Access domain has local policies that indicate as part of the inter-operator agreements, both if policy control for NSWO is provided and the NSWO-APN for subscribers for a given HPLMN.

NOTE 3:
Dynamic provisioning from the HPLMN of either an indication of policy control for NS-WLAN traffic and what the NSWO-APN is for the subscriber of a certain PLMN is out of the scope of this Release.
1.
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network as specified in TS 23.402 [3] clause 7.2.1 step 1. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network.

2.
The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

The steps in 3, 4 and 5 describe PCC signalling to provision policies for NS-WLAN offloaded traffic and are only triggered when 3GPP access authentication is performed and the BPCF receives the IMSI and the Fixed Broadband Access allocated UE local IP address.
3.
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

4.
When the BPCF receives the trigger and policy interworking with PCRF is supported, if local policies indicate that policy control for NS-WLAN offloaded traffic is provided for subscribers from that PLMN, the BPCF sends an indication of IP-CAN session establishment for NS-WLAN offloaded traffic  as specified in TS 23.203 [4]. 
The BPCF includes the IMSI, IP-CAN type, UE local IP address and the NSWO-APN in the message to the PCRF. The PCRF acknowledges the IP-CAN session establishment if HPLMN operator policies enable policy control for NS-WLAN offloaded traffic for this user.

5.
Based on subscriber's profile, The V-PCRF (roaming case) based on instructions from the H-PCRF or the PCRF (non-roaming) (non-roaming case) may establish a session with the TDF to provision ADC Rules for that UE local IP address (if applicable and when solicited application reporting applies).
The steps in 6, 7 and 8 describe PCC signalling to provision policies for EPC routed traffic. Step 7 is only applicable when S2b PMIPv6 is used.

6.
The description of the PDN connection setup procedure is the same as for steps 2-9 in TS 23.402 [3], clause 7.2.1 or for steps A.1-E.1 in TS 23.402 [3] clause 7.2.4, with the following additions when S2b-GTP is used: The UE local IP address and optionally UDP source port number (if NAT is detected) are also included in the Create Session Request message. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF in IP-CAN Session Establishment procedure.
7.
Triggered by the IKEv2 tunnel establishment in step 3, the ePDG initiates Gxb* session establishment with the PCRF by using Gateway Control Session establishment procedure as specified in TS 23.203 [4]. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC, the UE local IP address and optionally UDP source port number (if NAT is detected).

8.
This step may be triggered by step 6 or step 7.

When triggered by step 6, the PCRF (for non-roaming case), the V-PCRF (for visited access) or the H-PCRF (for home routed) initiates Gateway Control Session establishment with the BPCF. The V-PCRF (for home routed) proxies the Gateway Control Session Establishment request to the BPCF: IMSI, APN and UE local IP address and port needs to be included in the Gateway Control Session Establishment request message.


When triggered by step 7, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session establishment request over S9a with the BPCF. IMSI, APN and UE local IP address and port needs to be included in the Gateway Control Session Establishment request message over S9a.

9.
The BPCF may interact with the BNG, e.g. to download policies, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
End of  Changes
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