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Abstract of the contribution: This document proposes to extend the SITPO permissions for SIPTO@LN control.
1. Introduction

In TR23.859 0.4.0, two solutions have been documented for the issue “SIPTO at local network permission”, i.e. SIPTO or LIPA permission extension. This paper compares the two options and conclusion is provided.
For description simplicity on the following discussion part, the SIPTO above/at RAN are described as SIPTO@CN. On the TR change we still use the correct wording. 
2. Discussion
2.1 SA1 Requirement analysis
The requirement specific to SIPTO@LN are defined in the TS22.220. The requirement related to SIPTO@LN permission are derived as below, 

A) “The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB.”

Comment: This is related to SIPTO@LN enable. It does not require per user and it is related to entity capability and authorization.
B) “Based on mobile operator SIPTO policies and configured user consent per APN, the network shall be able to offload traffic.

Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO at local residential/enterprise IP networks. “
Comment: For the user the granularity for SIPTO@LN control is only related to APN. It is not required to be linked to CSG. We can also see the difference comparing to the LIPA requirement. In the LIPA requirement it has been explicitly required that LIPA service can only apply to special CSG as below, 

“The mobile operator shall be able to enable/disable Local IP Access per user subscription per CSG.”

Another issue is that user may want to disable SIPTO@LN due to SIPTO@LN impact the user service experience. If the user does not care about the service experience impact, i.e. they permit SIPTO@LN, it seems they would also accept traffic offloaded for this APN when they camp on the Macro network. That also means if SIPTO@LN permission are set, for the same APN traffic mostly it also permit to be offloaded when user in the marco network. 
C)”The mobile operator shall be able to configure the SIPTO policies either statically or dynamically.”
Comment: The policy is not required to be per user. It can be understood this impact all user and can be changed dynamically.  
C1: from SA1 requirement it is clear that user consent is per APN and not link to CSG. Also for the same APN it shall be possible if SIPTO@LN is permit, the traffic may also be offloaded when user camp in the macro network. 
2.2 SIPTO VS. LIPA permission 
A) CSG checking 

One of the big differences between LIPA and SIPOT permission is that LIPA permission needs additional checking on whether the APN are permitted on the CSG, i.e. associated with CSG. Per the SA1 requirement the user consent are not required to be linked to the CSG Thus the additional CSG checking in LIPA permission is not needed. 
B) Session continuity
It has agreed that the LIPA permission and SIPTO permission are mutually exclusive. If LIPA permission is extended for the SIPTO@LN, then it means the session continuity for SIPTO may not support or need define a new mechanism. This is due to separated APN are used for the SIPTO@CN and SIPTO@LN. When the UE move in to the CSG, the MME may decide to reestablish the SIPTO PDN connection. However if that happen, UE may not aware which APN need to be reestablished as UE may have more than one SIPTO@LN APN. On the other direction when the UE move to the macro cell, same problem also happens. This problem does not exist for the SIPTO permission. 

C) Intention of SIPTO and LIPA 
One of the considerations before to use the LIPA permission is that we can use the same permission set for the local network access control, which may save data storage. However the intention of the SIPTO and LIPA are different. SIPTO feature is operator controlled service. And LIPA is user controlled service. Due to that local network may want to isolate these two PDN connections. In that way the more easy way for the LGW to aware that difference is via the APN. If we do not use APN, then additional signaling or new mechanism need to be introduced to let PGW aware that difference. As such the more easy way is to use APN. If the APN for SIPTO and LIPA are different, it is not need to combine two permissions into one. 

C2: Comparing the SIPTO or LIPA permission, it seems not much benefit can be gotten from LIPA permission extension. Instead some more work need to be added. As such it is proposed to extend SIPTO permission for SIPTO@LN control. 
2.3 Issue left for SIPTO permission
One issue left for SIPTO permission is the handling precedence for SIPTO@CN and SIPTO@LN. For this issue similar like “LIPA-conditional” concept, different SIPTO mechanism can be executed depending on the UE location. That means if UE camp on the SIPTO@LN enabled CSG, the SIPTO@LN take precedence. 
3. 
Conclusion

Based on above analysis, it is proposed solution1 are selected for SIPTO@LN permission control. Evaluation and conclusion part are also updated in the clause 5.4.2 and clause 6.
* * * First Change * * * *
5.4.2
Key issue #SL2: SIPTO at the local network permission

5.4.2.1
General description

The activation of SIPTO@LN service requires special permission from the HPLMN operator at the MME/SGSN for GW selection. The HPLMN operator can configure this permission per UE, per APN, and per VPLMN basis.

5.4.2.2
Solution 1

A solution similar to the Rel-10 SIPTO solution, which has added SIPTO specific permission information to each APN, is used. To support the requirement that it shall be possible for an operator to allow/disallow SIPTO@LN on a per subscriber basis for SIPTO permitted APNs, the SIPTO Permissions have a new value defined to specifically allow SIPTO@LN. In short the SIPTO Permissions have the following three values:

-
SIPTO Prohibited,

-
SIPTO Allowed (excluding SIPTO@LN),

-
SIPTO Allowed including SIPTO@LN (new value).

The "SIPTO Allowed" value implies that SIPTO at /above the RAN  is permitted, but SIPTO@LN is not.

As concluded on Rel-10 the LIPA Permissions and SIPTO Permissions are mutually exclusive, i.e. if the SIPTO permission is set to “SIPTO-allowed” or “SIPTO Allowed including SIPTO@LN”, the LIPA permission shall be set to LIPA-prohibited


The "SIPTO Allowed including SIPTO@LN" value is used by the MME/SGSN to determine if it can:

-
select a P-GW for providing SIPTO at/above RAN when the user is in a macro cell, or

-
select a P-GW for providing SIPTO at/above RAN or an L-GW for providing SIPTO@LN for an APN when user is in a CSG cell or a hybrid cell. If UE camp on the H(e)NB where the SIPTO@LN is permitted, the SIPTO@LN take precedence over the SIPTO at/above RAN.

Moreover, the existing SIPTO solution allowing the HPLMN to indicate to the VPLMN if SIPTO is allowed or not for a given user is also applicable to SIPTO@LN.
5.4.2.3
Solution 2

One approach is to reuse the LIPA permissions as specified in Rel-10 for SIPTO@LN with one extension to the LIPA permissions for Rel-11: an additional value "L-GW allowed". This value allows the MME/SGSN to select the L-GW for that APN bypassing the CSG check.

The LIPA permissions are interpreted as follows:

-
LIPA-prohibited – means the MME is not allowed to select the L-GW for that UE;

-
LIPA-only – means the MME shall select the L-GW for the UE if available;

NOTE:
the MME has to check the APN is part of the CSG subscription data as well.

-
LIPA-conditional – means the MME should select the L-GW for the UE if the UE is camped on the correct CSG corresponding to the APN requested based on the CSG subscription data. Otherwise the MME selects the P-GW as if the UE is camped on a macro;

-
L-GW-allowed – means the MME may select the L-GW for the UE if available for members or non-members of a CSG.

Editor's Note:
it is FFS if precedence between SIPTO@LN and SIPTO at and above RAN is needed when both L-GW allowed and SIPTO allowed flags are set for an APN.
5.4.2.4
Evaluation
Comparing the two proposals on extension SIPTO or LIPA permission, it can be seen that:

1) SIPTO@LN is not required to be linked to CSG. The additional CSG control comparing to SIPTO permission in LIPA permission is not needed. 
2) Session continuity for SIPTO traffic need be supported. If LIPA permission extension is adopted, a new SIPTO PDN connection reestablishment mechanism need be defined. 
3) Different intention for SIPTO and LIPA feature. Due to that the PGW may need to isolate the local PDN connection serving different purpose. It is not required to combine the permission for local PDN connection into LIPA permission set.
Thus not much benefit can be achieved from LIPA permission extension. Instead some more work need to be added. As such it is proposed to extend SIPTO permission for SIPTO@LN control. 
* * * Next Change * * * *
6
Conclusions
For Key issue #L1: "Architecture for LIPA mobility", it is agreed that the solution 1 described in clause 5.2.1.1, "Architecture solution 1: Standalone logical L-GW" will be adopted as the baseline architecture.
For Key issue #SL2: “SIPTO at the local network permission”, it is agreed that the solution 1 described in clause 5.4.2.2 will be adopted for SIPTO@LN control.
* * * End Change * * * *
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