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Abstract of the contribution: In clause 4 Scenarios of TR 23.862, there is the editor’s note: Additional scenarios based on Stage 1 use cases shall be added later. During SA1#55, the Roaming LBO Architecture correction is approved. This contribution is the complement of Roaming LBO scenario.
1 Discussion

In clause 4 Scenarios of TR 23.862, the Non-roaming scenario – All entities owned by mobile operator, Non-roaming scenario – Application platform owned by 3rd Parties/Internet, Home Routed Roaming scenario – Home Mobile Operator owned/collaborated Application Platform are included; the Local Breakout Roaming scenario should be complemented.

During SA1#55, the Roaming LBO Architecture correction is approved. The LBO scenario is proposed to clear the editor’s note: Additional scenarios based on Stage 1 use cases shall be added later. 

2 Proposal
Here it is proposed to clarify:
Provide the LBO roaming scenario between mobile operators and 3rd party application provider domains. In this scenario the application provider has agreements with visited mobile operator. For local-breakout scenario, all traffic is routed to application domain from the visited operator network the home network performs authentication and authorisation.  

First Change
4
Scenarios for interworking between mobile operators and data application providers
Several scenarios are presented in this section. They can exist simultaneously in a mobile operator’s network. Figure 4-1 shows the non-roaming scenario where the mobile operator owns the EPS as well as application layer entities. Access and IP connectivity is provided by the mobile operator. Application platforms, also provided by the mobile operator, shown in the figure connect to the core network directly. Application platforms could be application servers (e.g. Video on Demand Server, PSS Server, MTC Server, etc.). 
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Figure 4-1: Non-roaming scenario – All entities owned by mobile operator
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Figure 4-2: Non-roaming scenario – Application platform owned by 3rd Parties/Internet

Figure 4-2 provides the non-roaming scenario where the mobile operator does not own all the application layer entities. Access and IP connectivity is provided by the mobile operator. The 3rd party Application Platforms in this figure could be application servers (e.g. Video on Demand Server, PSS Server, MTC Server, etc.) or could be 3rd party software development platforms. The horizontal line represents the demarcation between the mobile operator domain and the 3rd party application provider domain. The mobile operator and 3rd party application providers may have agreements.
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Figure 4-3: Home Routed Roaming scenario – Home Mobile Operator owned/collaborated 

Application Platform

Figure 4-3 provides the roaming scenario for both the above owned and collaborative scenarios. This figure shows the home-routed scenario where all traffic is routed to home mobile operator EPS and applications are delivered via roaming agreements between mobile operators.
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Figure 4-4: Local Breakout roaming scenario - visited mobile operator collaborative
 Application Platform 
Figure 4-4 provides the roaming scenario between mobile operators and 3rd party application provider domains. In this scenario the application provider has agreements with visited mobile operator. This figure shows the local-breakout scenario where all traffic is routed to application domain from the visited operator network. The home network still performs authentication and authorisation of the user, and also provide policy information to the visited network using the existing mechanisms and roaming agreements.
NOTE: 
Application provider interaction with the visited mobile operator for the policy happens directly because of the collaboration with visited mobile operator. 
Editor’s Note: Other scenarios for (1) Home-routed roaming, with VPLMN owned/collaborative; (2) LBO roaming, with HPLMN owned/collaborative, (3) LBO roaming, with VPLMN owned/collaborative are for FFS.
Editor’s Note: It is FFS whether it is required to have policy interactions between the Application platform and HPLMN in order to fulfil this scenario or it is possible to fulfil all the policy interactions directly with the VPLMN.
End of Change
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