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1. Status update
SA2 would like to inform BBF about both the progress on both policy and charging interworking and convergence.

The BBAI work for policy and charging interworking for both EPC routed and Non-Seamless WLAN offloaded traffic 3GPP was completed as part of 3GPP Rel-11 Release, then some corrections have been agreed to the Rel-11 approved version of the specifications that implies some new assumptions that SA2 would like to verify with BBF.

These approved corrections has been incorporated in the latest version of the TS 23.139 v 11.1.0 and TS 23.203 v 11.6.0 Annex P that can be found at 3GPP server after the 3GPP SA plenary in March 2012 and can be found in http://www.3gpp.org/ftp/Specs/html-info/23139.htm and http://www.3gpp.org/ftp/Specs/html-info/23203.htm. 
The solutions for policy and charging convergence will be studied under the Policy Convergence WID (P4C) in the scope of Rel-12. SA2 would like to inform BBF that P4C WID is organized in a Master WID and 6 individual WIDs related to the Master WID. The Master WID lists the high level requirements to be studied in each individual WID and each individual WID provides justification and specifies the detailed requirements, individual WIDs are defined for convergence Policy and Charging control for traffic from:

· Fixed terminals and NSWO traffic from 3GPP UEs in fixed broadband access networks (BBA_P4CF)

· 3GPP UEs connected to BroadBand Forum access network as Trusted network in Interworking scenario (BBA_P4CTI)

· 3GPP UEs connected to fixed broadband access network  via S2b and S2c reference points for EPC routed traffic (BBA_P4CS2abc)
· EPC routed traffic over fixed broadband access networks of 3GPP UEs connected via H(e)NB in convergent scenarios (BBA_HeNB)
· fixed terminals in evolved fixed broadband access network (BBA_P4CFevol)

· 3GPP UEs connected to fixed broadband forum access networks as Trusted network in Convergence scenario (BBA_P4CTC)

The latest versions of the WIDs can be found at http://www.3gpp.org/ftp/Specs/html-info/FeatureListFrameSet.htm after approval at SA plenary.
2.
Assumptions to be confirmed by BBF

The establishment of an IP-CAN session over S9a to request policies (i.e. PCC Rules) for NSWO traffic requires that both the IMSI and the APN (called NSWO-APN in this case) are included in the request, this will enable the PCRF to retrieve policies from the SPR for that IMSI and PDN connection. The first assumption is that the BBF domain can provide the NSWO-APN or a given HPLMN.

In a roaming scenario, the BPCF needs to find the DRA in the VPLMN located in the 3GPP mobile network as defined in WT.203. “The BPCF MUST support the discovery of a 3GPP PCRF using a Diameter Routing Agent function located in 3GPP mobile network “. The second assumption is that the BBF domain can use the VPLMN id to find that DRA in the VPLMN and that VPLMN is selected during the 3GPP authentication process.
2.1
Establishment an IP-CAN session for NSWO

The current description in 23.139 v.11.0.0 states that the fixed broadband access has local policies that indicate as part of the inter-operator agreements, both if policy control for NSWO is provided and the NSWO-APN for subscribers for a given HPLMN. Note that dynamic provisioning from the HPLMN of either an indication of policy control for NS-WLAN traffic and what the NSWO-APN is for the subscriber of a certain PLMN was left out of the scope of Release 11.
3GPP SA2 would like to verify the above assumptions with BBF.

2.2
V-PCRF selection in roaming cases

The current description in 23.203 v.11.5.0 says that the BPCF is configured with the list of VPLMN the home operator has a roaming agreement with. The BPCF selects one of the possible VPLMNs from the list of VPLMNs to send a request for policies (PCC Rules) for an IP-CAN session over S9a. 

Some companies in SA2 expressed concerns about the solution that requires configuration effort in Fixed Broadband access, an alternative solution has been specified in 23.203, CR 0721
, where the VPLMN selected during the 3GPP Access authentication is provided to the BPCF then used to find the DRA in the same VPLMN.  

SA2 assumption is that the BPCF can receive the VPLMN identifier then use it to find the DRA in the VPLMN to send the request of policies for the IP-CAN session for NSWO traffic.

3GPP SA2 would like to verify the above assumptions with BBF.
3. Actions to Broadband Forum:

ACTION: 
3GPP SA2 kindly asks BBF to take the above information into account and to provide feedback to SA2 regarding the assumptions described above.
4. Date of Next SA WG2 Meetings:

TSG SA WG2 Meeting #92
9 - 13 May 2012

Barcelona, Spain
TSG SA WG2 Meeting #93
8 - 12 October 2012

Sofia, Bulgaria
�Add CR as attachment








