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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
IP-PBX in Static Mode of Operation: an IP-PBX (Next Generation Corporate Network) where IMS registration procedures are not used to connect with the IMS, but rather the IP-PBX has a static connection to the IMS.

*** NEXT CHANGE ***
4
Architecture Requirements

The solution shall:

- allow the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users.
- allow the IMS to execute functions subject to regulatory requirements (emergency calling, legal interception)  
- be scalable
- allow the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [x].
- allow for the invocation of application servers in the operator's IMS network to IP-PBX users.
Editor's Note: clarification of services to be supported by the operator's IMS network is FFS
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