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Abstract of the contribution:

During SA2 90 (Bratislava), there was a proposed work item for Application Based Charging (S2-121672) which claimed that there was no way given the current PCC architecture to charge for the traffic associated with applications requiring extended detection capabilities. This discussion paper demonstrates that the current 3GPP specifications support the ability to charge for the traffic associated with applications requiring extended detection capabilities through the use of predefined PCC rules. The ABC work item is not clearly justified and is not necessary and the approved MOSAP work item is tasked with exploring different application charging models associated with application providers.
1. Justification
There are two issues that were discussed at SA2 90 (Bratislava) meeting. The first issue was associated with the ability of the current PCC framework in Rel.-11 to charge for data traffic associated with applications. The second issue was associated with charging for applications and the mobile operator’s ability to charge the application provider for the use of network resources.
On the first issue, S2-121671 identifies a supposed gap in the current PCC specifications related to being able to charge for the data traffic associated with an application through the use of deep packet inspection.  When an application is detected through deep packet inspection using heuristic algorithms, the detection of application data traffic may be only partially accurate (e.g. 90%). For this reason, it is generally accepted in 3GPP that application charging should be handled by a functional element that fully understands the application (e.g., a P-CSCF or application server for MMTel). 
On the second issue, in the recently approved WID for MOSAP for Rel-12 the scope includes how the mobile operator can explore various charging models in this interworking scenario with data service providers such as the examples provided in S2-121672 such as 3rd party application provider.
The proposed application based charging work item does not provide any justification or use cases for the type of charging that is being requested nor that indicate why the accepted methods of application charging are not sufficient. 
2. Current Capabilities
If the operator can accept the potential inaccuracy associated with application detection through deep packet inspection, then the data traffic for the application can be detected using existing service data flow detection mechanisms, as defined in clause 6.2.2.2 of TS 23.203. This could be acceptable, for example, when the user has paid a flat fee for access to a specific application and the operator uses application detection in order to allow the data traffic for that application. This and similar use cases have been available and widely deployed for many years using predefined PCC rules. 

Each PCC rule contains a service data flow template that may contain any number of service data flow filters. The service data flow filter may consist of a standard IP 5 tuple, a combination of destination IP address with Type of Service (IPv4) / traffic class (IPv6), or may extend the packet inspection to look further into the packet and/or define other operations. These last type of filters, available only in predefined PCC rules, are typically the types of rules required to detect traffic associated with applications that do not have deducible service data flow descriptions. Predefined PCC rules are able to activated or deactivated for a given session under direction from the PCRF.
For downlink traffic, all of the templates for predefined and dynamic PCC rules associated with the IP-CAN session for the destination address are candidates for matching in the detection process.

For uplink traffic, the uplink parts of all the templates for predefined and dynamic PCC rules associated with the IP-CAN bearer are candidates for the matching process. In general, PCC rules are installed for a single IP-CAN bearer only. However, clause 6.3.2 notes an exception predefined PCC rules that contain only uplink service data flow filters. These can be activated for multiple IP-CAN bearers of the same IP-CAN session simultaneously. This ability to activate a predefined PCC rule on multiple IP-CAN bearers allows the PCEF to apply the detection mechanism across all IP-CAN bearers thus preventing the UE from diverting application traffic across bearers to avoid detection.
NOTE:
The concept of uplink bearer binding verification was introduced, for example, to prevent a UE from sending low priority traffic on a high priority bearer. This kind of detection is also possible using predefined PCC rules and can be used to prevent undesirable UE behaviour.
The standard charging related parameters, charging key, service identifier, charging method, measurement method, and service identifier level reporting apply to predefined PCC rules. The PCEF maintains measurements for charging purposes for the traffic matching the service data flow defined by the PCC rule as per clause 6.2.2.3 independent of whether the rule is a predefined or dynamic.

As a result, predefined PCC rules, as currently specified in TS 23.203, are fully capable of providing the detection and measurement required for implementing both online and offline charging.

3. Relevance to S2-112283

In the discussion paper S2-112283 presented by Ericsson, ST Ericsson, Cisco, and Tekelec, at SA2 85 (Xi’An), there was a discussion comparing the extension of PCC rules to handle application detection and control functionality for both the PCEF enhanced with ADC feature and the standalone TDF. The argument was made that a predefined PCC rule could not detect the uplink application traffic when the traffic is split across bearers. This is true when dynamic PCC rules are used which was the method to be used for extension with ADC capabilities. However, the ability exists to activate a given predefined PCC rule across multiple bearers. Thus, the predefined PCC rule provides an adequate mechanism for detection and measurement of application data traffic for charging purposes.

4. Conclusion

The proposed work item on ABC does not have clear justification. If the intention is to use service data flow charging, then the existing mechanism available since Release 6 are clearly sufficient. The approved MOSAP WID will be exploring charging models associated with application providers. As a result, the Application Based Charging work item is not required.
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