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Abstract of the contribution:

This contribution describes the authentication message flows for both roaming and non-roaming cases and proposes text into clause 6.1 of the TR 23.862.

Proposal

It is proposed to include the following in TR 23.862.

First Change

6.1.X
Message Flows

6.1.X.1
Authentication

The same message flows based on GBA/OpenID are used by both roaming and non-roaming cases.
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1. Access Authentcation and Attach Procedure as per TS 

23.401, Figure 5.3.2.1-1

Ud subscription from HSS-FE as per 

TS 23.335, Figure A.3.2-1

2. GBA Bootstrapping Procedure as per TS 33.220, Figure 5.1

Ud subscription from HSS-FE as per 

TS 23.335, Figure A.3.2-1

3. Interworking Procedure for GBA/OpenID as per 

TR 33.924, Figure 4.4.1-1

 Figure X-1: Authentication procedure for Architecture #1
Figure X-1 shows the authentication procedure.

1. The access authentication and attach procedures are as described in TS 23.401, Figure 5.3.2.2-1. 

2. The GBA bootstrapping procedure is as described in TS 33.220, Figure 5.1. A.
Note: In steps 1 and 2, the HSS is replaced by the HSS-FE and the UDR. The steps for data query request, response and subscription based on Ud interface between HSS-FE and the UDR are as per TS 23.335, figure A.3.2-1.

3. The interworking procedure for GBA/OpenID is as per TR 33.924, Figure 4.4.1-1. 
Note: In this case, the GBA authenticating agent is located in the same device which the OpenID user is using, the browser is located in the same device as well. For the split terminal implementation where the GBA agent is not located in the same device as the OpenID User Agent please refer to clause 4.4.2.3 and 4.4.2.4 in TR 33.924
End of Changes
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