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Introduction

CT4 has been tasked by CT plenary and SA2 to provide stage 2 proposals related to SIRIG to SA2.

CT4 has involved CT3 for PCC related SIRIG impacts.

CT3 is requested to review and endorse the attached CR against TS 23.203.

It is proposed that CT3 then coordinates with CT4 and sends this CR proposal together with SIRIG related proposals by CT4 to SA2.
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*** 1st change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

ADC
Application Detection and Control

AF
Application Function

BBERF
Bearer Binding and Event Reporting Function

BBF
Bearer Binding Function

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity

DRA
Diameter Routing Agent

H-PCEF
A PCEF in the HPLMN

H-PCRF
A PCRF in the HPLMN

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IP‑CAN
IP Connectivity Access Network

MPS
Multimedia Priority Service

OFCS
Offline Charging System

OCS
Online Charging System

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

QCI
QoS Class Identifier

vSRVCC
video Single Radio Voice Call Continuity
SIRIG
Service Identification for RRC Improvements in GERAN
SPR
Subscription Profile Repository

TDF
Traffic Detection Function

UDC
User Data Convergence

UDR
User Data Repository

V-PCEF
A PCEF in the VPLMN

V-PCRF
A PCRF in the VPLMN


*** 2nd change ***
6.8.1
General

The Application Detection and Control rule (ADC rule) comprises the information that is required in order to:

-
identify the rule;

-
detect the Start and Stop of traffic for a certain application;

-
apply enforcement actions for the application traffic detected by the rule.

ADC rules definitions are assumed to be directly provisioned into the PCEF enhanced with ADC or TDF and referenced by the PCRF with the ADC Rule identifier.

NOTE:
The method to perform the detection, in particular for the Start and Stop, may extend beyond the IP header, the ADC rules are assumed to be locally provisioned into the PCEF or TDF. The procedure is out of scope for this document.

Two types of ADC rules exist: Pre-defined and dynamic ADC rules. A predefined ADC rule is constant and shall not be changed. Parameters of a dynamic ADC rule can be modified by the PCRF as defined in Table 6.8.

The pre-defined ADC rules may be used in a non-roaming situation.

There are defined procedures for activation, modification and deactivation of ADC rules (as described in clause 6.8.2). The PCRF may activate, modify and deactivate an ADC rule at any time. The modification procedure is applicable to dynamic ADC rules only.

Upon detecting start or stop of application traffic for the corresponding ADC rule, the PCEF enhanced with ADC or the TDF shall notify the PCRF, if originally controlled by the PCRF, of the start or stop of application's traffic.

The operator defines the ADC rules.

Table 6.8 lists the information contained in an ADC rule that can be exchanged over the Sd and the Gx reference points, including the information element name, the description and whether the PCRF may modify this information in a dynamic ADC rule which is active in the TDF or PCEF enhanced with ADC. The Category field indicates if a certain piece of information is mandatory or not for the construction of an ADC rule, i.e. if it is possible to construct an ADC rule without it.

Table 6.8: The Application Detection and Control rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic ADC rule

	ADC Rule identifier
	Uniquely identifies the ADC rule, within an IP-CAN session.

It is used between PCRF and TDF or PCEF enhanced with ADC for referencing ADC rules.
	Mandatory
	No

	Application detection
	Defines the detection and the application name.
	
	

	Application identifier
	References the corresponding application, for which the rule applies.
	Mandatory
	No

	Usage Monitoring Control
	This clause describes identities required for Usage Monitoring Control.
	
	

	Monitoring key
	The PCRF uses the monitoring key to group of applications that share a common allowed usage.
	Optional
	Yes

	Enforcement control
	Defines how the TDF or PCEF enhanced with ADC shall apply enforcement actions for the detected application traffic.
	
	

	Gate status
	The gate status indicates whether the detected application may pass (Gate is open) or shall be discarded (Gate is closed) at the TDF or PCEF enhanced with ADC.
	Optional
	Yes

	UL-maximum bit rate
	The uplink maximum bit rate authorized for the application traffic
	Optional
	Yes

	DL-maximum bit rate
	The downlink maximum bit rate authorized for the application traffic
	Optional
	Yes

	Redirect
	Redirect state of detected application traffic (enabled/disabled)
	Optional
	Yes

	Redirect Destination
	Controlled Address to which detected application traffic should be redirected when redirect is enabled
	Conditional

(NOTE 1)


	Yes

	SIRIG
	This Clause describes identities required for SIRIG, see Annex X (NOTE 2)
	
	

	Service Class Indicator
	Specifies the value of the Service Class Indicator for RRC improvements in GERAN to be inserted in the downlink userplan (see [12])
	Optional
	No

	DSCP value
	The IP header of a matching downlink packet shall be marked with this DSCP value for the purpose of SIRIG.
	Optional
	No

	
	
	
	

	NOTE 1:
if Redirect is enabled.
NOTE 2: 
In this release of the present specification, SIRIG is specified for GERAN access only.

NOTE 3: 
The service class indicator shall only be part of the predefined information of an ADC rule at a PCEF enhanced with ADC.
NOTE 4: 
The DSCP value shall only be part of the predefined information of an ADC rule at a TDF.


The ADC Rule identifier shall be unique for a ADC rule within an IP‑CAN session. A dynamically provided ADC rule that has the same Rule identifier value as a predefined ADC rule shall replace the predefined rule within the same IP‑CAN session.

The Application identifier references the corresponding application, for which the rule applies.

The Monitoring Key is the reference to a resource threshold. Any number of ADC Rules may share the same monitoring key value. The monitoring key values for each application shall be operator configurable.

The Gate status indicates whether the TDF or PCEF enhanced with ADC shall let an application traffic matching the Application identifier, pass through (gate is open) the TDF or the TDF shall discard (gate is closed) the application traffic.

The UL maximum-bitrate indicates the authorized maximum bitrate for the uplink component of the detected application traffic.

The DL maximum-bitrate indicates the authorized maximum bitrate for the downlink component of the detected application traffic.

The Redirect indicates whether the detected application traffic should be redirected to another controlled address.

The Redirect Destination indicates the target redirect address when available.

The Service Class Indicator indicates the value that the PCEF inserts for downlink IP packets in the GTP user plane packet header (see Annex X and [12]). The service class indicator is used in the GERAN to select a specific optimised radio transmission.
The DSCP value indicates the value within the IP header with which a TDF marks downlink IP flows matching the application traffic identified by an ADC rule. The DSCP values are mapped to service class indicators within the GTP user plane packet by the PCEF (see Annex X). The service class indicator is used in the GERAN to select a specific optimised radio transmission.

*** 3rd change ***
Annex X (normative):
SIRIG
X.1
General
SIRIG is provided either by a PCEF enhanced with ADC or a by a TDF in combination with a PCEF. Specific IP flows shall be identified e.g. by means of application detection and control. The PCEF shall add information related to the identified service to the GTP user plane packet header, i.e. GTP-U header (see [12]). This information is then used to select a specific optimised radio transmission for that service class in the GERAN.
SIRIG is only applicable for the Gn and Gp interfaces, and for the GTP based S5 and S8 interfaces.
Upon mobility between GERAN and other access type (e.g. UTRAN to GERAN or vice versa) the PCEF becomes aware of the RAT type. The PCEF may supply GTP-U extension headers only for GERAN access. 
NOTE: The PCRF does not need to control the applicable DSCP marking at the TDF/PCEF upon mobility. This also avoids service interruption when the RAT changes.
Support of SIRIG is optional in the PCEF and the TDF. A PCEF and TDF supporting SIRIG shall apply the procedures in the present clause.
X.2
PCEF enhanced with ADC


For the PCEF enhanced with ADC, the applicable Service Class Indicator value may be part of the preconfigured information within ADC rule. 
NOTE 1:
The PCRF can control the applicable service identification for SIRIG by activating corresponding ADC rule.

If all the following conditions apply:
-
The served UE is in GERAN;

-
The serving PLMN is either identical with the PLMN of the PCEF or the PCEF is configured to send Service Class Indicators to the serving PLMN; and
-
The PCEF detects an application's traffic that matches an ADC rule with a preconfigured Service Class Indicator value,
Then the PCEF shall add the Servive Class Indicator with that value to the GTP-U header that encapsulates that IP packet.

X.3
PCEF and TDF
X.3.1
General

A TDF shall mark IP packets belonging to a specif application's traffic with operator-configurable DSCP values for those services within the IP packet. The PCEF then shall map those DSCP values to Servive Class Indicators within the GTP-U headers. 
NOTE 1:
Unless a class of applications for SIRIG matches the definition of a DSCP value standardised by IETF, DSCP values with no standardised meaning in IETF are used. DSCP values in ranges reserved by IANA for private usage are suitable. There are 32 such DSCP values.
NOTE 2:
Using DSCP values with no standardised meaning in IETF prevents any IP router between TDF and PCEF to perform differentiated service scheduling for related IP packets unless it is updated or configured to support those DSCP values. 
NOTE 3:
It is assumed that no network elements between TDF and PCEF modify DSCP values.
X.3.2
TDF Procedures
The applicable DSCP value may be part of the preconfigured information within the ADC rules.
If the TDF detects an IP packet that matches an ADC rule with a preconfigured DSCP value, the TDF shall provide that DSCP marking within the IP header of that IP packet.
NOTE 1:
The PCRF can control the applicable Service Indentification values by activating corresponding ADC rules. 
To guarantee that no DSCP marks within IP packets from untrusted sources are forwarded, the TDF may be configured to perform DSCP marking for all passed IP packets. For ADC rules without DSCP value and IP packets not matching any ADC rule, the TDF shall perform DSCP marking with a configured default value.
NOTE 2:
A DSCP value that is not mapped to any Service Class Indicator value at the PCEF should be selected as default value. 
X.3.3
PCEF Procedures

The PCEF shall be configured per APN whether to map DSCP values with received downlink IP packets to Service Class Indicators. 
The PCEF shall also be configured with a mapping between DSCP values within received downlink IP packets and applicable Service Class Indicator values.
NOTE 1:
As an implementation option, different mappings can be configured for different APNs.
NOTE 2:
A mapping to Service Class Indicator values is recommended to be configured only for DSCP values that are preconfigured at the TDF within ADC rules. No mapping to Service Class Indicator values is recommended to be configured for the default DSCP value that the TDF applies for ADC rules without DSCP value and IP packets not matching any ADC rule.
If all the following conditions apply:

-
The PCEF is configured to map DSCP values with received downlink IP packets to Service Class Indicator for the applied APN; 
-
The served UE is in GERAN;

-
Te serving PLMN is either identical with the PLMN of the PCEF or the PCEF is configured to send Service Class Indicators to the serving PLMN; and

-
The PCEF receives an IP packet with a DSCP value for which a mapping to a Service Class Indicator value is configured,

Then the PCEF shall add the Servive Class Indicator with that value to the GTP-U header that encapsulates that IP packet. The PCEF may replace the received DSCP value with a default DSCP value within the IP header.
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