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* * * 1st Change * * * *

4.2.4
Architecture for non-seamless WLAN offload by the Fixed Broadband Access network
Figure 4.2.4-1, 4.2.4-2, 4.2.4-3, 4.2.4-4, 4.2.4-5, and 4.2.4-6 show the reference architectures for NSWO. The non-seamless traffic is routed to an external network directly from BBF network.
Although this clause describes only NSWO architecture scenarios, both NSWO and EPC-routed can co-exist during the network operation.

Architecture scenario A: AF in 3GPP operator’s network
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Figure 4.2.4-1: NSWO for 3GPP domain supporting the AF – non-roaming scenario
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Figure 4.2.4-2: NSWO  for 3GPP domain supporting the AF – roaming scenario
In this architecture scenario the AF is located in the 3GPP domain.
Architecture scenario B: AF (“BBF AF”) in BBF domain
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Figure 4.2.4-3: NSWO for 3GPP over BBF domain supporting the AF – non-roaming scenario
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Figure 4.2.4-4: NSWO for 3GPP over BBF domain supporting the AF – roaming scenario
In this architecture scenario the AF (“BBF AF”) is located in the BBF domain.

NOTE:
The “BBF AF” and E/G reference point are out of 3GPP scope.

In this architecture scenario Rx signalling is supported over the S9a reference point.

The following assumptions are made about functionality in the BBF Access Network:

-
The BPCF needs to map the request received over E/G (with UE local IP address) to the right IP-CAN session over S9a (i.e. session binding in BPCF) in order to find the right PCRF.

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.

Architecture scenario C: TDF
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Figure 4.2.4-5: NSWO with TDF – non-roaming scenario
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Figure 4.2.4-6: NSWO with TDF – roaming scenario

In this architecture alternative:

-
Multiple TDFs may be deployed

-
Sd is an intra-operator interface. This architecture variant is therefore limited to the case where the BBF domain and 3GPP domain are owned by the same operator.

-
For roaming scenarios the TDF belongs to and is controlled by the VPLMN.

-
For the solicited application reporting mode, the PCRF shall initiate the Sd interface triggered by S9a establishment, taking into account subscription data (verified by using e.g. IMSI, received from the BPCF).

-
Home routed traffic (tunnelled using SWu, S2c) will not be subjected for packet inspection by the TDF.

-
Policies for roaming users may be locally configured in the V-PCRF and/or TDF.

The following assumptions are made regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF.  Traffic that is not subject to for packet inspection may physically bypass the TDF.

Editor's note:
The support of differentiating routing handling for the traffic is subjected for packet inspection and the traffic not subjected for packet inspection by BBF access network requires further study in Broadband Forum.

* * * Next Change * * * *

4.3.3
Roaming Architecture - Home Routed

The GTP version of the architecture for the macro network does not require V-PCRF in the connection because the HPLMN does not provision QoS rules in the VPLMN. Since there is no V-PCRF in VPLMN the solution relies on the H-PCRF to initiate the Gateway Control Session over S9 to a selected V-PCRF that, in turn, initiates the Gateway Control Session over S9a with the BPCF. The HPLMN may provision policies in the VPLMN that take into account the fact that the UE connects to a 3GPP Femto.
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Figure 4.3.3-1: Roaming Architecture - Home Routed Traffic

NOTE 1:
The reference architecture is applicable when both 3GPP VPLMN and Fixed Broadband network belong to the same network operator or to different network operators.

NOTE 2:
There is only one S15 session for all UEs connected to a HNB.

* * * Next Change * * * *

5.1.1.1
ePDG
The details of functionality of ePDG are described TS 23.402 [3].

The following enhancements are applicable: To support initiation of a Gateway Control Session over S9a from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport UE Local IP address, UDP port number(s) for the UE connected to WLAN to the PCRF via the Gxb* in untrusted S2c and S2b PMIP-based or via the S2b reference points in case of S2b GTP-based.

* * * Next Change * * * *

5.2
Reference Points

The reference points S1-MME, S1-U, S3, S4, S5, S6a, S8, S10, S11 are defined in TS 23.401 [2]. The reference points S2c, S6b, SWx, SWd, SWm, SWn, SWu, SGi, Gxc are defined in TS 23.402 [3]. The reference point Rx and Sd are defined in TS 23.203 [4].

Gx
For purpose of BBF interworking it transfers UE/H(e)NB Local IP address, UDP port number(s) and/or FQDN of BBF access network at which the H(e)NB is connected to.
Gxb*
It connects the ePDG with the PCRF and transports UE Local IP address, UDP port number(s) for the UE connected to WLAN. It is used in untrusted S2c and S2b-PMIP case .This information triggers the PCRF to initiate the Gateway Control Session over S9a.
S2b
For purpose of BBF interworking it transfers UE Local IP address and UDP port number(s) in cases of S2b-GTP. This information triggers the PCRF to initiate the Gateway Control Session establishment over S9a towards the BPCF.
S15
It supports the initiation, modification and termination of sessions between the HNB GW and PCRF to support CS sessions. This interface triggers the PCRF to request allocation of resources in the Fixed Broadband access network for CS sessions.

S9
For BBF interworking for WLAN UE roaming with home routed access and S2b/Gx being used to trigger the PCRF to initiate the Gateway Control Session establishment over S9a, or for BBF interworking using GTP Home Routed Traffic for H(e)NB, the S9 interface is enhanced to carry from the H-PCRF to the V-PCRF the UE/H(e)NB Local IP address, UDP port number(s) and/or FQDN of Fixed Broadband access network at which the H(e)NB is connected to.
S9a
For purpose of BBF interworking it provides transfer of dynamic QoS control policies (QoS) from the Home PCRF to the BBF Policy Control function (BPCF) and in roaming scenario from the Visited PCRF and to the BBF Policy Control function (BPCF). Furthermore the S9a carry from the H-PCRF/V-PCRF the UE/H(e)NB local IP address, UDP port number(s) and/or FQDN of Fixed Broadband access network at which the H(e)NB is connected to. The S9a is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework.

SWa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization and accounting information in a secure manner. The transport of accounting information is applicable only to non-seamless WLAN offloaded traffic.

STa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and accounting information in a secure manner. The transport of accounting information is applicable only to non-seamless WLAN offloaded traffic.
The Reference points within the BBF access network are defined in BBF TR 058 [7], BBF TR-101 [8], BBF WT‑145 [10] and BBF WT-134 [11] and they are considered out of the scope of 3GPP.
* * * Next Change * * * *

6.1.2
Principles for Non-seamless WLAN-offload traffic

Policy control for NS-WLAN offloaded traffic is provided only if 3GPP access authentication is performed.

Policies for a UE's NS-WLAN offloaded traffic are sent from the EPC Network to the Fixed Broadband access network via S9a.

Policy interworking via S9a for NS-WLAN offloaded traffic in this release is supported for scenarios without NAT in the BBF domain,

For architecture scenario A in clause 4.2.4, the PCRF shall bind the request from AF with an existing IP-CAN session established over S9a using the UE local IP address received from AF and if available the subscriber ID (e.g. IMSI).

For architecture variant B in clause 4.2.4, it is assumed that BPCF binds the request from AF with an existing IP-CAN Session established over S9a using the UE local IP address received from AF and if available the subscriber ID (e.g. IMSI).

For architecture variant C in clause 4.2.4, in solicited application reporting mode, the PCRF shall start the Sd session with the TDF when an indication of IP-CAN session establishment is received over S9a for the UE local IP address. In unsolicited application reporting mode, the TDF notifies the PCRF of the detected service using the Sd interface.

The UE may simultaneously have one or more connection(s) to the EPC and a connection to NS-WLAN using the same local IP address. In order to allow the BNG to distinguish and to enforce separated QoS control for EPC routed traffic (tunnelled using SWu, S2c) and for NSWO traffic, QoS rules sent by PCRF shall include in IP filter the destination IP address of the IPSec outer IP header, i.e. the ePDG IP address (for S2b and untrusted S2c access), and PDN GW IP address (for trusted S2c) and the UDP source port number (for used by IPSec tunnel traffic).

* * * Next Change * * * *

6.3.1
Generic

This clause describes how to detect and classify IP packets for the purpose of QoS treatment in the Fixed Broadband Access network. The solution is based on DSCP marking of packets traversing the Fixed Broadband Access network. The Fixed Broadband Access network (e.g. BNG) makes packet classification based on the DSCP of the incoming packets. The solution assumes functionality in the BBF domain, all these functions are out-of-scope for 3GPP; also, these functions may or may not be implemented depending on the agreement between 3GPP and Fixed Broadband Access operator, these functions are described for information only.
Fixed Broadband Access network currently supports the DSCP marking as specified in BBF TR-092 [20] for BRAS, in BBF TR‑101 [8] for Access Nodes and Aggregation Nodes and in BBF TR-124 Issues 2 [21] for the RG.
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Figure 6.3.1-1: Packet classification and packet forwarding treatment in a 3GPP-Fixed Broadband Access interworking scenario for traffic routed to EPC
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Figure 6.3.1-2: Packet classification and packet forwarding treatment in a 3GPP-Fixed Broadband Access interworking scenario for NS-WLAN offload traffic

The figure 6.3.1-1 and the figure 6.3.1-2 are simplified and the intermediate transport network entities in both figures are not shown. The details of traffic handling in the Fixed Broadband Access domain are out of 3GPP scope.

In order to support QoS in Fixed Broadband Access:

-
The BPCF needs to map the QoS information (QCI, bit rates, ARP) received over S9a to access-specific parameters applicable in the Fixed Broadband Access network as specified in WT-203 [6].

-
The BRAS/BNG can perform QoS treatment and QoS remapping based on DSCP value of the outer IP header as specified in BBF TR-059 [26]. For NS-WLAN offload traffic, the BRAS/BNG can support per-flow DSCP marking on each packet based on the QoS information received via R interface.
-
The RG can perform QoS treatment and QoS remapping based on DSCP value of the outer IP header based on pre-provisioned rules in the RG as specified in BBF TR-059 [26].

-
For both EPC routed traffic and NS-WLAN offload traffic cases, if the UE implements reflective QoS and the Fixed Broadband Access network needs to be protected from a misbehaving UE, Fixed Broadband Access needs to implement protective measures (e.g. per-UE bandwidth limitation in the RG or in the BNG).

-
The decision to apply Reflective QoS is performed as part of the AAA signalling for UE authentication. The 3GPP AAA takes the decision to apply Reflective QoS based on the capabilities of the UE, the type of access and local policies then informs the UE.

-
If the UE supports Reflective QoS then the UE shall indicate to the 3GPP AAA server during the authentication procedure using EAP-AKA signalling.

-
In response to the UE indication, the 3GPP AAA may provide an indication to the UE on whether Reflective QoS shall be applied during the UE authentication procedure using EAP-AKA signalling. When access authentication is performed the BBF AAA informs the 3GPP AAA that the UE is attached via BBF-defined Fixed Broadband access network in over STa/SWa. When authentication is performed as part of IKEv2 signalling the 3GPP AAA determines if the UE is connected via a BBF-defined WLAN access based on UE Local IP address received in EAP-AKA signalling over SWm or S6b.

* * * Next Change * * * *

6.4
Authentication and Security procedures for 3GPP and Fixed Broadband access interworking

The following procedures are defined for authentication of a 3GPP UE via a Fixed Broadband Access network as specified in TS 33.402 [23]:

-
3GPP-based access authentication. This assumes that the Fixed Broadband Access network supports 3GPP EAP-based access authentication and forwards EAP signalling messages between the UE and EPC.

-
Tunnel authentication procedures for SWu. This authentication is transparent to the Fixed Broadband Access network.

-
Authentication for S2c (DSMIPv6). This authentication is transparent to the Fixed Broadband Access network.

In procedure 1, the permanent user identity (i.e. an IMSI in EPC root NAI format as defined by TS 23.003 [24]) shall be provided upon successful authentication in the reply from 3GPP AAA to Fixed Broadband Access AAA, for both STa and SWa. The BPCF shall initiate an IP-CAN Session over S9a towards the PCRF for the UE as defined in clauses 7 and 8 and in TS 23.203 [4].

In procedure 2 and 3, a Gateway Control Session over S9a for this UE shall be triggered by the PCRF as defined in clauses 7 and 8 and in TS 23.203 [4].
Translation between RADIUS and Diameter is performed in the Fixed Broadband Access as described in WT-203 [6].
* * * Next Change * * * *

7.2
Initial Attach

This clause specifies the additional procedures at the UE’s initial attachment to a Fixed Broadband access network via PMIPv6 or GTPv2 based S2b interface, for the UE to establish the first PDN connection over the Fixed Broadband Access with S2b, and/or for the UE to have offloaded traffic via Fixed Broadband Access.

NOTE 1:
It is up to stage 3 to optimize S9a procedures for Non-Seamless WLAN offloaded traffic and EPC routed traffic handled by the same PCRF.
This procedure establishes a session between the BPCF and the PCRF to provision policy decisions for NS-WLAN offloaded traffic and/or to provision policy decisions for EPC routed traffic.
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Figure 7.2-1: Initial attachment
NOTE 2
In the roaming case, step 7 terminates at the V-PCRF.

If dynamic policy provisioning over S9a is not deployed, the optional steps 3, 4, 5, 7 and 8 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

For NS-WLAN offloaded traffic, the local IP session for the UE in Fixed Broadband Access is handled as an IP-CAN session by the PCRF. For EPC-routed traffic, the IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.
The Fixed Broadband Access domain has local policies that indicate as part of the inter-operator agreements, both if policy control for NSWO is provided and the NSWO-APN for subscribers for a given HPLMN.

NOTE 3:
Dynamic provisioning from the HPLMN of either an indication of policy control for NS-WLAN traffic and what the NSWO-APN is for the subscriber of a certain PLMN is out of the scope of this Release.
1.
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network as specified in TS 23.402 [3] clause 7.2.1 step 1. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network and an indication to apply Reflective QoS is provided to the UE..
2.
The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

The steps in 3, 4 and 5 describe PCC signalling to provision policies for NS-WLAN offloaded traffic and are only triggered when 3GPP access authentication is performed and the BPCF receives the IMSI and the Fixed Broadband Access allocated UE local IP address.
3.
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

4.
When the BPCF receives the trigger and policy interworking with PCRF is supported, if local policies indicate that policy control for NS-WLAN offloaded traffic is provided for subscribers from that PLMN, the BPCF sends an indication of IP-CAN session establishment for NS-WLAN offloaded traffic  as specified in TS 23.203 [4]. The BPCF includes the IMSI, IP-CAN type, UE local IP address and the NSWO-APN in the message to the PCRF. The PCRF acknowledges the IP-CAN session establishment if HPLMN operator policies enable policy control for NS-WLAN offloaded traffic for this user as specified in TS 23.203 [4].
5.
Triggered by the successful establishment of the IP-CAN session for the UE local IP address in step A2, the V-PCRF (roaming) and the PCRF (non-roaming) may establish a session with the TDF to provision ADC Rules for that UE local IP address (if applicable and when solicited application reporting mode applies).
The steps in 6, 7 and 8 describe PCC signalling to provision policies for EPC routed traffic. Step 7 is only applicable when S2b PMIPv6 is used.

6.
The description of the PDN connection setup procedure is the same as for steps 2-9 in TS 23.402 [3], clause 7.2.1 or for steps A.1-E.1 in TS 23.402 [3] clause 7.2.4, with the following additions when S2b-GTP is used: The UE local IP address and optionally UDP source port number (if NAT is detected) are also included in the Create Session Request message. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF in IP-CAN Session Establishment procedure, an indication to apply Reflective QoS is provided to the UE as part of the IKEv2 tunnel establishment
7.
Triggered by the IKEv2 tunnel establishment in step 3 and by the indication that the UE is connected aWLAN connected to fixed broadanc access from 3GPP AAA,,  the ePDG initiates Gxb* session establishment with the PCRF by using Gateway Control Session establishment procedure as specified in TS 23.203 [4]. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC, the UE local IP address and optionally UDP source port number (if NAT is detected).
NOTE:
The 3GPP AAA determines if the UE is connected via a WLAN connected to a fixed vbroadband access on UE Local IP address received in EAP-AKA signalling over SWm..
8.
This step may be triggered by step 6 or step 7.

When triggered by step 6, the PCRF (for non-roaming case), the V-PCRF (for visited access) or the H-PCRF (for home routed) initiates Gateway Control Session establishment with the BPCF. The V-PCRF (for home routed) proxies the Gateway Control Session Establishment request to the BPCF: IMSI and UE local IP address and port needs to be included in the Gateway Control Session Establishment request message.


When triggered by step 7, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session establishment request over S9a with the BPCF. IMSI,  and UE local IP address and port needs to be included in the Gateway Control Session Establishment request message over S9a.

9.
The BPCF may interact with the BNG, e.g. to download policies, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
* * * Next Change * * * *

7.5
UE-initiated Connectivity to Additional PDN

This clause is related to the case when the UE has an established PDN connection via a Fixed Broadband Access Network using GTPv2 or PMIPv6 based S2b and wishes to establish one or more additional PDN connections over the same access. Since GTPv2 or PMIPv6 is used to establish connectivity with the additional PDN, the UE shall establish a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN.

The description of supporting additional PDN connections with PMIPv6 based S2b is same as it is specified in TS 23.402 [3], clause 7.6.1. The description of supporting additional PDN connections with GTPv2 based S2b is same as it is specified in TS 23.402 [3], clause 7.6.3.
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Figure 7.5-1: UE-initiated connectivity to additional PDN over a Fixed Broadband Access Network
1.
The UE has performed the Initial S2b Attach procedure as defined in clause 7.2 and has an established PDN connection.

2.
The UE repeats the procedure of clause 7.2, steps 6-9 for each additional PDN the UE wants to connect to, with the following exceptions:


-
The IKEv2 tunnel establishment procedure for each additional PDN connection is initiated with the ePDG that was selected in step 1 in clause 7.2.

-
For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1 in clause 7.2, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.
-
In Step 8, if no Gateway Control session over S9a for this UE, then the PCRF initiates the Gateway Control Session Establishment procedure with the BPCF. Otherwise, the PCRF provide new QoS rules corresponding to the new PDN connection to the BPCF using the Gateway Control and QoS Rules Provisioning procedure.
* * * Next Change * * * *

7.6
Network-Initiated Dynamic PCC for EPC-routed Traffic

This procedure is applicable if the UE accesses via a Fixed Broadband Access network with GTPv2 or PMIPv6 based S2b interface for the EPC-routed traffic. And if dynamic PCC is deployed, the procedure given in Figure 7.6-1 is used by the PCRF to provision rules to the Fixed Broadband Access and for the Fixed Broadband Access to enforce the policy by controlling the resources and configuration in the access. This procedure is applicable only when the UE is already attached the Fixed Broadband Access network access and the PCRF is capable to discover the BPCF for the Fixed Broadband Access serving the UE. The access specific procedure executed in the Fixed Broadband Access is out of scope of this specification. In case 2b, defined in clause 7.1 of TS 23.203 [4] when UE connecting via Fixed Broadband Access access no QoS Rules should be provisioned to the ePDG .
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Figure 7.6-1: Network-initiated dynamic policy control procedure

If dynamic policy provisioning over S9a is not deployed, the optional step 1 does not occur. Instead, the Fixed Broadband Access network may employ Fixed Broadband Access local policies.

1.
The PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates the Gateway Control and QoS Rules Provision Procedure with the BPCF over S9a as specified in TS 23.203 [4]. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9a towards the BPCF.

2.
The Fixed Broadband Access Network performs admission control based on the QoS rules provisioned to it, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.

3.
The PCRF sends PCC Rules  to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP-CAN Session Modification procedure as defined in TS 23.203 [4].
4.
The step only available when GTP S2b is used. P-GW initiates GTP bearer activation/deactivation/update procedure as defined in TS 23.402, figure 7.9.2-1, 7.10-1, 7.11.1-1.

5.
If the dynamic policy control procedure was triggered by a PCC Rules  Provision message from the PCRF, the PDN GW replies with a provisioning acknowledgement message to the PCRF and later informs the PCRF whether the requested PCC Rules  could be enforced after the completion of IP CAN bearer signalling.

7.7
Network-Initiated Dynamic PCC for NS-WLAN offloaded traffic

This procedure is applicable if the UE accesses via a Fixed Broadband Access network, traffic is offloaded by the BNG where dynamic PCC is deployed. The purpose of the procedures is to provision PCC Rules over S9a for offloaded traffic in the Fixed Broadband Access. The Fixed Broadband Access is able to perform admission control and to provision policy rules in the BNG for the purpose to identify traffic based on the UE’s local IP address in order to enforce QoS.
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Figure 7.7-1: Network-initiated dynamic policy control procedure for offloaded traffic

1. This procedure only applies if dynamic policy provisioning over S9a is deployed. Steps 1a, 1b and 1c are corresponding to architecture scenarios A, B and C and all of them are optional.

1a. For variant A, the service information is received by PCRF (non-roaming case) or H-PCRF(roaming case) over Rx interface.

1b. For variant B ,service information for a 3GPP UE identified by the UE’s local IP address or the IMSI is received by BPCF which will then sent it over S9a to the PCRF (non-roaming case), or to V-PCRF and the V-PCRF in turns forward them to the H-PCRF(roaming case).
1c. For variant C, the service information is received by the PCRF (non-roaming case) or V-PCRF (roaming case) over Sd interface.
2.
PCRF generates PCC Rules for the offloaded traffic based on the service information provided in step 1.

3.
Triggered by step 2. The PCRF (for non-roaming case) and the V-PCRF (for roaming case) initiates the PCRF-initiated IP-CAN session modification procedure with the BPCF over S9a to provision PCC Rules for the UE’s local IP address. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF which in turns initiates the procedure over S9a towards the BPCF.

4.
The Fixed Broadband Access Network performs admission control based on the provisioned PCC rules, and establishes all necessary resources and configuration in the Fixed Broadband Access network. The details of this step are out of the scope of this specification.

* * * Next Change * * * *

8.2.7
Network-Initiated Dynamic PCC for DSMIPV6 on S2c when accessing trusted Fixed Broadband Access for EPC-routed Traffic

This procedure is applicable if the UE accesses over a Fixed Broadband Access network which is considered trusted.
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Figure 8.2.7-1: Network-initiated dynamic policy control procedure in Trusted BBF IP Access for DSMIPv6 on S2c

This procedure concerns both the non-roaming (as Figure 4.2.2-3) and roaming case (as Figure 4.2.3-3). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-6), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures, step 1 and 3, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

1-3
.
The description of these steps is the same as for steps 1-3 in sub-clause 7.6.

4.
The PCEF acknowledges the provisioning of PCC Rules in the PCEF. For details please refer to TS 23.203 [4].





8.2.8
Network-Initiated Dynamic PCC for DSMIPV6 on S2c when accessing trusted Fixed Broadband Access for NS-WLAN offloaded Traffic
The information flow of "Network-Initiated Dynamic PCC for DSMIPV6 on S2c when accessing trusted Fixed Broadband Access for offloaded Traffic" is same as S2b case, which is defined in sub-clause 7.7.
* * * Next Change * * * *

8.2.9
UE-Initiated Connectivity to Additional PDN with DSMIPv6 on S2c over trusted Fixed Broadband Access

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections.

There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 8.2.9-1: UE-Initiated connectivity to additional PDN from Trusted Non-3GPP IP Access with DSMIPv6 on S2c

1.
The UE has performed the Initial S2c attach procedure as defined in clause 8.2.1 and has an established PDN connection.

2.
The UE repeats the procedure steps 6-8 of clause 8.2.1, Figure 8.2.1-1 for each additional PDN the UE wants to connect to.
-
In Step 7, if no Gateway Control session over S9a for this UE, then the PCRF initiates the Gateway Control Session Establishment procedure with the BPCF. Otherwise, the PCRF provide new QoS rules corresponding to the new PDN connection to the BPCF using the Gateway Control and QoS Rules Provisioning procedure.
* * * Next Change * * * *

8.3.7
Network-Initiated Dynamic PCC for S2c when accessing untrusted Fixed Broadband Access for EPC-routed Traffic

This procedure is applicable if the UE accesses over a Fixed Broadband Access network which is considered untrusted.
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Figure 8.3.7-1: Network-initiated dynamic policy control procedure in un-trusted BBF IP Access for DSMIPv6 on S2c

This procedure concerns both the non-roaming (as Figure 4.2-3) and roaming case (as Figure 4.2-6). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2-9), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures, step 1 and 3, only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.

1-3
.
The description of these steps is the same as for steps 1-3 in sub-clause 7.6.
4.
The PCEF acknowledges the provisioning of PCC Rules in the PCEF. For details please refer to TS 23.203 [4].
.





8.3.8
Network-Initiated Dynamic PCC for S2c when accessing untrusted Fixed Broadband Access for NS-WLAN offloaded Traffic
The information flow of "Network-Initiated Dynamic PCC for DSMIPV6 on S2c when accessing untrusted Fixed Broadband Access for offloaded Traffic" is same as S2b case, which is defined in sub-clause 7.7.
* * * Next Change * * * *

8.3.9
UE-Initiated Connectivity to Additional PDN with DSMIPv6 on S2c over untrusted Fixed Broadband Access

This clause is related to the case when the UE has an established PDN connection and wishes to establish one or more additional PDN connections.

Since DSMIPv6 is used to establish connectivity with the additional PDN, the UE does not need to establish a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN.

There can be more than one PDN connection per APN if the PDN GW supports that feature.
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Figure 8.3.9-1: UE-Initiated connectivity to additional PDN from untrusted Non-3GPP IP Access with DSMIPv6 on S2c

1.
The UE has performed the Initial S2c attach procedure as defined in clause 8.3.1 and has an established PDN connection.

2.
The UE repeats the procedure steps 6-9 of clause 8.3.1, Figure 8.3.1-1 (Initial attachment when S2c is used for roaming, non-roaming and LBO) for each additional PDN the UE wants to connect to. For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.

-
In Step 8, if no Gateway Control session over S9a for this UE, then the PCRF initiates the Gateway Control Session Establishment procedure with the BPCF. Otherwise, the PCRF provide new QoS rules corresponding to the new PDN connection to the BPCF using the Gateway Control and QoS Rules Provisioning procedure.
* * * Next Change * * * *
9.1.1
E-UTRAN Initial Attach and UE requested PDN connection Establishment

This clause is related to the case when the UE performs initial attachment or UE requests connectivity to an additional PDN to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE:
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]).
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Figure 9.1.1: UE Attach and UE requested PDN connection Establishment procedure via HeNB

1.
The HeNB is already registered in the network.

2.
The description of this step is the same as for step 1 and 2 in TS 23.401 [2], clause 5.3.2.1 (Initial attach case), or is the same as for step 1 in TS 23.401 [2], clause 5.10.2 (UE requested PDN connection Establishment case) with the addition that HeNB includes the following additional information: the HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the Fixed Broadband Access networks in the S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]) and sends them to MME.

3.
This step is the same as steps 3-13 in TS 23.401 [2] clause 5.3.2.1 (Initial attach case) or steps 2-3 in TS 23.401 [2] clause 5.10.2 (UE requested PDN connection Establishment case), with the following additional information included in Create Session Request message sending between MME and S-GW, and between S-GW and P-GW: HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network.

4.
The PDN GW initiates the IP-CAN session establishment/modification procedure with the PCRF per TS 23.203 [4]. The message includes the IMSI, the HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.

5.
The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HeNB local IP address and UDP port if NAT/NAPT is detected.


Once this step completes the PCRF is aware the fact that the UE is connected to the network via a 3GPP H(e)NB and checks first whether sufficient resources are available in the BBF access before it provisions PCC rules at the PCEF.

6.
The PCRF acknowledges the IP‑CAN session establishment/modification. 
7.
This step is the same as steps 15-26 in TS 23.401 [2] clause 5.3.2.1 (Initial attach case) or steps 5-16 in TS 23.401 [2] clause 5.10.2 (UE requested PDN connection Establishment case) with the following additions: If the H(e)NB local IP address and UDP port number change reporting triggers are received from the PCRF, the PDN GW should set the H(e)NB local IP address and UDP port number Information Reporting accordingly. If the H(e)NB local IP address and UDP port number Reporting Request is received for this PDN connection, then the MME shall report to the PCEF/PCRF changes of HeNB local IP address and/or port (if available).

* * * Next Change * * * *

9.1.3
Network initiated bearer activation, modification and deactivation
This clause is related to Network initiated Bearer operation procedure and contains the following cases: Dedicated bearer activation, Bearer modification with bearer QoS update, and Bearer deactivation.
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Figure 9.1.3 Network initiated Bearer activation, modification, and deactivation for HeNB

1.
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to request BPCF to reserve resource for traffic flow (Dedicated bearer activation), or to request allocation of resources in the BBF access network (Bearer modification with bearer QoS update), or to de-allocate resources in the BBF access network (Bearer deactivation). The message includes the QoS rules (SDF, QCI, ARP, GBR, MBR) according to TS 23.203 [4].

2.
The PCRF initiates the IP-CAN session modification procedure with the P-GW/PCEF according to TS 23.203 [4].

3.
Dedicated bearer activation case, refer to steps 2-11 according to TS 23.401 [2], 5.4.1; Bearer modification with bearer QoS update case, refer to steps 2-11 according to TS 23.401 [2], figure 5.4.2.1; Bearer deactivation case, refer to steps 2-9 according to TS 23.401 [2], figure 5.4.4.1.

NOTE:
Step 1 may be triggered by service resource request from AF .
* * * Next Change * * * *
9.1.5
Service Request and Handover Procedures

This clause specifies the Service Request and Handover Procedures with updating the following information to fixed broadband access network: the HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.

This clause contains the following cases:

-
UE initiated Service Request( clause 5.3.4.1, TS 23.401 [2])

-
X2-based handover without Serving GW relocation(clause 5.5.1.1.2, TS 23.401 [2]),

-
X2-based handover with Serving GW relocation(clause 5.5.1.1.3, TS 23.401 [2]),

-
S1-based handover (clause 5.5.1.2.2 , TS 23.401 [2]),

-
inter-RAT Handover from UTRAN Iu Mode to E-UTRAN (clause 5.5.2.2.2, TS 23.401 [2]),

-
inter-RAT handover from GERAN A/Gb Mode to E-UTRAN(clause 5.5.2.4.2, TS 23.401 [2]).

The MME shall report changes in HeNB local IP address and/or port to the PCEF/PCRF if

-
the PCRF has subscribed to reporting of changes of the local H(e)NB IP address and UDP port number; and

-
the UE moves from one (e)NB to a HeNB, or from one HeNB to another HeNB with the fixed network backhaul changed, or the UE moves from a HeNB to a (e)NB.

The MME does not update the PCEF/PCRF in particular when the UE enter connected mode if there is no change in HeNB local IP address and UDP port number, or when the UE enters idle mode.

If the S-GW needs to update the PCEF/PCRF (e.g. send a Modify Bearer Request over S5/S8) for any other reasons not listed above (e.g. time zone change, S-GW relocation), the S-GW shall include the current values for H(e)NB local IP address and UDP port if the UE is accessing the network from a HeNB.
This following call flow only shows the changed steps, and the steps without change can be referred to the corresponding clauses in TS 23.401 [2].
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Figure 9.1.5: Service Request and Handover Procedures

1.
UE initiated Service request procedure, or intra-EUTRAN Handover procedure, or inter-RAT handover is initiated, which can be referred to the descriptions of the corresponding clause4 in TS 23.401 [2].

2.
This step is the same as that in TS 23.401 [2], with the addition that target HeNB includes the following additional information: the target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks in the S1 message and sends them to MME. For the service request case, the S1 message carrying the "NAS: Service request" from UE to MME is Initial UE Message; for the X2 based handover case, the S1 message is the Path Switch Request message; for the S1 based handover or the inter-RAT handover, the S1 message is the Handover Notify Message.

3.
This step is the same as that in TS 23.401 [2], with the following additional information included in create session request message or Modify bearer Request message sending between MME and S-GW, and Modify Bearer Request Message sending between S-GW and P-GW (when a Modify Bearer Request message needs to be sent over S5/S8): target HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network.

4.
The P-GW sends IP-CAN session modification request message to the PCRF including the Target HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks as defined in TS 23.203 [4].


If the Modify bearer Request message received by P-GW in step 3 contains none of the additional information: HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network., the P-GW determines that the UE leaves femto cell and will inform this event to PCRF.

5.
If the UE moves from eNB to a HeNB, , the PCRF will initiate PCRF-initiated Gateway control session establishment procedure as defined in TS 23.203 [4] if the UE is the first UE attaching the target HeNB for that PCRF; if the UE moves from one HeNB to another HeNB without fixed network backhaul changed or if the UE moves to a new HeNB and there has been one Gateway Control  Session for that HeNB, the PCRF will initiate Gateway control and QoS rule provisioning procedure with BPCF as defined in TS 23.203 [4]. The HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks shall be included in the PCRF-Initiated Gateway control session establishment procedure and in Gateway Control and QoS rule provisioning procedure.


6.
The PCRF acknowledges the IP‑CAN session modification.

7.
If UE moves  from one HeNB toeNB, the PCRF will terminate the old Gateway control session if this is the last UE under the source HeNB for that PCRF; if the UE moves from eNB to a HeNB, or the UE moves from one HeNB to another HeNB without fixed network backhaul changed, or there are other UEs attached the source HeNB, this step will be skipped.

8.
This step can refer to the corresponding procedure as in TS 23.401 [2].

NOTE 1:
The interaction between the BPCF and the BNG is out of scope.


* * * Next Change * * * *
9.2.1
Initial E-UTRAN Attach with PMIP-based S5/S8

This clause is related to the case when the UE performs initial attachment to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE:
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the HeNB local IP address, UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]).
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Figure 9.2.1-1 : Initial E-UTRAN attach with PMIP-based S5/S8

This procedure is the same as described in TS 23.402 [3], clause 5.2 with the modification of the existing steps and addition of the new step described below.

1.
This step is the same as for attach procedures as in TS 23.402[3], figure 5.2-1, with the exception as defined for the corresponding steps for GTP case, clause 9.1.1.

C.1
The S-GW initiates the Gateway control session establishment procedure with the PCRF , and the following additional information: the HeNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks, needs to be forwarded to the PCRF during this procedure.

C.3
The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HeNB local IP address and UDP port if NAT/NAPT is detected.

Once this procedure completes the PCRF is aware the fact that the UE is connected to the network via the a 3GPP Femto and checks first whether sufficient resources are available in the BBF access before it provisions QoS and PCC rules at the BBER and PCEF, respectively.

9.2.2
Detach for PMIP-based S5/S8

The procedure in this clause provides the PMIPv6-based S5/S8 variants to all E-UTRAN Detach Procedures, including UE, MME or HSS initiated detach procedure (TS 23.401 [2] clause 5.3.8).


[image: image28.emf] 

A. 3   PCEF - Initiated IP - CAN   Session Termination   Procedure  

A. 4   Gateway Control   Session Termination /QoS rules  Provisioning Procedure  

Detach p rocedure as TS 23.40 2   Figure 5.3 , after step A.4  

Roaming  Scenario  

Serving  GW  

A.2 .  Proxy Binding Update  

A. 5 .  Proxy Binding Ack  

BPCF   RG   BNG  

UE   MME   PDN GW   HeNB  

Fixed Broadband  Access  

Detach p rocedure as per TS 23.40 2   Figure 5.3 , before   step A.1  

HSS/   AAA   

v PCRF   h PCRF  

A. 1   Gateway Control   Session  Termination   Procedure  


Figure 9.2.2-1: E-UTRAN Detach Procedure for PMIP-based S5/S8

This procedure is the same as described in TS 23.402 [3], clause 5.3 with the addition of the new step described below.

A.4
The PCRF initiates the Gateway Control session termination/ QoS Rules Provisioning procedure with BPCF according to TS 23.203 [4].

NOTE:
The interaction between the BPCF and the BNG is out of scope.
9.2.3
Dedicated Bearer Procedures for E-UTRAN Access with PMIP-based S5/S8

The dedicated bearer procedure for a PMIP based S5/S8 is based on TS 23.402 [3], clause 5.4.1 It applies to dedicated bearer activation/modification/deactivation procedures.
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Figure 9.2.3-1: Dedicated Resource Allocation/Deallocation Procedure, UE in Active Mode

This procedure is the same as described in TS 23.402 [3], clause 5.4.1 with the addition of the new step described below:

A.0
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to request or de-allocate resources in the BBF access network. The message to request resources includes the QoS Information (SDF, QCI, ARP, GBR, MBR) according to TS 23.203 [4].

* * * Next Change * * * *
9.2.5
MME-initiated Dedicated Bearer Deactivation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the procedure defined in TS 23.401 [2], clause 5.4.4.2 for -MME initiated dedicated bearer deactivation.
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Figure 9.2.5-1: MME-initiated Dedicated Bearer Deactivation

This procedure is the same as described in TS 23.402 [3], clause 5.4.5.3 with the addition of the new step described below:

A.2
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to either request de-allocation of BBF resources for the affectedQoS rule(s)  according to TS 23.203 [4].
9.2.6
UE-initiated Resource Request and Release

This procedure is executed per TS 23.402 [3], clause 5.5, with modifications, when the PCRF determines that the UE's request result in allocation/de-allocation of resources in the BBF access.
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Figure 9.2.6-1: UE-initiated resource request/release with PMIP-based S5/S8

This procedure is the same as described in TS 23.402 [3], clause 5.5 with the addition of the new step described below.

The UE requests to add, delete or modify filter and may include the QCI and GBR  if needed. Depending on the decision of the PCRF new BBF resource may be required. For instance, the PCRF may decide to initiate the activation of a new dedicated bearer.

A.2.
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to, depending on the UE's request, either request allocation/de-allocation of BBF resources. If resources are de-allocated the message includes the QoS rule affected  If additional BBF resources are required then the PCRF includes the QoS rule and QoS Information (SDF, QCI, ARP, GBR, MBR) according to TS 23.203 [4].
NOTE:
The interaction between the BPCF and the BNG is out of scope.

9.2.7
UE requested PDN connectivity

The UE requested PDN connectivity procedure for E-UTRAN is depicted in figure 5.6.1-1, TS 23.402 [3]. The procedure allows the UE connected to a HeNB to request for connectivity to an additional PDN over E-UTRAN.
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Figure 9.2.7-1: UE requested PDN connectivity with PMIP-based S5 or S8

This procedure is the same as described in TS 23.402 [3], clause 5.6.1 with modification of the existing steps and the addition of the new step described below.

The procedure is executed when the UE requests an additional PDN connection or re-establishes an existing one after a HO.

1.
This step is the same as for PDN connectivity procedures as in TS 23.401 [2], figure 5.10.2-1 before step (A), with the exception as defined for the corresponding steps for GTP case, clause 9.1.1.
A.1.
The description of this step is the same as step C.1 in clause 9.2.1.

If Alt.A is selected then the PCRF executes step A.4.

A.4.
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to modify BBF resources associated with an existing QoS rules or to request new BBF resources. In either case the message includes the QoS Information (SDF, QCI, ARP, GBR, MBR) according to TS 23.203 [4].

If Alt.B is selected then the PCRF executes step B.3.

B.3.
The PCRF initiates the GW Control and QoS Provisioning procedure with the BPCF to modify BBF resources associate with an existing QoS rule. The message includes the QoS Information (SDF, QCI, ARP, GBR, MBR) according to TS 23.203 [4].

NOTE:
The interaction between the BPCF and the BNG is out of scope.
.
* * * Next Change * * * *
9.3.1
PDP Context Activation
The HNB is already registered in the network. The HNB GW sends the HNB local IP address, the UDP port number if NAT/NAPT is detected, and /or the FQDN of the fixed Broadband access networks to the SGSN in the [RANAP] DIRECT TRANSFER message (for the message refer to TS 25.413 [28]).

Depicted in Figure 9.3.1-1 is the PDP Context Activation procedure.
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 Figure 9.3.1-1: PDP Context Activation Procedure for EPS-connected 3G access

0.
The HNB connected. The HNB GW received the HNB Local IP address, the UDP port number if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks.

1.
This step is the same as step 1 in TS 23.060 [22] clause 9.2.2.1, with the addition that the HNB GW includes in the [RANAP] DIRECT TRANSFER message the HNB Local IP address, the UDP port number if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access network.

2.
This step is the same as step A in TS 23.060 [22] clause 9.2.2.1A, with the addition that the S4-SGSN also includes HNB Local IP address, the UDP port number if NAT/NAPT is detected, and/or FQDN of the fixed Broadband access network in the Create Session Request sent to the S-GW and in turn to P-GW.

3.
The P-GW sends the IP-CAN session establishment request to the PCRF according to TS 23.203 [4]. The message includes HNB Local IP address, the UDP port number if NAT/NAPT is detected, and/or FQDN of the fixed Broadband access network.

4.
The PCRF sends the Gateway Control Session establishment message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HNB local IP address, the UDP port number if NAT/NAPT is detected.

Once this step completes the PCRF is aware the fact that the UE is connected to the network via a 3GPP H(e)NB and checks first whether sufficient resources are available in the BBF access before it provisions PCC rules at the P-GW.

5.
The PCRF acknowledges the IP-CAN session establishment ack to the P-GW. 
6.
This step is the same as step D in TS 23.060 [22] clause 9.2.2.1A Figure 64a with the following additions. If the local H(e)NB IP address and UDP port number information change reporting triggers are received from the PCRF, the PDN GW should set the H(e)NB local IP address and UDP port number reporting accordingly. If the H(e)NB local IP address and UDP port number Reporting Request is received for this PDP context, then the SGSN shall report to the PCEF/PCRF changes of HNB local IP address and/or port (if available).

7-8.
Steps 7 and 8 are the same as steps 4-9 in TS 23.060 [22] clause 9.2.2.1 Figure 64.

Editor's note:
In order to handle mobility from macro cells, the tunnel information needs to be added in other RANAP messages (RELOCATION COMPLETE and INITIAL UE MESSAGE).
Editor's note:
RAN WG3 need to confirm whether the RANAP impact due to signalling of tunnel information is acceptable.

* * * Next Change * * * *
9.3.4
Service Request and Handover Procedures

This clause specifies the Service Request and Handover Procedures with updating the following information to fixed broadband access network: the HNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the Fixed Broadband Access network.

This clause contains the following cases:

-
Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update using S4 (TS 23.060 [22], clause 6.9.1.2.2a).

-
Routeing Area Update Procedure using S4 (TS 23.060 [22], clause 6.9.2.1a).

-
Serving RNS Relocation Procedure, Combined Hard Handover and SRNS Relocation Procedure, and Combined Cell / URA Update and SRNS Relocation Procedure Using S4 (TS 23.060 [22], clause 6.9.2.2.1a).

-
Enhanced Serving RNS Relocation Procedure using S4(TS 23.060 [22], clause 6.9.2.2.5a).

-
UE Initiated Service Request Procedure Using S4(TS 23.060 [22], clause 6.12.1A).

-
Iu mode to A/Gb mode Intra SGSN Change using S4(TS 23.060 [22], clause 6.13.1.1.2).

-
A/Gb mode to Iu mode Intra-SGSN Change using S4 (TS 23.060 [22], clause 6.13.1.2.2).

-
Iu mode to A/Gb mode Inter-SGSN Change using S4 (TS 23.060 [22], clause 6.13.2.1.2).

-
A/Gb mode to Iu mode Inter-SGSN Change using S4 (TS 23.060 [22], clause 6.13.2.2.2).

Depicted in Figure 9.3.5-1 is the service request or handover procedure. It only shows the changed steps, and the steps without change can be referred to the corresponding clauses in TS 23.060 [22].
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Figure 9.3.4-1: Service Request and Handover Procedures for EPS-connected 3G access

1.
UE initiated Service request procedure or Handover procedure, which can be referred to the descriptions of the corresponding clause in TS 23.060 [22], with the addition that target HNB sends the target HNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks to the target SGSN in the [RANAP] DIRECT TRANSFER message (for the message refer to TS 25.413 [28]).

2.
Step 2a and 2b are the same as that in TS 23.060 [22]:

2a.
If there is a change in S-GW, the target SGSN sends the Create session request message to the target S-GW. If the S-GW is not changed, the (target) SGSN sends the modify bearer request message to the S-GW. The following information may be included: target HNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network.

2b.
The (target) S-GW sends the modify bearer request message to the P-GW, based on conditions specified in TS 23.401 [2] (e.g. the S-GW is changed) or if the following information is received in step 2a: target HNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network .

3.
The P-GW sends IP-CAN session modification request message to the PCRF including the Target HNB local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed Broadband access networks as defined in TS 23.203 [4], Annex P.7.4.1.


If the Modify bearer Request message received by P-GW in step 3 contains none of the additional information: HNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network., the P-GW determines that the UE leaves the H(e)NB and will inform this event to PCRF.

4.
If the UE moves from macro NB to a HNB, or  the PCRF will initiate PCRF-initiated Gateway control session establishment procedure as defined in TS 23.203 [4] if the UE is the first UE attaching the target HNB; if the UE moves from one HNB to another HNB without fixed network backhaul changed or if the UE moves to a new HNB and there has been one Gateway Control  Session for that HNB, the PCRF will initiate Gateway control and QoS rule provisioning procedure with BPCF as defined in TS 23.203 [4]. The HNB local IP address, the UDP port if NAT/NAPT is detected, shall be included in the PCRF-Initiated Gateway control session establishment procedure and in Gateway Control and QoS rule provisioning procedure.


5.
The PCRF acknowledges the IP‑CAN session modification.

6.
If UE moves from one HNB to macro cell, the PCRF will terminate the old Gateway control session if this is the last UE under the source HNB; if the UE moves from macro NB to a HNB, or the UE moves from one HNB to another HNB without fixed network backhaul changed, or there are other UEs attached the source HNB, this step will be skipped.

7.
This step can refer to the corresponding procedure as in TS 23.060 [22].

NOTE 2:
The interaction between the BPCF and the BNG is out of scope.


* * * Next Change * * * *
9.4.1
S15 session establishment at HNB registration
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Figure 9.4.1-1: S15 Session Establishment
1)
When the HNB powers on, it receives a local IP address from the BBF Access Network. HNB Local IP address assignment by BBF is out of 3GPP scope.

2)
The HNB establish IPSec tunnel with SeGW as defined in TS 33.320.

3)
The HNB initiates the Registration to HNB GW including HNB IP address, HNB local IP address, and the UDP port number(s) if NAT/NAPT is detected per TS 25.467 [12].

4)
The HNB GW initiates the establishment of the S15 session with the v/PCRF and sends the including information about the HNB such as, HNB local IP address, the UDP port number(s) if NAT/NAPT is detected and/or the FQDN of Fixed Broadband network where the HNB connects to.

5)
The PCRF responds to the S15 session establishment request.

6)
The PCRF initiates the Gateway Control session Establishment to establish Gateway Control Session and sends the HNB local IP address and optionally the UDP port number(s) if NAT/NAPT is detected to the BPCF according to TS 23.203 [4], Annex P.

* * * Next Change * * * *
9.4.3
S15 session termination
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Figure 9.4.3-1: S15 session Release

1)
The HNB GW initiates/receives a Deregistration request for the HNB per TS 25.467 [12].

2)
The HNB GW requests S15 session termination to the PCRF.

3)
The PCRF initiates the GW control session termination over S9a  toward the BPCF per TS 23.203 [4], Annex P.

4)
The PCRF acknowledges the request for termination of S15 session.

* * * End of Changes * * * *
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A.3 PCEF-Initiated IP-CAN Session Termination Procedure







A.1 Gateway Control Session Termination Procedure







Detach procedure as TS 23.402 Figure 5.3, after step A.4







Detach procedure as per TS 23.402 Figure 5.3, before step A.1







Roaming Scenario







hPCRF







A.5. Proxy Binding Ack







A.2. Proxy Binding Update







vPCRF







Serving GW







MME







HeNB







UE







HSS/�AAA 







PDN GW







Fixed Broadband Access







A.4 Gateway Control Session Termination/QoS rules Provisioning Procedure







BNG







RG







BPCF
















_1389078423.ppt




BRAS/BNG

BBF defined access and network



BPCF



EPC Network

SWa/STa

S9a



Customer Premises Network

WiFi

AP

RG

UE

BBF Device

BBF AAA  (proxy)

Sd



Network to 

offload to

(any NW)

V

U

R

PCRF

3GPP AAA Server

TDF



AN (e.g DSLAM/ONT)



IP service








_1389078351.ppt




BRAS/BNG

BBF defined access and network



BPCF



EPC VPLMN 

Network

SWa/STa

S9a



Customer Premises Network

WiFi

AP

RG

UE

BBF Device

BBF AAA  (proxy)

V

U

R

V-PCRF



EPC HPLMN 

Network

S9



Network to offload to

(3GPP HPLMN operator network)

Rx

H-PCRF

AF

3GPP AAA Proxy

3GPP AAA Server

SWd



AN (e.g DSLAM/ONT)



IP service in operator-managed domain








_1389078377.ppt




BRAS/BNG

BBF defined access and network



BPCF



EPC Network

SWa/STa

S9a



Customer Premises Network

WiFi

AP

RG

UE

BBF Device

BBF AAA  (proxy)



Network to offload to

(BBF operator 

network)



IP service in operator-managed domain

PCRF

V

U

R

G/E

“BBF AF”

3GPP AAA Server



AN (e.g DSLAM/ONT)








_1389078329.ppt




BRAS/BNG

BBF defined access and network



BPCF



EPC Network

SWa/STa

S9a



Customer Premises Network

WiFi

AP

RG

UE

BBF Device

BBF AAA  (proxy)



Network to offload to

(3GPP operator network)

Rx

V

U

R

PCRF

AF

3GPP AAA Server



AN (e.g DSLAM/ONT)



IP service in operator-managed domain








_1382001039.doc

[image: image1]

C.5 Gateway Control and QoS Rules Provision Procedure
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